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Introduction

This discussion paper provides some high level view on the architecture for the IMS_WebRTC WID that was approved at the last SA2 meeting (SA2#97).
The SA2 objectives as outlined in the WID are to expand the IMS architecture and stage 2 procedures as required by the support of WebRTC clients access to IMS.
High level architecture discussion
The following figure shows the high level architecture of WebRTC access to IMS. This architecture consists of WebRTC client, new WebRTC-enabled functional entities, and existing IMS entities. 
The functions of the WebRTC gateway/WebRTC portal/Unified Auth System /WebRTC client are further illustrated under Function Description.
Two options are considered between the WebRTC gateway and the contact point of IMS, I-CSCF or P-CSCF, which is differentiated by red/green colour in the figure, will be further discussed under Reference Point.

[image: image1.emf]PCRF

WebRTC

Gateway

P-CSCF

3

rd

Webserver

WebRTC Portal/

Unified Auth System

HSS

Rx

RTC3a

Cx/Dx

RTC7?

I/S-

CSCF

IBCF

WebRTC Client

RTC1?

RTC4

RTC3

RTC6

RTC5

Mx

Mw

RTC2

Out of 

scope?

RTC8


Figure 1
Function Description of Entities

WeRTC Gateway
The WebRTC Gateway is considered to be the contact point between the WebRTC client and IMS. The main function is illustrated in the diagram below.
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The functions performed by WebRTC gateway are:

-  Convert the signalling received from WebRTC client (e.g. HTTP/HTTPS/Websocket signalling) to SIP signalling, and then forward the SIP request to an entry point of IMS.

-  Convert the media between SRTP and RTP, or send the SRTP media transparently through intermediate network entities.

-  Convert non-voice/video media between data channel and MSRP.

-  Support codec transcoding.
-  Support ICE procedures; implement a limited STUN server functionality to support the STUN keep-alive usage as defined in RFC 5389 which is used by the UE to maintain the NAT bindings. (Similar to the STUN function provided by P-CSCF) 

-  Communicate with Policy and Charging Rules Function (PCRF) by Rx interface to authorize the bearer resources and manage QoS.
-  Communicate with Web portal/Unified Auth System to verify user authorization and retrieve IMS identities (e.g. IMPU that stored in Web portal/Unified Auth System).

-  Maintain the UE IP address, in order to forward the message to UE in terminating case.

-  Support part of existing P-CSCF functionality (e.g. insert into SIP message an asserted identity). (or Support Mw interface)
Web Portal/Unified Auth System
The Web portal/Unified Auth System is the database for WebRTC user, containing the web account information to support WebRTC-based services from/to WebRTC client.
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The functions performed by Web Portal/Unified Auth System are:

-  Store the user related information, e.g. web identification, web identification related password, and the mapping between web identification and IMS identities and so on.
-  Authenticate the user identification and then generate user security information (e.g. Token) for access control.

-  Validate the user security information sent from the WebRTC gateway and provide WebRTC gateway with user information (e.g. IMPU) to start the registration procedure in IMS.

-  Provide the UE with Web-based application JavaScript library and WebRTC gateway IP address.

-  Communicate with the third party server to validate the third party identification.
WebRTC client?

A WebRTC client allows a user to access IMS services from a device that supports a WebRTC-capable browser.
The client supports the WebAPIs to get user media / source a specific media or receive from a remote side / a data channel for application-specific data exchange and so on.


[image: image4.emf]WebRTC Client

Browser

Get MediaStream

Codec

Signaling path

Web-based Application

Javascript

Audio 

Engine

Video 

Engine

Media

HTTP/HTTPS

WebSocket

SRTP/

SRTCP

Data

Channel

ICE

NAT/Firewall Traversal

W3C API

Local 

MediaSt

ream

Remote 

MediaS

tream


Reference point

RTC1?
Reference point between a WebRTC client and a WebRTC gateway. It is used to define the signalling plane interaction between WebRTC client and WebRTC gateway.
draft-ietf-rtcweb-jsep-03 doesn’t specify the signalling plane protocols. However, in normal interface definition, the interface between UE and the network has been clearly defined (e.g. Gm). When considering the WebRTC access to IMS, whether to define this reference point should be discussed. And if the answer is yes, the signalling protocol used over this reference point (SIP over WebSockets, JSON over WebSockets, or RESTful APIs?) also needs to be discussed.
//Quoted from draft-ietf-rtcweb-jsep-03, Begin//
“The thinking behind WebRTC call setup has been to fully specify and control the media plane, but to leave the signaling plane up to the application as much as possible. The rationale is that different applications may prefer to use different protocols, such as the existing SIP or Jingle call signaling protocols, or something custom to the particular application, perhaps for a novel use case. In this approach, the key information that needs to be exchanged is the multimedia session description, which specifies the necessary transport and media configuration information necessary to establish the media plane.”
//Quoted from draft-ietf-rtcweb-jsep-03, End//
RTC2
Reference point between a WebRTC client and a WebRTC gateway. It is used to define the Media plane interaction between WebRTC client and WebTC gateway.
RTC3
Reference point between a WebRTC gateway and an I/S-CSCF. It is used to define the interactions between a WebRTC gateway and the IMS.
RTC3a
Reference point between a WebRTC gateway and a P-CSCF. It is used to define the interactions between a WebRTC gateway and the IMS.
Regarding the entry point of IMS behind WebRTC gateway, two possible ways are considered: P-CSCF or I-CSCF. What’s the preferred solution?
If P-CSCF is selected as the entry point, procedure related to discovery of the P-CSCF should be discussed in both roaming and non-roaming case.
Our view is that since WebRTC gateway supports part of existing P-CSCF functionality, it’s preferred to select I-CSCF as the entry point of IMS, or to merge the WebRTC GW into the P-CSCF ( or as much functionality as possible) so that can minimize duplication of functionality.
RTC4
Reference point between a WebRTC gateway and an IBCF. It is used to define the scenario that the WebRTC gateway is provided by third party (WebRTC client access to IMS similar to the peering model for corporate network access to IMS).
RTC5
Reference point between a WebRTC gateway and a WebRTC portal/Unified Auth System. It conveys the user information necessary for the WebRTC gateway to continue the registration procedure.
Does RTC5 need to be specified? 
RTC6
Reference point between a WebRTC client and a WebRTC portal/Unified Auth System. It is used to define the authentication of users. 
RTC7?
Reference point between a WebRTC portal/Unified Auth System and a third Party Server. It is used to verify the third party identity between the WebRTC portal/Unified Auth System and the third party Web server.
Does RTC7 need to be specified? 

RTC8
Reference point between a WebRTC portal/Unified Auth System and an HSS. It is used to verify the IMS credentials between the WebRTC portal/Unified Auth System and the HSS.
Solutions aspects to be discussed
This Bullet clarifies which scenarios need to be considered in SA2. 

Below we attempt to list some cases (some scenarios may be overlooked).
1. Personal User access to IMS by operator provided Web application:
1). Personal user with operator provided identification:

a). Web identification;
b). IMS credential (e.g. IMPU);
2). Personal user with third party identification provided by third party application;
2. Personal User access to IMS by third party provided Web application (Whether to consider this scenario depends on the RTC7 interface is specified or not):

1). Personal user with operator provided identification:

a). Web identification;

b). IMS credential (e.g. IMPU);

2). Personal user with third party identification provided by third party application;

3. Website user: 
1). Website user with third party identification provided by third party server, when access to IMS, the IMS credential will be dynamically assign to the user.
2). Website temporary/anonymous user, when access to IMS, the IMS credential (with limited services provided) will be dynamically assign to the user.
Proposal
It is proposed that the above aspects and the architecture for WebRTC access to IMS are discussed, and then adopted as an input for future work.
The related P-CRs are S2-132640_Architecture requirements for WebRTC access to IMS and S2-132641_High level architecture for WebRTC access to IMS.
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