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Introduction

At the last two SA2 meetings there has been concerns expressed on the introduction of two-scenario solutions for FS_SaMOM where two scenarios are covered:

· A single-connection scenario that supports IP mobility and connectivity to default APN for a single connection (NSWO or PDN Connection). This scenario is supported using simple extensions to rel-11 signalling

· A multi-connection scenario that supports also multiple simultaneous connections (NSWO and one or more PDN Connections. This scenario requires a signalling protocol to manage PDN Connections and a user plane solution to separate traffic between different connections. 

Most concerns have been raised about the introduction of two scenarios where a UE may support one or both scenario and it has been argued that this could raise IOT costs and cause interoperability challenges. 

Even though we still think that these arguments are addressed in the proposed solution by e.g. capability negotiations, it is also interesting to find a compromise solution in order to agree on a way forward in FS_SaMOG. 

Below a solution is described that removes the partitioning into two scenarios. Instead the solution is built on the following principles:

· The solution combines EAP enhancements to provide IP mobility and non-default APN support, with a dedicated signaling protocol to achieve support for multiple PDN Connections. 

· When attaching to WLAN, the first IP connection is either a NSWO connection or a PDN Connection. Selection between NSWO connection and PDN Connection is signaled via EAP-AKA’. For a PDN Connection, the APN and Handover indicator parameters for this PDN Connection are provided via EAP-AKA’. 

· For subsequent PDN Connections, a new signaling protocol (WLCP) is used to manage PDN Connections. Also, a user-plane separation mechanism is needed to separate user-plane traffic between the different active PDN connections.

It can be noted that this is not a new principle but it has been discussed in previous meetings for both the DHCP-based solution (see S2-130870) and for the WLCP-based solution (S2-122712). Considering the difficulty to reach agreement in SA2 whether to support a two-scenario approach or a single-scenario approach for FS_SaMOG, it seems worthwhile to revisit this proposal in order to find an agreeable way forward. 
The solution provides support of all SaMOG features, including IP mobility and multiple PDN Connections. It also allows introduction of SaMOG phase 2 deployments in a step-wise approach if desired. Support for IP mobility and attach to non-default APN for a single PDN Connection, using minor extensions to existing EAP and Diameter signalling, can be deployed first. Support for multiple PDN Connections can be deployed building on the single PDN capabilities. 
It is also worth noting that this approach can be seen as quite similar to 3GPP accesses functionality, where simultaneous use of multiple PDN Connections can be introduce step-wise as UEs may initially only support a single PDN Connection.
Proposal

The authors believe that this is a reasonable compromise solution for moving FS_SaMOG forward
**** Start of changes ****
NOTE: The changes below are described as updates to solution 1. This is done to show the impacts to solution 1. Whether or not this is captured as an update to solution 1 or as a separate solution which is a variant of solution 1 is FFS. 

8.2.1
Solution 1: Tunnelled approach with dedicated UE-TWAG control protocol

8.2.1.1
Functional Description

Editor's Note: It should be described whether and how the solution fulfils the requirements in subclause 8.1.
8.2.1.1.1
 Overview

This solution combines EAP enhancements to provide IP mobility and non-default APN support, with a dedicated signaling protocol to achieve support for multiple PDN Connections. 
When attaching to WLAN the first IP connection established is either a NSWO connection or a PDN Connection. Selection between NSWO connection and PDN Connection is signaled via EAP-AKA’. For a PDN Connection, the APN and Handover indicator parameters for this PDN Connection are provided via EAP-AKA’. The IP address or prefix is obtained through standard IETF procedures (i.e. DHCPv4 or IPv6 Stateless Address Auto-configuration).
For subsequent PDN Connections, a signaling protocol is used to manage PDN Connections. Also, a user-plane separation mechanism is needed to separate user-plane traffic between the different active PDN connections.

1. 
2. 

8.2.1.1.2
 User plane

For the case that a PDN Connection is established at attach to WLAN, the PDN connection over WLAN uses the per-UE point-to-point link as defined in TS 23.402 clause 16. Such point-to-point link carries MAC frames. The MAC frame would typically carry an IP packet. IP is indicated by means of the “EtherType” field in the MAC header as defined in IEEE 802.1 (e.g. IPv4 is indicated by the Ethertype 0x0800).
	MAC
	IP
	payload


Figure 8.2.1.1.2-1 Frame format for the first IP Connection (NSWO or PDN Connection)
For all PDN connections established over WLAN using the dedicated signaling protocol, an additional layer between MAC and IP is used when carrying IP packets belonging to these connections. The MAC “Ethertype” field would in this case instead indicate “XYZ”, where “XYZ” is an identifier for the protocol that is used to include: 1) A key to differentiate the PDN connections from each other; 2) A next header indicator, which will be typically IP. The key is unique within the scope of a single UE. The key combined with the MAC address of the UE provides a globally unique identification for a PDN connection. The TWAG and the UE can use this identification to correlate a packet to the correct PDN connection. In the following two subsections, two alternatives are proposed for “XYZ”.

Editor's Notes: One of these two alternatives needs to be chosen. Which one is still FFS.

	MAC
	“XYZ”
	IP
	Payload


Figure 8.2.1.1.2-2 Frame format for PDN connections established using WLCP
8.2.1.1.2.1
Alternative 1: XYZ = GRE

In this alternative, XYZ is the GRE header as defined in IETF RFC 2890. The GRE key is used to differentiate the PDN connections from each other. This requires that GRE is defined by IEEE as new EtherType.

As the access point is functioning like a layer-2 bridge, it forwards frames between its WiFi interface and its wired interface without checking the EtherType value. If the access point implements a mapping between IEEE 802.11e priorities and DSCP, then the DSCP will be found on a different offset for frames with EtherType GRE compared to frames with EtherType IPv4 or IPv6.

8.2.1.1.1.2.2
Alternative 2: XYZ = VLAN

In this alternative, XYZ is an extension of the MAC header, forming a VLAN-tagged MAC header. The VLAN ID is used as key to differentiate the PDN connections from each other. 
The AP performs translation between the IEEE Std 802.11 air link and the IEEE 802 AP-TWAG segment e.g. using IEEE 802.11 integration service per IEEE 802.11-2007 appendix M. The solution relies on the VLAN ID to be carried un-modified to the TWAG.

The VLAN ID used to distinguish PDN connections is encapsulated over the air in LLC SNAP and thus cannot be used for any other (non-3GPP) service differentiation over the air.
As described in TS 23.402 clause 16, the WLAN AN enforces upstream and downstream forced-forwarding between the UE's WLAN IEEE 802.11 association and the TWAG. The way this forced-forwarding is enforced ensures that the VLAN ID used to multiplex TWAN connectivity services is in a different protocol stack layer than VLAN ID potentially used on the transport interface between the UE and the TWAG. 

The VLAN ID used to multiplex TWAN connectivity services is not used to route traffic on the path between the AP and the TWAG.

If the access point implements a mapping between IEEE 802.11e priorities and DSCP, then the DSCP will be found on a different offset for VLAN-tagged frames compared to frames without VLAN tagging.

An example of protocol stacks showing how UE MAC address and VLAN-ID can be transported between UE and TWAG are depicted in figure 8.2.1.1.1.2-1.
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Figure 8.2.1.1.1.2.2-1: Example of UE-TWAG protocol stacks

This UE-TWAG protocol stacks example has following characteristics:

· AP -TWAG tunnelling

The AP -TWAG tunnelling, as used by SAMOG phase 1 / Rel11 deployments, is assumed to be on top of IP layer in order to allow the AP to reach a TWAG that may be located beyond the access line IP Edge (BNG). This allows layer 2 headers exchanged between UE and TWAG above that tunnel (e.g. VLAN  Id used on the UE-TWAG interface)  to be independent from layer 2 headers (e.g. VLAN Id) which may already exist on the path between AP and IP Edge / TWAG, thus avoiding interferences with VLAN-ID used in current deployments between UE and IP Edge. 

NOTE: Definition of the tunnel between AP and TWAG is out of 3GPP scope. There may be e.g. one AP-TWAG tunnel per AP, or an AP-TWAG tunnel per PDN connection (in which case it should be dynamic i.e. established by signalling).

· VLAN-ID as used between UE and TWAG for SAMOG phase 2 multiplexing

VLAN-ID as used between the UE and the TWAG for SAMOG phase 2 multiplexing is carried on the radio path in the VLAN tagged MAC frame on top of 802.11/LLC/SNAP. This VLAN-ID can be transported via the user plane in the (VLAN tagged) frame carried by (above) the AP -TWAG tunnel as shown in the figure (e.g. in case of a AP -TWAG tunnel defined per AP). 

NOTE: In the case of an AP -TWAG tunnel per PDN connection, this VLAN-ID could also be carried via the control plane used to establish that tunnel.

· UE MAC Address

UE MAC address is carried on the radio path in the relevant 802.11 address field. The UE MAC address can be transported via the user plane in the frame carried by (above)  the AP -TWAG tunnel as shown in the figure (e.g. in case of a AP -TWAG tunnel defined per AP). 

NOTE: In the case of an AP -TWAG tunnel per PDN connection, the UE MAC address could also be carried via the control plane used to establish that tunnel.

8.2.1.1.3 
Control plane

8.2.1.1.3.1 
EAP

EAP authentication signaling is extended in the UE to network direction in order to indicate:

· 
· 
· the requested connectivity (NSWO or  PDN connection)

· in case of PDN connection

· the connectivity type (v4, v6, or v4v6)

· an optional hand-over indicator 

· optionally the requested APN (mandatory if the handover indication is provided)

· optionally, a PCO

· 
· 
EAP authentication signaling is extended in the network to UE direction in order to indicate:

· 
· 
· Whether the requested connectivity (NSWO or a PDN connection) has been granted

· For PDN connection:

· The Selected APN

· A PCO

· 
· 
8.2.1.1.3.2 
WLCP

A UE-TWAG protocol is needed to control (i.e. setup and teardown) the per-PDN point-to-point link in case more than one IP connection is established. This protocol is denoted as WLCP (WLAN Control Protocol). WLCP is a protocol defined by 3GPP and is transported above the layer 2. WLCP is not an IP protocol and sits below the IP layer. 

WLCP provides any foreseeable session management functionality required for PDN connections (based on the PDN connection management defined over the cellular link):

· Establishment of PDN connections

· Handover of PDN connections

· Request the release of a PDN connections by the UE or notify the UE of the release of a PDN connection

· IP address assignment (both IPv4 and IPv6 address assignment mechanisms defined for NAS can be applied, e.g. the delivery of the IPV4 address through WLCP, DHCPv4, and the use of SLAAC for IPv6)

· PDN parameters management

· APN, PDN/PDP type, address, PCO, request type. Etc. 
· As described in clause 8.2.1.1.1, a User Plane Connection ID (GRE key or VLAN ID) value is needed to differentiate PDN connections. When establishing a new per-UE-and-PDN point-to-point link using WLCP, the network decides upon this User Plane Connection ID value and returns it to the UE using WLCP.

The WLCP may need to support functionality to verify the availability of the UE (i.e. if the UE is still connected to a WLAN AP) if existing mechanisms as described for Trusted WLAN Access in rel-11 would not to be sufficient. 

WLCP applies to the support of multiple PDN connections and enables a UE behavior similar to behavior over cellular link. WLCP is a protocol running between the UE and the TWAG, thus the intermediate nodes (e.g. AP) between the UE and the TWAG do not need to support / understand WLCP. 
The NAS SM defined in 3GPP TS 24.008 is the starting point for the WLCP protocol design, and a subset of the SM functionality is used. Specifically:

· Only basic PDP Context Activation/Deactivation procedures are needed. No secondary PDP context procedure is considered. Activate PDP Context Request/Accept/Reject and Deactivate PDP Context Request/Accept are used.

· Some parameters not needed (e.g. QoS, etc.) others possibly updated (e.g. protocol options), with stage 3 defining such details

· No eMBMS is considered

· No support of emergency PDN connection is considered in release 12

· LIPA functionality not required

Basing WLCP on 3GPP TS 24.008 enables the separation of the attach procedure from the connectivity procedures, i.e. it allows the device to be attached without having an active PDN connection and does not require the device to initiate a detach after the device has disconnected all PDN connections. 

NAS SM assumes the presence of a GMM state machine. For WLCP, no GMM is needed, and it is assumed that a successful EAP authentication and AP association brings the device in a state where WLCP can be used.

Any functionality, procedure (including network-initiated ones) and parameters defined for existing NAS in 24.008 or 24.301 can be re-used if determined needed later (e.g. low priority indication, QoS support, etc.).

NOTE 1: it is up to stage 3 to define aspects such as segmentation, retransmission, etc. since these have already been solved for existing NAS and CT1 has the expertise to address these aspects. 

NOTE 2: security considerations for WLCP are for SA3 to discuss, e.g. need for integrity protection, whether the underlying security resulting from a successful EAP authentication suffice, etc.

8.2.1.1.3.2.1 
WLCP Transport

WLCP is transported above layer 2. A new EtherType indicating the control protocol needs to be defined by IEEE. The payload of such frame contains the control protocol message. Various solutions are possible for structuring the control protocol frame. As an example, the control signalling can use the same frame format as user plane signalling, i.e. with an intermediate GRE/VLAN header also for control signalling. Alternatively, this intermediate layer is omitted for control signalling. The detailed frame format can be left to stage 3 to decide.
When the UE does not yet know the TWAG MAC address, the UE uses MAC broadcast to reach the TWAG.
8.2.1.1.4 Protocol Stacks

Editor's Notes: Impact on link model due to handover support is FFS. 
The figure below illustrates the control plane for WLCP.
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Legend:
802.11:
This refers to Layer 1 and Layer 2 defined by IEEE Std 802.11-2007 [5]. 

L2 Transport: This refers to the transport defined in 8.2.1.1.3.2.1.
WLCP: 
This refers to the protocol defined in 8.2.1.1.3.2.1
GTP-C:
The GPRS Tunnelling Protocol control plane consists of signalling messages between the Trusted WLAN Access Gateway and the PDN- GW over the S2a interface. It is defined in TS 29.274 [25].
UDP:
This is the transport layer protocol onto which both GTP-C and GTP-U are layered.
Figure 8.2.1.1.4-1: Protocol Stack for WLCP.

8.2.1.2
Procedures

8.2.1.2.1
Initial Attach in WLAN on S2a
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Figure 8.2.1.2.1.1-1: Initial attachment in WLAN on GTP S2a for roaming and non-roaming scenarios

The procedure is as TS 23.402 clause 16.2.1 with the following additions: 

· Step 2. As part of this step, the UE shall send an indication to the network whether it supports multiple PDN connections. In addition the UE indicates whether it requests EPC access or non-seamless WLAN offload. If the UE requests EPC access, it may indicate APN. 

These indicators are sent in EAP-AKA to the 3GPP AAA. The 3GPP AAA sends these indicators to the TWAN. 
The procedure continues as described in clause 8.2.1.2.2. 
8.2.1.2.2
Initial Attach in WLAN on S2a (continuation)
8.2.1.2.2.1
Initial Attach in WLAN on GTP S2a (continuation)
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Figure 8.2.1.2.2.1-1: Initial attachment in WLAN on GTP S2a for roaming and non-roaming scenarios

The procedure continues from step 2 in clause 8.2.1.2.1: 

· Step 2. As part of this step, the UE is made aware of the network support of SAMOG phase 2 features and if the requested connectivity feature (attach to non-default APN, non-seamless WLAN offload, EPC-routed traffic) is accepted by the network. Also, if the UE requested EPC access without indicating APN, then the network indicates the selected (default) APN. If the UE requested EPC access and indicated an APN, then the network verifies that it is allowed by subscription. If the UE requested NSWO and it was accepted by the network, steps 3-7 and 10-14 are skipped. If the requested connectivity feature is not possible, the request is rejected with a relevant authorization failure.

· Step 3 and step 10. The TWAN selects the PDN GW for the APN, and includes the APN in the Create Session Request. The APN is determined by the TWAN based on the UE request and on the subscription data received from the AAA server.

 
This procedure results in that either a NSWO session or a new PDN Connection is established. 
8.2.1.2.2.2
Initial Attach in WLAN on PMIP S2a (continuation)

Editor's Notes: This procedure is still to be added.






· 
· 
8.2.1.2.4
UE-Initiated Connectivity to PDN in WLAN on S2a

8.2.1.2.4.1
UE-Initiated Connectivity to PDN in WLAN on GTP S2a


This procedure is used when the UE has previously attached to WLAN and the UE wishes to establish one or more PDN connections over WLAN. This procedure is also used when the UE already has one or more PDN connections over WLAN and wishes to establish one or more additional PDN connections over WLAN. This procedure is also used to request for connectivity to an additional PDN connection over WLAN when the UE is simultaneously connected to WLAN and a 3GPP access, and the UE already has active PDN connections over both the accesses. The UE establishes a separate point-to-point link to the TWAG for each PDN connection.

There can be more than one PDN connection per APN when GTP is used between the TWAN and the PDN GW. During the establishment of a new PDN connection, the TWAN allocates and sends a default S2a bearer ID to the PDN GW. The default S2a bearer ID is unique in the scope of the UE within a TWAG, i.e. the IMSI and the default S2a bearer ID together identify a PDN connection within a TWAG. In order to be able to identify a specific established PDN connection, both the TWAG and the PDN GW shall store the default S2a bearer ID. 

NOTE: 
The establishment of a connection to a PDN connection does not impact the NSWO connection if that was previously setup. As a separate point-to-point link is used for each PDN connection, traffic separation can be achieved between all connections including the NWSO connection.
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Figure 8.2.1.4.2.1-1: UE-Initiated Connectivity to PDN in WLAN on GTP S2a

· Step 1. The UE triggers the establishment of a new per-UE-and-PDN point-to-point link by means of WLCP. This step establishes the setup of a new per-UE-and-PDN-connection point-to-point link to the TWAG. The UE may indicate the requested APN. The UE triggers the re-establishment of an existing PDN connectivity by providing a handover indicator. In that case, it shall provide an APN.

· Step 2-6. Same as step 3-7 in clause 8.2.1.2.2.1. As part of these steps, the TWAN verifies that the APN requested by the UE is allowed by subscription. Upon handover, the TWAN selects the PDN GW handling this PDN connection; otherwise, the TWAN performs PDN GW selection as described in TS 23.402. Steps 2-6 are executed with the selected PDN GW.

· Step 7. By means of WLCP, the TWAN returns a response to the establishment of a new per-UE-and-PDN point-to-point link. This response contains a User Plane Connection ID. If the UE did not indicate the APN in the request, then the response indicates the selected default APN. If the UE does not receive an IPv4 address in this step, it may negotiate the IPv4 address with DHCPv4 in step 8, 
· Step 8. As step 9 in clause 8.2.1.2.2.1.

· Step 9. As step 15 in clause 8.2.1.2.2.1.

8.2.1.2.4.2
UE-Initiated Connectivity to PDN in WLAN on PMIP S2a

Editor's Notes: This procedure is still to be added.

8.2.1.2.5
Attach procedure in WLAN with handover from 3GPP access to WLAN on S2a

8.2.1.2.5.1
Attach procedure in WLAN with handover from 3GPP access to WLAN on GTP S2a

This procedure is used to attach to WLAN and hand over a PDN Connection from 3GPP access to WLAN.  
NOTE. 
When this procedure is used, a NSWO connection is not established for the UE
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Figure 8.2.1.2.5.1-1: Handover attach procedure from 3GPP access to Trusted WLAN on GTP S2a for roaming and non-roaming scenarios

The home routed roaming, LBO and non-roaming scenarios are depicted in the figure 8.2.1.2.5.1-1:

-
In the LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the 3GPP AAA Server in the HPLMN to the PDN GW in the VPLMN and vice versa. Messages between the PDN GW in the VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN.

-
In the home routed roaming and non-roaming cases, the vPCRF and the 3GPP AAA Proxy are not involved, except for the authentication and authorization in step 2.

The steps in figure 8.2.1.2.5.1-1 are based on figure 8.2.1.2.2.1-1, with the following changes:

· Step 0. The UE is connected in the 3GPP Access and has a PMIPv6 or GTP tunnel on the S5/S8 interface.

· Step 2. As step 2 in 8.2.1.2.1.1with the following addition: The UE indicates handover via EAP-AKA to 3GPP AAA.

· Step 3 and 10. As step 3 and 10 in 8.2.1.2.2.1 with the following addition: The handover indication is set in the Create Session Request to allow the PDN GW to re-allocate the same IP address or prefix that was assigned to the UE while it was connected to the 3GPP access and to initiate a PCEF-Initiated IP CAN Session Modification Procedure with the PCRF.
· Step 4 and 11. The PDN GW executes a PCEF-Initiated IP‑CAN Session Modification Procedure with the PCRF as specified in TS 23.203 [4]. The Event Report indicates the change in Access Type. 

If the PDN GW decides to allocate a new IP address/prefix instead of preserving the old IP address/prefix, as described in TS 23.402 clause 4.1.3.2.3, the PDN GW executes an IP-CAN session Establishment Procedure with the PCRF instead of a PCEF-Initiated IP-CAN Session Modification Procedure.

· Step 6 and 13. The PDN GW responds with a Create Session Response (PDN GW Address for the user plane, PDN GW TEID of the user plane, PDN GW TEID of the control plane, PDN Type, PDN Address, EPS Bearer Identity, EPS Bearer QoS, APN-AMBR, Charging ID, Cause). The Create Session Response contains the IP address and/or the prefix that was assigned to the UE while it was connected to the 3GPP IP access. The Charging Id provided by the PGW is the Charging Id previously assigned to the default bearer of the PDN connection in the 3GPP access.
· Step 16. The PDN GW shall initiate the PDN GW Initiated PDN Disconnection procedure in 3GPP access as defined in TS 23.402 clause 5.6.2.2 or the PDN GW Initiated Bearer Deactivation procedure as defined in TS 23.401 [xx], clause 5.4.4.1.

8.2.1.2.5.2
Handover attach procedure from 3GPP access to WLAN on PMIP S2a
Editor's Notes: This procedure is still to be added.

8.2.1.2.6
Handover procedure of a PDN Connection from 3GPP access to WLAN on S2a

8.2.1.2.6.1
Handover of  PDN Connection from 3GPP access to WLAN on GTP S2a

This procedure is used to hand over a one or more PDN Connection from 3GPP access to WLAN when the UE is already connected to WLAN access. 
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Figure 8.2.1.2.6.1-1: Handover from 3GPP access to Trusted WLAN on GTP S2a for roaming and non-roaming scenarios

The home routed roaming, LBO and non-roaming scenarios are depicted in the figure 8.2.1.2.6.1-1:

-
In the LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the 3GPP AAA Server in the HPLMN to the PDN GW in the VPLMN and vice versa. Messages between the PDN GW in the VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN.

-
In the home routed roaming and non-roaming cases, the vPCRF and the 3GPP AAA Proxy are not involved, except for the authentication and authorization in step 2.



Step 2 shall be repeated for each PDN connection that is being transferred from 3GPP access. Step 1 can occur in parallel for each PDN. Other aspects related to the handover for multiple PDNs are described in TS 23.402 clause 8.1.


· 
· 
· Step 1. For connectivity to multiple PDN connections, the UE establishes connectivity to each PDN that is being transferred from 3GPP access, by executing the UE-initiated Connectivity to PDN procedure specified in clause 8.2.1.2.4.
· Step 17. The PDN GW shall initiate the PDN GW Initiated PDN Disconnection procedure in 3GPP access as defined in TS 23.402 clause 5.6.2.2 or the PDN GW Initiated Bearer Deactivation procedure as defined in TS 23.401 [6], clause 5.4.4.1.

8.2.1.2.6.2
Handover from 3GPP access to WLAN on PMIP S2a
Editor's Notes: This procedure is still to be added.

8.2.1.2.7

Handover procedure from WLAN on S2a to 3GPP access
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Figure 8.2.1.2.7-1: Handover from Trusted WLAN on GTP S2a to 3GPP access for roaming and non-roaming scenarios

This procedure is as in TS 23.402 clause 8.2.1.1/8.2.1.2 with the following differences:

· Step 1. There is a GTP or PMIP tunnel between TWAN and PGW
· Step 18. The PDN GW shall initiate resource allocation deactivation procedure in the TWAN as defined in clause 8.2.1.2.9.

8.2.1.2.8
Detach and PDN disconnection in WLAN on S2a

8.2.1.2.8.1
Detach and PDN disconnection in WLAN on GTP S2a

8.2.1.2.8.1.1
UE/TWAN Initiated Detach and UE/TWAN requested PDN Disconnection Procedure in WLAN on GTP S2a
For UE/TWAN initiated detach, this procedure is the same as TS 23.402 clause 16.3.1.1.

Ifonly a single connection (NSWO or PDN Connection) was established on WLAN using the procedure in 8.2.1.2.2 or 8.2.1.2.5, then the UE/TWAN requested PDN disconnection procedure is the same as TS 23.402 clause 16.3.1.1.

If multiple connections have been established (one NSWO connection and one or more PDN Connections, or two or more PDN Connections), then this clause applies to UE/TWAN-requested PDN disconnection procedure. For multiple PDN connections, this disconnection procedure shall be repeated for each PDN connection that needs to be released. 
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Figure 8.2.1.2.8.1.1-1: UE/TWAN-initiated PDN disconnection procedure with GTP S2a in WLAN

This procedure applies to the Non-Roaming, Home Routed Roaming and Local Breakout cases. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF. In the LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP IP Access and the 3GPP AAA Server in the HPLMN. In the non-roaming and Home Routed Roaming case, the vPCRF is not involved at all.

If dynamic policy provisioning is not deployed, the optional steps of interaction between the PDN GW and PCRF do not occur. Instead, the PDN GW may employ static configured policies.

· Step 1. If the PDN disconnection is initiated by the UE, the UE sends a PDN Disconnection Request (User Plane Connection ID) to the TWAG by means of WLCP.
· Step 2. The TWAN releases the PDN connection and sends a Delete Session Request (Linked EPS Bearer ID) message for this PDN connection to the PDN GW. 

· Step 3. The PDN GW informs the 3GPP AAA Server of the PDN disconnection. 

· Step 4. The PDN GW deletes the IP CAN session associated with the UE and executes a PCEF-Initiated IP‑CAN Session Termination Procedure with the PCRF as specified in TS 23.203 [4].

· Step 5. The PDN GW acknowledges with a Delete Session Response (Cause) message.

· Step 6. If the PDN disconnection was initiated by the UE in step 1, then the UE is informed of the disconnection by means of a WLCP PDN Disconnection Response. 
· Step 7. If the PDN disconnection was initiated by the TWAG, then the UE is informed of the disconnection by means of a WLCP PDN Disconnection Request (User Plane Connection ID).
· Step 8. The UE acknowledges the disconnection request received in step 7.
NOTE: Either step 1 and 6, or step 7 and 8, are performed
8.2.1.2.8.1.2
HSS/AAA Initiated Detach Procedure in WLAN on GTP S2a

This procedure is the same as TS 23.402 clause 16.3.1.2.

8.2.1.2.8.2
Detach and PDN disconnection in WLAN on PMIP S2a
Editor's Notes: This procedure is still to be added.

8.2.1.2.9
PDN GW initiated Resource Allocation Deactivation

8.2.1.2.9.1
PDN GW initiated Resource Allocation Deactivation in WLAN on GTP S2a

If only a single connection (NSWO or PDN Connection) was established on WLAN using the procedure in 8.2.1.2.2 or 8.2.1.2.5, then this procedure is the same as TS 23.402 clause 16.4.1.
If multiple connections have been established (one NSWO connection and one or more PDN Connections, or two or more PDN Connections), then this procedure is as in TS 23.402 clause 16.4.1 with the following difference: If all TWAN resources related to a PDN connection are released, then in step 3 the UE is informed of the PDN connection release using WLCP. 

8.2.1.2.9.2
PDN GW initiated Resource Allocation Deactivation in WLAN on PMIP S2a

Editor's Notes: This procedure is still to be added.

8.2.1.3
Impacts on existing nodes or functionality

Editor's Note: Impact on existing nodes or functionality is still to be added.
Refer to section 8.2.1.4.
8.2.1.4
Evaluation

Editor's Note: The fulfilment to the requirements in subclause 8.1 should be evaluated.

This solution allows a step-wise introduction of SaMOG phase 2 capabilities. A first phase with support for IP mobility and attach to non-default APN is available using minor extension to existing EAP and Diameter signalling. A second phase with support for multiple PDN Connections can be introduced, building on the first phase. 
i) Impacts to existing network deployment

a) New requirements on WLAN APs compared to Rel-11

None

b) Additional assumptions on AP-TWAG link

None beyond those of SAMOG Rel11

ii) Impacts to UE

Support of the tunnelling mechanism when the UE supports multiple simultaneous PDN Connections on WLAN (as in all solutions that support simultaneous multiple PDN connections)

Support of the WLCP (when the UE supports the multiple simultaneous PDN Connections on WLAN)

Support of the new EtherType (when the UE supports multiple simultaneous PDN Connections on WLAN)

Support of EAP-AKA’ modifications to support PDN connection set-up 
iii) Impacts to 3GPP protocols/extensions (e.g. EAP AKA’)

EAP-AKA’ extension for the capability negotiation 
iv) Impacts to protocols defined by other SDOs (e.g. DHCP)

Depending on the user plane and control plane variant, one or two new IEEE EtherType values are needed.

v) Control plane

a) Latency/load of first/additional PDN connections setup and handover procedures

Compared to SaMOG Rel-11, only one extra exchange (request-reply) of WLCP messages for each PDN connection setup and handover procedures

When established, NSWO connectivity is created during EAP-AKA' exchange i.e. does not delay the establishment of further PDN connections

b) Network element impacts (e.g. AAA signaling etc.)

AAA to relay some information of EAP-AKA’ signalling at initial attach. No new message exchange to support at AAA level

The TWAG must support WLCP 

vi) Compliance to clause 8.1 SaMOG phase-2 system requirements

a) Co-existence with Rel-11 SaMOG 

b) Support for IP address preservation during handover

c) Simultaneous support for S2a EPC-routed and NSWO; support of simultaneous multiple PDN connections 

Compliant with all requirements

As a new control protocol is to be defined, this protocol can be made extendable with new information elements and messages for future uses and can be based on functionality already existing in 3GPP specifications for the cellular link 
vii) Others functional limitations 

None

On top of the points above, the solution shares some common points with all other solutions such as the need for the UE and the AAA server to support EAP-AKA’ modifications.

The small overhead due to tunnelling (VLAN, GRE key) may slightly reduce the path MTU. This point is shared with all other solutions that share the same user plane tunnelling  
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