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Introduction
Current UPCON TR 23.705v030 section 6.1.4, contains a basic description of policy based user plane congestion mitigation. This has established a first and high-level view on the operation and procedures. However, in the related discussions it became obvious that more details need to be elaborated; we do this here for the following aspects:
· options for user plane congestion related policy provisioning;

· consideration of congestion (severity) level in event handling;

· enhancements in terminology (definitions);

· enhancements in dynamic policy handling. 

Discussion
1) Options for policy provisioning
There are three options for policy provisioning to/in PCEF:

1. Static: the policies are configured by PCEF-internal means (not standardised). This variant is suitable if the operator does not deploy PCC at all. Besides, it is our understanding that such provisioning of policies can be used if the operator deploys PCC, but wants to use it only selectively for control of certain IP-CAN sessions / APNs. 
2. Dynamic (in a wider sense):

a. Pre-provisioned in PCEF, dynamically de/activated via Gx: these policies are configured by PCEF-internal means, but are known to the PCRF. The PCRF can activate and deactivate them dynamically, e.g. based on internal status or external events received. 
b. Dynamically provisioned via Gx: these policies are transferred from PCRF to the PCEF based on a request (pull mode), or based on internal status or external events received (push mode). (In TS 23.203, only this category is called dynamic.)
The common functionality is the signalling and central point of control by PCRF (in case of dynamic control, which can be seen here as the maximum scope); this includes also corresponding event reporting.

Note that current PCC procedures are defined for individual (per UE) IP-CAN sessions. With the inclusion of congestion handing within the policy framework the following question has to be answered: should congestion handling only lead to a change/enhancement of usage of existing policies, or should a new handling be foreseen? This question is ultimately related to the contents of such policies and is discussed in more detail in the next section. Overall, while we do see a future need for optimisations by aggregated modes of signalling (i.e. not per IP-CAN session but for a whole set, as motivated in S2-131943 [1]), it is clear that as a first step towards such new functionality more basic enhancements should be foreseen. Regarding the provisioning modes, we do not see a reason to exclude any of the above mentioned ones. What one should strive for, however, is to minimize the amount of Gx signalling; in order to achieve this we still have design and deployment options.

Proposal 1: All existing variants of policy provisioning are useful to have also for congestion mitigation. 

2) Structure of policies/events provisioned from PCRF to PCEF and how they can be enhanced for congestion mitigation 
Note 1: this discussion focuses on policy handling in/between PCRF and PCEF i.e. dynamic policy control (in the narrower sense); yet, some parts are applicable also for static and dynamic (in a wider sense) policy control. 

Note 2: Equivalent considerations apply for the case of TDF, but are not included here yet.
2.1 Structure of current policies/events in PCEF

In the current PCC framework we have definitions for PCC rule, ADC rule and QoS rule; for the contents of the first two (those relevant in PCEF) in terms of control data (simplified) see Figure 1 (QoS rule is applicable in BBERF and not considered here). 
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Figure 1: Policies available in current policy framework (simplified)
As can be seen (indicated by brackets []), there are variants: IP-CAN session/bearer related information can be conveyed within a rule or separate from an individual rule. The control information for Service Data Flow detection actually is a Service Data Flow Template, consisting of one or more Service Data Flow Filters. In one Gx signalling exchange, more than one rule can be conveyed; a precedence is imposed in the service data flow detection information.
2.2 How to treat congestion (severity) level

A fundamental issue with congestion is that it comes with a severity level (although the detailed definition is still FFS). The severity of congestion is obviously a decisive input both with regards to the events to be reported and with regards to the policies to be applied.
Regarding congestion event reporting, we suggest the following two principles related to the congestion (severity) level:
· PCRF shall be able to subscribe to congestion events based on their severity level (single levels or sets of levels). Reasoning: UPCON procedures are to be seen as a toolbox. The amount of involvement of PCRF and the type of control exerted by it should be kept flexible, and it should be possible to employ a mix of mitigation measures, e.g. some in RAN, some autonomously in PCEF and some with involvement of PCRF.  For such a scheme a differentiation by severity level seems most appropriate.
Proposal 2: The PCRF shall be able to subscribe to congestion events based on their severity levels. A particular sequencing shall not be assumed.
A particular sequencing need not be assumed (e.g. that congestion at lower level must occur before one at higher level can occur). Reasoning: although the time scale for congestion dis/appearance is assumed such that it would build up gradually, the expectation of corresponding events appearing in a particular sequence seems too strict. Both the congestion notifications from RAN as well as the filtering and escalation in PCEF need flexibility in this respect.

Note that congestion level in congestion reports from PCEF to PCRF could different from the level referred to in mitigation policies. This would allow a decoupling of congestion reporting from congestion mitigation.
The concrete definition of congestion level can be left for stage 3, but for the purpose of the current analysis we assume it to be small positive integer numbers. 
2.3 Definitions 
For the sake of a clear ground we propose to extend also the terminology. The following definitions are deemed useful in the policy framework:
User plane congestion event report: A notification provided by PCEF to PCRF indicating the occurrence/change of user plane congestion; it contains at minimum the level of congestion and may contain information about the scope (e.g. affected bearer). (Further information to be included is FFS.)

Note that congestion indication from the RAN to the core NW may contain more information and may be received more frequently by the PCEF (in which case a suitable filtering and/or mapping is to be performed). 
User plane congestion mitigation policy: A set of information describing actions in the user plane (in the PCEF and/or RAN) with the target to reduce the (overall or specific) amount of user plane congestion or to minimize service disruption/service degradation experienced by the user, and corresponding conditions under which they shall be performed. They may be provisioned statically in PCEF, pre-provisioned in PCEF and de/activated dynamically by PCRF or provisioned dynamically by PCRF to PCEF. A user plane congestion mitigation policy refers to a level of congestion and may contain an event trigger for a subsequent user plane congestion report. 
Proposal 3: For the sake of a sound terminology, the above definitions for user plane congestion event report and user plane congestion mitigation policies should be documented in TR 23.705.
2.4 Proposed enhancements in dynamic policy handling
The following discussions and proposals are intended per IP-CAN sessions between PCEF and PCRF.

For achieving the goal of congestion management within the policy framework we see the following two complementary options (see illustration in Figure 2):

A) Enhance existing policies with control information related to congestion mitigation. PCC rules seem suitable for such an enhancement.
B) Enhance the framework with a new type of policies specifically designed for congestion mitigation. This would be similar to what has been done for application detection.
We don’t see these two options as exclusive to each other; the reason is that the PCRF may to handle user plane congestion together with or separate from other policy handling (e.g. bearer/charging/QoS handling etc.). This flexibility could be allowed.
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Figure 2: possible enhancements of policy concept for user plane congestion handling
The following procedure in PCEF is then to be performed: 
1. PCEF has been provisioned with congestion mitigation policies (containing congestion levels) and congestion report event triggers.

2. If PCEF receives an indication on user plane congestion from RAN, it checks the resulting severity level for PCRF notification against the event triggers subscribed by PCRF. Depending on the need for reporting to PCRF:

a) 
If no reporting to PCRF is necessary: the PCEF shall apply the congestion mitigation measures for the corresponding congestion level.
b) 
If reporting to PCRF is necessary: the PCEF shall report to the PCRF and request provision of new congestion mitigation policies. Based on these, the PCEF shall take actions as described under bullet a).
Summarising the above proposals we have:

Proposal 4: For user plane congestion mitigation, an enhancement of existing PCC rules and/or a dedicated new type of rules should be defined. Both should contain congestion mitigation measures per congestion level (for one or a set of congestion levels).
Proposal 5: As long as PCEF has an activated congestion mitigation policy available, it should apply a mitigation measure with matching congestion level. If a congestion level is detected which triggers an event report to PCRF, PCEF should wait for the provision of new congestion mitigation policies and then apply the congestion mitigation measure of any policy with matching congestion level.
3) Policies pre-provisioned in PCEF/activated by PCRF and how their behaviour can be enhanced for congestion mitigation
TS 23.203 has a mixture of terms; there is a definition (in subclause 3.1) and description (subclause 6.3.1) of “pre-defined” PCC rules and of “pre-provision” ADC rules in TDF (subclause 6.2.9). We stick to the latter term here, but this is of minor importance. What is important here is the functional behaviour; this is shown in figure 3a. For pre-provisioned rules no (dynamic) modification by PCRF is possible; dynamic de/activation occurs by indicating the rule identifier to the PCEF. The activation may be triggered by an event in PCEF or in PCRF; both variants are shown in figure 3a.
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Figure 3a: behaviour of current pre-provisioned PCC policies
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Figure 3b: possible behaviour of pre-provisioned congestion mitigation policies (type A)

Extending this concept of pre-provisioned policies for congestion mitigation, we assume the same structure and contents as listed in section 2 for (fully) dynamic congestion mitigation policies. Also, the same principles for congestion event report as described already in section 2 are assumed to apply. Then we have two possibilities:

A. Mandate the same behaviour i.e. a congestion mitigation policy is activated only by PCRF (see figure 3b). 
B. Allow to activate the congestion mitigation policy autonomously by PCEF (see figure 4). 
Behaviour of type A is principally the same behaviour as shown already in figure 3a, only with congestion mitigation supporting enhancements in policies and event reporting. In this case the advantage is that PCRF would always be aware and in full control of the policies applied; on the other hand, Gx signalling is generated with every change of congestion level - though in a reduced amount (essentially only the references to congestion rules have to be transferred, not policy information in full). 
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Figure 4: possible behaviour of pre-provisioned congestion mitigation policies (type B)
With behaviour of type B the PCRF would not always be aware of the momentarily applied congestion mitigation policy. Depending on the congestion level, it is therefore possible that for some pre-provisioned congestion mitigation policies the PCRF is not informed while for others a congestion event report from PCEF to PCRF is generated. This can be combined with dynamic policy provisioning (based on congestion event reporting), and the full combination is shown on the right hand side of in figure 4. Because of the nature of congestion being an abnormal operational state (which should be infrequent), such behaviour might be acceptable for some operators for some subscribers (e.g. cheap tariff rates). The advantage lies of course in the avoidance of congestion related Gx signalling. It should be noted that type B behaviour is the more general one, i.e. it includes type A as a special case.

For the purpose of allowing signalling optimizations on Gx (while not mandating them), we thus suggest:

Proposal 6: The enhancement of congestion mitigation handling with pre-provisioned congestion mitigation policies should be done according to above described type B.
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Proposal
The following changes are proposed for TR 23.705:

Begin of Change

6.1.4
Solution 1.1: Policy-based Congestion Mitigation 
6.1.4.1
General description, assumptions, and principles

This solution addresses key issues #1 (“RAN User Plane congestion mitigation”) and #4 (“Video delivery control for congestion mitigation”). It describes a general scheme how PCRF can be involved for congestion mitigation based on policy decisions, with the PCRF providing policies to different network entities performing congestion mitigation, based on congestion awareness. 

This solution focuses only on policy-based congestion mitigation, and does thus not depend on how congestion awareness is achieved in the PCRF (e.g. if the congestion information is signalled off-path or if they are indicated on-path via the P-GW). 

NOTE: 
The term “congestion information” is used here as a generic term and the detailed information elements are left to the congestion awareness solution. 

6.1.4.2
High-level operation and procedures
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Figure 6.1.4.2-1: Overview of congestion mitigation based on policy decisions.

NOTE 1: 
The numbers do not necessarily imply a temporal order.

NOTE 2: 
If TDF is deployed, congestion mitigation policies may be provisioned to both PCEF and/or TDF. 
The procedural steps are:

1. The PCRF provides policies for congestion mitigation to one or more of the following network entities:

a) to the PCEF (over the Gx interface);
b) to the TDF (over the Sd interface) ;

The policies can be provisioned before RAN user plane congestion occurs or after the PCRF becomes aware of the congestion status (e.g. onset, abatement, level of RAN user plane congestion).  


NOTE 3: 
The PCRF may use subscriber information (e.g. from SPR) as input for the policy decisions.

NOTE 4:  In case of network configurations without PCRF involvement, the PCEF and/or TDF can enforce static congestion mitigation policies upon receipt of a congestion notification from the RAN. Different policies may be configured for different congestion levels.

Editor’s Note: It is FFS if, and if so, how the TDF receives the congestion notification from the RAN for the deployment scenario described by NOTE 4.

2. The PCRF may also provide – subject to agreement with the AF provider – an indication to the AFs (over the Rx interface).

Editor’s Note: The details of the indications / information provided to the AF over the Rx are FFS. The indication could for example include the level of service that is supported (e.g. max. bitrate).

3. Congestion mitigation is performed in different network entities according to the policy decision by the PCRF:

a/b) The PCEF/TDF can perform bandwidth limitation, prioritization and traffic gating according to the provided policies.
c)
The AF (e.g. an application server or proxy) can directly or indirectly support the congestion mitigation, e.g. by adapting the sending rate, through media transcoding or compression, or by delaying push services. 
d)
Based on policies provided by the PCRF the P-GW/TDF may also perform actions to support  congestion mitigation measures in the RAN, e.g. the policy can control when packet marking (such as e.g. proposed by Solution 3) should be performed.
e) 
The PCRF may limit/reject the authorization of new requests for application flows, based on current procedures. 
6.1.4.3
Principles for extensions of policies and event handling for congestion mitigation
With this solution, the following definitions are used for extension of the policy framework:
User plane congestion event report: A notification provided by PCEF to PCRF indicating the occurrence/change of user plane congestion; it contains at minimum the level of congestion and may contain information about the scope (e.g. affected bearer). 
Editor’s Note: It is FFS what other information may be included in the user plane congestion event report.
User plane congestion mitigation policy: A set of information describing actions in the user plane (in the PCEF and/or RAN) with the target to reduce the (overall or specific) amount of user plane congestion or to minimize service disruption/service degradation experienced by the user, and corresponding conditions under which they shall be performed. They may be provisioned statically in PCEF, pre-provisioned in PCEF and de/activated dynamically by PCRF or provisioned dynamically by PCRF to PCEF. A user plane congestion mitigation policy refers to a level of congestion and may contain an event trigger for a subsequent user plane congestion report. 

With this solution, the following principles for extension of policies and event reporting are followed:
· All existing variants of policy provisioning are useful to have also for congestion mitigation. 
· The PCRF shall be able to subscribe to congestion events based on severity levels. 
· For user plane congestion mitigation, an enhancement of existing PCC rules and/or a dedicated new type of rules should be defined. Both should contain congestion mitigation measures per congestion level (for one or a set of congestion levels).
· As long as PCEF has an activated congestion mitigation policy available, it should apply a mitigation measure with matching congestion level. If a congestion level is detected which triggers an event report to PCRF, PCEF should wait for the provision of new congestion mitigation policies and then apply the congestion mitigation measure of any policy with matching congestion level.
· The enhancement of congestion mitigation handling with pre-provisioned congestion mitigation policies should be done according to figure 6.1.4.3-1.
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Figure 6.1.4.3-1: possible behaviour of pre-provisioned congestion mitigation policies

NOTE: figure 6.1.4.3-1 shows an exemplary case of pre-provisioned policy usage (in combination with dynamic policy handling on the right part).

With the behaviour in figure 6.1.4.3-1 PCRF will always be in control of which congestion mitigation policies are active in PCEF. Furthermore, PCRF is always able to receive all congestion reports of interest for its policy decisions. In case that PCRF chooses not to subscribe to all congestion reports (for optimisation reasons), it may not always be aware of the currently enforced congestion mitigation policy. 
6.1.4.4
Impact on existing entities and interfaces
Details are FFS.
6.1.4.5
Solution evaluation

End of Change
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