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1. Overall Description:

RAN2#79 discussed the necessity of controlling burst accesses from UEs already in RRC_CONNECTED mode which might cause signalling / traffic load towards the CN, especially to the IMS node.
Some operators observed that the extremely high growth of smart-phone users create higher probability of a UE to be in RRC CONNECTED mode. It was noted that currently the UE in RRC_CONNECTED is not subject to access class barring (ACB) or service specific access control (SSAC). A concern was raised by some operators that whenever a burst access towards IMS occurs in case of e.g. disaster situation, (1) the new (IMS) service setup from these UEs may cause an overload to the IMS system, and (2) this might cause establishment failure of important calls such as Emergency/High Priority calls.
It was pointed out that ACB originally is designed to protect overload of the RAN and that other means may be available to protect the some of the CN nodes from overload. However it is also understood that the network operator may utilise ACB for overload problems of some CN nodes.
RAN2 would like to bring SA1, SA2, CT1 attention to these problems and kindly asks SA1, SA2, CT1 to provide information and opinion on the following:
1. Are there any requirements due to the fact that UEs stay in connected mode more often nowadays that may be taken into account with respect to access control mechanisms?
2. Is there already any CN based mechanism developed to solve especially the above problems (above (1) and (2)) discussed in this LS e.g. in case of disaster scenario which may cause signalling overload to IMS system?
2. Actions:

To SA WG1, SA WG2, CT WG1
ACTION: 
RAN2 kindly asks SA1, SA2 and CT1 to provide guidance and answer on the above question 1.
To SA WG2, CT WG1
ACTION: 
RAN2 kindly asks SA2 and CT1 to provide guidance and answer on the above question 2.
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