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3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [x] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [x].

ProSe Direct Communication: A communication between two or more UEs in proximity that are ProSe-enabled, by means of user plane transmission using E-UTRA technology via a path not traversing any network node. 
==================================================================================
4.2 
Architectural Requirements 


· The Solution shall support ProSe Direct communications without need of ProSe discovery (as defined in TS 22.278 [3])
==================================================================================
5
Key Issues

Editor’s Note: For each key issue identified, the clause will capture the “General description and assumptions” (sub-clause 1). Different architecture solutions to address the key issues will be documented in Clause 6.

5.X
Key Issue #yy: ProSe Direct Communication one-to-one
5.X.1
General description




ProSe Direct Communication one-to-one needs to consider the following cases:

- ProSe-enabled UEs are served by E-UTRAN (applicable for both non-public safety and public safety) 
- one of the ProSe-enabled Public Safety UEs is served by EUTRAN and the other not  (public safety only)
- both of the ProSe-enabled Public Safety UEs are not served by E-UTRAN (public safety only). 


At least, the following aspects should be clarified:

-
System architecture and mechanisms to allow the setup of a ProSe Direct Communication path between UEs including cases when one or both of the UEs are roaming.

-
Mechanisms to use identifiers from prior ProSe Discovery based on direct signals in the setup of ProSe Direct Communication one-to-one  
-
IP address allocation for ProSe Direct Communication, including the cases where one or both of the UEs are not served by E-UTRAN (public safety specific)
-
Association to UE’s PDN connections or EPS bearers (if needed)
- this includes whether or not QoS applies to the case of ProSe Direct Communication and whether multiple PDN connections apply?
- this includes the case Public Safety ProSe UE is not served by EUTRAN
-
Mechanisms for the network to be able to control ProSe Direct Communication
- 
Mechanisms to establish multiple concurrent ProSe Direct Communication one-to-one sessions for ProSe-enabled UE with one or more other ProSe-enabled UEs

-    Whether the UE in ProSe Direct Communication considered “connected” or “idle” from the network point of view. This will affect procedures like: intra-RAT handover (switching from ProSe Direct Communication to communication over the network in LTE), inter-RAT handover including cases of E-UTRAN to UTRAN/GERAN or PS to CS handovers such as CSFB or SRVCC. 

NOTE: 
There is no intention to impact existing inter-RAT procedure rather indicate how ProSe Direct Communication interacts with existing procedures.
- Whether revocation of ProSe discovery permission should affect ProSe Direct Communication one-to-one
- for the case of ProSe Direct Communications without discovery, the way a single target is addressed needs to be studied, including:
- At what layer should addressing take place? 

- At what layer should the data encryption take place?


- The UE power consumption aspects of the solution should be studied.



In addition to the above, security aspects of ProSe direct communication such as integrity and confidentiality protection need to be taken into account.
5.X
Key Issue #X: Relay for Public Safety ProSe
5.X.1
General description
Relays are specific to public safety use cases. The relays can be used for both ProSe communication one-to-one and one-to-many. 














At least the following aspects need to be considered in potential solutions:

- What is the overall procedure to setup a connection between a Public Safety ProSe-enabled UE and EUTRAN via a ProSe UE-to-network relay?

- What is the overall procedure to setup a connection between two Public Safety ProSe-enabled UEs via a ProSe UE-to-UE relay?

- What is the procedure for relay selection (both ProSe UE-to-network relay and ProSe UE-to-UE relay)? There might be multiple relay capable Public Safety UEs in communication range of a Public Safety UE requiring relaying. 

- What is the procedure for relay re-selection (both ProSe UE-to-network relay and ProSe UE-to-UE relay)? The mobility of UEs (relays and relayed) implies that a relay may be in a better communication range than another. Mobility across relays should be possible.
- At which layer the ProSe relays should function? Above IP or below,  in the 3GPP layers? 

- How should authorisation for acting as and using a ProSe relay be defined? Can any UE act as a ProSe relay or only  specific UEs?

- What are the procedures for EPS to initiate or move a session of a ProSe-enabled public safety UE that has lost connection to the network to a communication path via a Prose-enabled UE acting as a ProSe UE-to-network relay that is in ProSe communication range and has connectivity to the network? 
- What are the service continuity aspects for ProSe UE-to-UE relays and UE-to-Network relays excluding the service continuity aspects within the scope of ProSe Group Communication? 
- whether a relay node needs to be discovered before a UE can communicate via the relay?
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