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1. Background
One remaining issue in Solution 3 is “how the UE selects the active ISMP/ISRP rule in case of roaming”. The “active” ISMP/ISRP rule is a valid rule selected to be applied and it is the rule that specifies WLAN network preferences and routing preferences. When the UE has several valid rules from the same PLMN, it selects to apply the rule with the highest priority (this rule is the “active” rule). However, when the UE has several valid rules from two different PLMNs, it cannot select the “active” rule based on rule priorities.

According to the current specifications, when the UE is roaming, it always selects an active ISMP/ISRP rule from the rules provided by the VPLMN. Therefore, when the UE applies ISRP rules, the VPLMN specifies (i) the preferred WLANs that should be selected, (ii) the traffic that should be non-seamlessly offloaded to WLAN, (iii) the access that should be preferred for certain PDN connections and (iv) how IP flows (to the same APN) should be split across 3GPP and WLAN access. This scenario is illustrated in Fig. 1 below.
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Fig. 1: Application of ISRP rules when roaming, as supported by the current specifications.

The current principle (i.e. “the VPLMN has priority vs the HPLMN”) has been challenged many times in SA2 and several operators expressed the view that the HPLMN should be able to affect the routing behavior of a roaming UE. The main argument is that “since the HPLMN can provide to UE preferred PLMNs (i.e. cellular partners) for 3GPP access, by a similar logic, the HPLMN should be able to provide preferred WLAN networks (i.e. WLAN partners) to UE for non-seamless WLAN access”. In such case, the roaming UE uses the cellular partners for EPC connectivity and uses the WLAN partners for direct Internet connectivity (i.e. NSWO).
2. Proposal
After analyzing several options for deciding how to select the active rule when the UE has valid rules from the VPLMN and the HPLMN (see Annex A for more details), it is concluded that the best and the simplest option is the following:

· When the UE uses ISMP rules, i.e. when the UE cannot simultaneously support IP traffic on multiple radio interfaces, the UE selects the “active” ISMP rule from the valid rules of the VPLMN (as currently specified).

NOTE: The ISMP rules specify the most preferred access for EPC connectivity. They do not apply to NSWO and they do not provide routing rules.
· When the UE uses ISRP rules, i.e. when the UE can simultaneously support IP traffic on multiple radio interfaces, the UE selects the “active” ISRP rule as follows:
· 
If the UE is configured to prefer WLANs provided by the HPLMN, then the UE selects the “active” ISRP rule from the rules provided by the HPLMN. In all other cases, the UE selects the “active” ISRP rule from the rules provided by the VPLMN.
· 
The above preference in the UE can be configured by the home operator and/or the user. User configuration takes precedence if different from the configuration of the home operator.

The above option (i) enables the HPLMN to control the WLAN selection behavior of roaming UEs and (ii) is simple and easily implemented in the UE.
3. Proposed TR Changes

The following changes are proposed to solution 3.

* * * Start of Change * * * *

6.3
Solution #3: WLAN Selection Based on ANDSF Rules

6.3.1
Overview

This solution describes how a UE selects a WLAN access network (out of many available) based on the preferences included in the “active” ISMP or ISRP rule in the UE. The “active” ISMP / ISRP rule is the rule applied by the UE.

The solution is characterized by the following:

1. The UE (re-)selects a WLAN based on provisioned ISMP / ISRP rules. The WLAN (re-)selection procedure is triggered in the UE after an ISMP / ISRP rule becomes active. How the UE selects the active ISMP / ISRP rule is specified in clause 6.3.3.

2.  The WLAN selection in the UE is based on the existing (as defined in Rel-11) or enhanced ISMP / ISRP rules. The enhanced ISMP / ISRP rules can include not only SSID preferences but also additional preferences such as realms (i.e. preferred service providers), OUIs, available backhaul bandwidth, connectivity capabilities, etc. The UE can discover the supported realms, bandwidth and other properties of HS2.0 capable WLANs by means of HS2.0 discovery mechanisms (e.g. ANQP). 

An example of an enhanced ISRP rule is shown below. This example is only provided to aid the understanding of the proposed WLAN selection procedure.

Example of enhanced ISRP rule:

· Rule Priority 1: Flow distribution rule for NSWO: Route traffic from YouTube application the following prioritized accesses:

· Access Priority 1: WLAN, SSID = “myOperator”

· Access Priority 2: WLAN, any SSID, realm = “example1.com”, minimum backhaul bandwidth = 1000 Kbps

· Access Priority 3: WLAN, any SSID, realm = “example1.com”

· Rule Priority 2: Flow distribution rule for IFOM: Route traffic to IMS APN to the following prioritized accesses: 
· Access Priority 1: WLAN, any SSID, realm = “example2.com”

· Access Priority 2: 3GPP access

3. For this solution, the WLAN selection procedure does not require the UE to support the I-WLAN and PLMN selection procedures specified in TS 23.234 and TS 24.234. 

6.3.1.1
WLANs that best match the ISMP / ISRP rules

The proposed WLAN selection procedure (see section 6.3.2) requires the UE to identify the available WLANs that best match the active ISMP / ISRP rule. This section explains how the UE can determine these WLANs (the details should be specified by stage-3). 

Assume a UE has the following active ISRP rule. Note that a Preference value is assigned to each preferred access network in the rule. The smaller the Preference value of an access network, the more preferred this access network is. The Preference value is not included in the active rule but is derived by the UE.

Editor’s Note: Whether the UE derives the Preference values as indicated below (i.e. from the Rule Priority and the Access Priority) or with another method is FFS.

· Rule Priority 1: Flow distribution rule for NSWO: Route traffic from YouTube application the following prioritized accesses:

· Access Priority 1: WLAN, SSID = “myOperator” (Preference 101)

· Access Priority 2: WLAN, any SSID, realm = “example1.com”, minimum backhaul bandwidth = 1000 Kbps (Preference 102)

· Access Priority 3: WLAN, any SSID, realm = “example1.com” (Preference 103)

· Rule Priority 2: Flow distribution rule for IFOM: Route traffic to IMS APN to the following prioritized accesses: 
· Access Priority 1: WLAN, any SSID, realm = “example2.com” (Preference 201)
· Access Priority 2: 3GPP access
Assume also there are the following WLAN networks available:

· WLAN-1: 

· SSID = “free-hotspot”

· Realm = “example2.com”

· WLAN-2: 

· SSID = “myOperator”

· minimum backhaul bandwidth = 500 Kbps

· WLAN-3: 

· SSID = “dummyX”

· Realm = “example1.com”

· minimum backhaul bandwidth = 500 Kbps

· WLAN-4: 

· SSID = “dummyY”

· Realm = “example1.com”

· minimum backhaul bandwidth = 2000 Kbps

Triggered by the active ISRP rule, the UE discovers the available WLAN networks and, for each one, the UE determines the matching Preferences:

· WLAN-1: 

· Matches Preference 201

· WLAN-2: 

· Matches Preference 101

· WLAN-3: 

· Matches Preference 103

· WLAN-4: 

· Matches Preferences 102, 103

The UE then selects the WLAN network that matches the Preference with the smallest value. This is the WLAN access network that best matches the list of preferred access network in the active ISMP / ISRP rule. In the above example, the UE will select WLAN-2. Note that the value of each Preference indicates the relative importance of a WLAN access network with respect to the others. Preference 101 has the highest importance as it corresponds to the flow distribution rule with Rule Priority 1 and Access Priority 1.

It is possible that multiple WLANs best match the preferred WLANs in the active ISMP / ISRP rule. The UE behavior is this case is described in section 6.3.2.

6.3.2
WLAN Selection Based on ANDSF Rules

The proposed WLAN selection procedure is described below: 

1. First, the UE compares the available (discovered) WLANs against the preferred WLANs in the active ISMP / ISRP rule and determines the list of available WLANs that best match the preferred WLANs (section 6.3.1.1 specifies how this can be done). This determination takes into account all preferences in the active ISMP / ISRP rule, including realms, OUIs, etc.

a. When there is only one WLAN that best matches the preferred WLANs, the UE selects this WLAN.

b. When there are multiple WLANs that best match the preferred WLANs, the UE selects one out of these multiple WLANs by determining which one supports interworking with the most preferred Service Provider. 

· The UE has one or more preferred Service Providers (e.g. PLMNs) provided by the home operator. 

Editor’s Note: It is FFS how the preferred Service Providers can be provisioned in the UE over-the-air.

2. If the UE has to perform EAP-AKA authentication over the selected WLAN network (the one selected in the previous step). The UE constructs the NAI that corresponds to the most preferred Service Provider supported by the selected WLAN network.

· Again, the UE uses the list of preferred Service Providers (e.g. PLMNs) provided by the home operator.

3. During power-up the UE is not registered to a PLMN over any access and thus (according to the current specifications) it has no active ISMP / ISRP rule. However, in order to enable WLAN selection with the enhanced ISMP / ISRP rules during power-up, one of the ISMP / ISRP rules provisioned by the HPLMN can be considered active during power-up. This way, the WLAN selection procedure described above can also be applied during power-up.

Editor’s Note: How the UE selects a WLAN after it recovers from WLAN signal loss is FFS. The procedure described for power-up could also apply in this case.

6.3.3
Selection of Active ISMP/ISRP Rule

When the UE is roaming and is provisioned with valid ISMP/ISRP rules from VPLMN and HPLMN, the UE selects the “active” ISMP/ISRP rule to apply for the (re)selection of WLAN as follows:
· When the UE uses ISMP rules, it selects the “active” ISMP rule as currently specified (i.e. it selects an “active” rule from the rules provided by the VPLMN).
· When the UE uses ISRP rules, it selects the “active” ISRP rule as follows:
· 
If the UE is configured to prefer WLANs provided by the HPLMN, then the UE selects the “active” ISRP rule from the rules provided by the HPLMN. In all other cases, the UE selects the “active” ISRP rule from the rules provided by the VPLMN.
· 
The above preference in the UE can be configured by the home operator and/or the user. User configuration takes precedence if different from the home operator configuration.
* * * End of Change * * * *

Annex A: Additional Considered Options (for information)
Many options have been analyzed for deciding how the UE can handle the ISRP rules provided by the VPLMN and the HPLMN. These options are presented below. It is noted however that none of them was considered acceptable for potential inclusion in Rel-12 specifications – they are either too complex (as Options 4, 5) or  
· Option 1: The UE applies the ISRP rules of the VPLMN (as currently specified).

· This does not allow the HPLMN to provide WLAN preferences for NSWO.

· Option 2: The UE applies the ISRP rules of the HPLMN.

· 
This allows the HPLMN to provide WLAN preferences for NSWO but does not allow the VPLMN to provide routing rules for IFOM, MAPCON and NSWO. Therefore, the VPLMN cannot support 3GPP/WLAN mobility with IP address preservation.
· Option 3: The UE applies the ISRP rules of the VPLMN, only if allowed by the HPLMN. If not allowed, the UE applies the ISRP rules of the HPLMN.

· 
This is similar to the proposed option (see section 2) but does not allow any configuration by the user.

· Option 4: The UE applies the “ISRP for IFOM” and the “ISRP for MAPCON” rules from the VPLMN. The UE applies either the “ISRP for NSWO” from the VPLMN or the “ISRP for NSWO” from the HPLMN, based on an indication provided by the HPLMN.

· 
Essentially, the UE combines the ISRP rules from the HPLMN and the ISRP rules from the VPLMN to derive the “active” ISRP rule. The “active” ISRP rule may include some rules from the HPLMN and some other rules from the VPLMN.

· 
If the UE applies the “ISRP for NSWO” rule from the HPLMN and the “ISRP for IFOM/MAPCON” rule from the VPLMN, then the UE has different sets of WLAN preferences: one set of WLAN preferences is included in the “ISRP for NSWO” from the HPLMN and another set of WLAN preferences is included in the “ISRP for IFOM/MAPCON” rule from the VPLMN. How the UE selects a WLAN in this case? Also, how can the VPLMN instruct the UE to offload traffic with NSWO? How can the VPLMN use WLANs that provide S2a connectivity if the UE selects WLANs based on the HPLMN preferences?

· Option 5: The UE applies the ISRP rules of the VPLMN, if the UE and the VPLMN support WLAN access to EPC over S2a (aka SaMOG). However, if either the UE or the VPLMN does not support SaMOG and if the VPLMN provides an “ISRP for NSWO” rule, then the UE selects a WLAN based on the WLAN preferences of the HPLMN.
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Fig. 2: EPC access over WLAN with S2a.
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Fig. 3: EPC access over WLAN with S2b or S2c.


As shown in Fig. 2, when the VPLMN and the UE support EPC access over WLAN with S2a connectivity, the UE cannot select a WLAN preferred by the HPLMN. It must select a WLAN provided by the VPLMN because only the VPLMN knows which WLANs are configured to support EPC access with S2a connectivity. It is concluded therefore that:

· When the VPLMN and the UE support EPC access over WLAN with S2a, the UE must select a WLAN based on VPLMN preferences.

In the scenario shown in Fig. 3 however, the selected WLAN is not required to support any specific interworking mechanisms with the VPLMN. In fact, any WLAN can be used for establishing S2b / S2c connectivity, as long as it provides access to an ePDG or PGW/HA in the VPLMN
. Therefore, when the UE selects a WLAN based on the HPLMN preferences, it should be possible to establish S2b/S2c connectivity to VPLMN over this WLAN. So, the UE can select a WLAN based on the HPLMN preferences, when the VPLMN instructs the UE to route some traffic with NSWO (i.e. without IP address preservation).

For the scenario shown in Fig. 3 some concerns may arise: If the HPLMN indicates the WLAN that should be selected for NSWO traffic and the VPLMN indicates the IP flows that should be routed with NSWO, then the VPLMN cannot assess the quality of service that will be experienced by these IP flows. For example, if the VPLMN wants to steer YouTube traffic to NSWO and the WLAN that will transport this traffic is selected by the HPLMN preferences, the VPLMN has to information to assess the QoS that will be provided to YouTube traffic. It is concluded therefore that: 

· When the VPLMN wants to steer NSWO traffic to WLANs that provide an expected level of QoS, the UE must select a WLAN based on VPLMN preferences.

From the above discussion, the overall conclusion is that when the UE is roaming it should select WLANs based on the VPLMN preferences with the following exception:

· If (i) the VPLMN provide rules for NSWO that do not contain QoS criteria and (ii) the UE or the VPLMN does not support EPC access over WLAN with S2a, then the UE can select a WLAN based on the HPLMN preferences.

NOTE: The QoS criteria in an NSWO rule could indicate that WLANs are preferred with e.g. 1000Kbps available WAN bandwidth or with BSS Load < 60% or with certain connectivity capabilities, etc.

� According to TS 23.003 the FQDNs of ePDG and PGW/HA are in the domain “pub.3gppnetwork.org” and thus they should be resolvable over the public domain (Internet); see also GSMA PRD IR.67 – "DNS/ENUM Guidelines for Service Providers & GRX/IPX Providers".
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The UE MUST select a WLAN based on the VPLMN preferences.



_1425927627.vsd

_1425925806.vsd

