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Abstract of the contribution: This contribution proposes an option for MTC-IWF selection for Standalone Small Data Service with T5/Tsp and general NAS transport solutions.
1 Introduction

According the solution defined section 5.1.1.3.3, for the MO small data transfer, if there is no association established between the MME and the MTC-IWF, the MME need determine an MTC-IWF base on the “RECEIVER” included in the SDT-PDU, before establishing the association. Now, the SCS ID is put in the “RECEIVER” filed, and the MME determines the MTC-IWF according the SCS ID. 
Some concerns are raised with this idea: 
· Connectionless method is not used for routing user data packet with the EPC. In fact, either signalling connection or GTP tunnel is used. This is seem to be a fundamental change to the EPS system.

· The actual communication is between the UE and the AS, it is strange to let the UE knows the SCS ID, which is the intermediated node.

· How UE knows the SCS ID is not clear.

· How the MME determine the MTC-IWF based on SCS ID is unclear. Possible solutions are listed below (drawbacks or concerns also there):
· Configure one SCS ID and MTC-IWF mapping table in the MME. Now, the MTC-IWF is located in the HPLMN, this method will cause lots of configuration work in VPLMN if roaming is needed.
· MME query a DNS server with SCS ID to get corresponding MTC-IWF. This would require that an SCS ID to be an FQDN format. However, the assignment of SCS identifier is out of scope of 3GPP, and the format of SCS ID is not clear, one example is MSISDN. 
Based on above consideration, it is proposed to use simple solutions for MME to determine the MTC-IWF. Such as:

Solution 1: MTC-IWF ID is provisioned in the subscription data and provided to serving MME/SGSN during the ATTACH/TAU procedure. The serving MME/SGSN use this MTC-IWF ID to query the DNS before establishing the MME and MTC-IWF association. This is a more straight forward solution.
Solution 2: The UE’s external ID is used by MME/SGSN to get the suitable MTC-IWF. This the same way the SCS used to find the MTC-IWF. The MME can either use the external Id in the “SENDER” filed or the external ID in the subscription. Using UE’s external ID to find out MTC-IWF is one existing DNS function specified in Rel-11 MTC work.
During the CC held before the meeting, some concern raised: 

For solution 1, if MTC-IWF is being added or removed, then subscriptions also need to be changed accordingly.
For solution 2, some company argued that UE may not know its external ID.
After the CC, one more option (i.e. locally configure the MTC-IWF in the MME) was added.
The author of this PCR proposes that SA2 discuss above solutions and select one as way forward. 

2 Proposal

It is proposed to add the following modifications to clause 5.1.1.3.3 of TR 23.887.

* * * Begin of Change * * * 
5.1.1.3.3
Solution: Standalone Small Data Service with T5/Tsp and generic NAS transport

5.1.1.3.3.1
General
Carrying small volume of service data in signalling (e.g. NAS/T5/Tsp message) is an efficient way which can reduce the allocation of U-plane resources and radio resources. For the CN side, there is no need to allocate resources for PDN/PDP context connection and no need to restore some U-plane bearer context (e.g. S1-U bearer), since the small data goes through NAS signalling using the generic NAS transport messages. For the RAN side, future enhancement can be taken to avoid establishing DRB (Data Radio Bearer), and if applicable the small data can use the SRB (Signalling Radio Bearer). 
Editor’s Note: How the “generic NAS transport” message is transmitted in AS is FFS. It can either use SRB 1 (as proposed in TR 23.888 section 6.53), SRB 2 (same as SMS uses today) or DRB.
A protocol for small data transmission (named SDT protocol in the context of this TR) is introduced to carry small data units of various users of that small data service. The SDT protocol spans between service access points in the UE and the MTC-IWF. Any service data exchange between UE and SCS shall go through the MTC-IWF. 
Each SDT PDU indicates sender and receiver IDs, i.e. the provided service is a connection-less service where each PDU provides all information needed for routing and transferring each PDU independently.

When transferring between the UE and the MME/SGSN, the small data SDU is encapsulated in a Generic NAS PDU, with the protocol type set to “SDT (Small Data Transmission)”. In E-UTRAN, Generic NAS Transport message can be used to carry small volume of service data (e.g. MTC specific small data). Similar mechanism can be defined for UTRAN. These details may require more stage 3 considerations.
When transferring between the MME/SGSN and MTC-IWF, the small data is encapsulated in a PDU of the SDT‑AP. A T5 transport association is established at the time when the MME receives the uplink small data transmission, or when the MTC-IWF receives the downlink small data transmission. Such associations may also last longer and might be used for all UEs that have the same MME-IWF pair The MME/SGSN determines an MTC-IWF from the SDT-PDUs’s receiver ID. For downlink transfers the MTC-IWF determines the serving node address by resolving the receiver ID of the SDT-PDU via HSS interrogation.

The header of an SDT-PDU identifies the “SENDER” and the “RECEIVER” of the PDU. For M2M messaging MO case the sender is the UE (UE internal ID e.g., IMSI, MSISDN, external ID) and the receiver is the SCS, and vice versa. On receiving an MO SDT-PDU, the MTC-IWF finds the SCS as indicated by the “RECEIVER” field in the SDT-PDU, and then forwards the SDT-PDU to that SCS over Tsp interface.
For MO case, as alternatives for MME determines the MTC-IWF, the identity of the MTC-IWF or the external identity of the UE can be used. The identity of the MTC-IWF can be provisioned in UE’s subscription and downloaded to the MME during the Attach/TAU procedure, or the MTC-IWF ID can be configured locally in the MME. The UE’s external ID may also be provided to MME during the same procedure. However, for UE who has multiple external identities, the UE may indicates the external ID it wish to use in the “SENDER” field. Upon the receipt of the uplink small data and the MME either use identity of MTC-IWF or UE’s external id to query the DNS server to get the IP address of designated MTC-IWF. In those options, the MME is not required to understand who is the final “RECEIVER”(i.e. the SCS ID) of the PDU. The MTC-IWF interpreted the “RECEIVER” and sends the PDU to the SCS.

Note1: The network can just deploy one DNS for SCS and MME to resolve the MTC-IWF according UE’s external ID.

Editor's Note: It is FFS which alternative is feasible for MME determining the MTC-IWF.
The procedure flows show interactions between SDT user and UE, which are for describing logical functionality and are not intended to describe any specific implementation of device internal functionality.
The SDT protocol can carry any PDU protocol, e.g. IP datagrams.

Editor's Note: It is FFS whether there are any barring services for the small data service, like Operator Determined Barring.

Editor's Note: It is FFS whether the originating UE enters the “SENDER” ID into the SDT-PDU and the serving CN node authorises the UE entered ID. Alternatively, the serving CN node enters the “SENDER” ID into the SDT-PDU.
5.1.1.3.3.1.1
Procedure flows

Uplink MTC data transmission:

The figure below illustrates the uplink small data transmission through control plane channel on T5 and Tsp.

[image: image1.emf] 

UE  

IWF  

1a. Submit Request (SDU)  

1b. Submit Confirm  

SGSN   /  

MME   /  

MSC  

SDT User  

2. NAS - PDU(SDT - Transfer(SDU))  

3. SDT - AP - PDU(SDT - Transfer(SDU))  

SCS  

4. Tsp - AP - PDU(SDU)  

5. NAS - PDU(SDT - Ack)  

5. SDT - AP - PDU(SDT - Ack)  

6. Tsp - AP - PDU(Ack - SDU)  

7. NAS - PDU/SDT - AP - PDU(SDT - Transfer(Ack - SDU)  

9. Indication (Ack - SDU)  

8. NAS - PDU(SDT - Ack)   8. SDT - AP - PDU(SDT - Ack)  


Figure 5.1.1.3.3.1.1-1: uplink small data transmission procedure with optional application level acknowledgement using small data transfer

1.
The user of the small data service on UE requests the transfer of an SDU.

2.
The SD function of the UE encapsulates the SDU into an SDT-Transfer-PDU and this one into an UPLINK_GENERIC_NAS_TRANSPORT message, and sends it to the SGSN/MME. Protocol type of NAS PDU is set to “SDT”. 

The SDT-Transfer-PDU includes SDT header and SDT data. Within the SDT header, the UE fills the “SENDER” field with its IMSI, MSISDN or External ID and places SCS ID in the “RECEIVER” field.

NOTE 1: For 3G access, a similar mechanism can be defined. Or an existing GMM message may be extended to carry small data PDU.
3.
On receiving the UPLINK_GENERIC_NAS_TRANSPORT, the SGSN/MME may determine the destination for the SDT-PDU from the SDT Receiver ID and finds thereby the appropriate MTC-IWF. The SGSN/MME may also determine the MTC-IWF by using the MTC-IWF identity which was locally configured or provisioned during the Attach/TAU/RAU procedure or by using the UE’s external ID to query the DNS. The MME may know UE’s external ID from either its subscription or “SENDER” filed. The SGSN/MME then sends the SDT-PDU to the MTC-IWF over T5 interface using SDT-AP protocol.
4.
On receiving the SDT- PDU, the MTC-IWF/other-node finds the SCS/receiver using the ‘RECEIVER ID’ field in the SDT header, and forwards the SDT SDU in a Tsp-AP-PDU to the SCS using Tsp-AP, or to another receiver, respectively. 

NOTE 2: The MTC-IWF may replace the UE Internal ID (e.g., IMSI) to UE External ID e.g, the ID used to identify the UE at the service layer.
On receiving uplink small data, the SCS returns appropriate response, i.e. a Tsp-AP-Ack-PDU to confirm the Tsp transfer of the SDT-SDU.

5.
The MTC-IWF returns an SDT-Ack-PDU to the SGSN/MME and the SGSN/MME forwards it to the UE, which confirms the SDT-SDU transfer to the SDT service access point that delivers the SDU to the service user.

6-9.
If the receiving service user (SCS) want to send an application level acknowledgement (an Ack-SDU) to the service user on UE this is delivered using downlink small data transfer.

Downlink MTC data transmission:

The figure below illustrates the downlink MTC data transmission through control plane data exchange.
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Figure 5.1.1.3.3.1.1-2: downlink small data transmission procedure
1.
The SCS sends downlink small data SDU together with the UE ID to the MTC-IWF. The SCS identifies the UE by its External Identifier.
2.
On receiving downlink small data SDU from the SCS, the MTC-IWF first interrogates HSS for routing information (i.e. serving SGSN/MME address) if T5 association is not established. Such associations may also last longer and might be used for all UEs that share the same MME/SGSN-IWF pair. In this case the IWF may store the serving node address instead of a T5 association per UE. The IMSI of the UE is also retrieved for the purpose of indicating the SGSN/MME to find correct UE.
3.
The MTC-IWF encapsulates small data SDU in an SDT_PDU, and sends SDT-PDU to the serving SGSN/MME over T5 interface using SDT-AP protocol. The IMSI of the UE is included in SDT-AP-PDU to indicate the correct UE.


The SGSN/MME encapsulates SDT-PDU into DOWNLINK_GENERIC_NAS_TRANSPORT message, and sends it to the UE.
4.
The UE confirms the SDT-PDU transfer towards the IWF.

5.
 The UE delivers the SDT-SDU to the SDT user.
NOTE 3: For 2G/3G access, a similar mechanism can be defined. Or existing GMM message may be extended to carry small data PDU.
5.1.1.3.3.1.2
Protocol Stack for T5 interface
Similar to the SLs protocol used by E-SMLC to communicate with the MME (described in TS 29.171 SLs specification) for LCS services, an T5-AP protocol can be defined for the communication between MTC-IWF and SGSN/MME. 

The SDT protocol is the application layer protocol for MTC equivalent to LPP/LPPa in LCS and can be transparent to MME/SGSN/MSC. The T5-AP can potentially provide both connection oriented, but also connectionless communication (similar to LCS) between the UE and MTC-IWF that can relay messages to/from MTC Server.

Following figure illustrates the protocol stack for T5 reference point.
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Figure 5.1.1.3.3.1.2-1 Protocol stack for SDT data transfer
5.1.1.3.3.1.3
Charging
Charging can be provided on a per small data transmission basis. The MTC-IWF and SGSN/MME generates CDRs taking into account successful and unsuccessful delivery of small data transmission.
5.1.1.3.3.1.4
Lawful interception
Lawful interception is supported by this solution. Possibly the MTC-IWF and SGSN/MME can provide related functionality for lawful interception.
5.1.1.3.3.2
Impacts on existing nodes and functionality
Impacts to UE:

· Support SDT service, including offering that service to different users on UE 
Impacts to SGSN/MME:

-
Support the SDT service, including:

-
SDT PDU encapsulation/decapsulation in/from the NAS signalling messages.

-
Identify/resolving the MTC-IWF and other entities terminating SDT protocol and implementing the related transport interface(s).

-
Support transfer of SDT PDU from/to the MTC-IWF over T5 interface.

-
Support of new protocol SDT-AP.
-
Support charging for small data transmission.

-
Support lawful interception.

Impacts to MTC-IWF

-
Implement T5 interface with the SGSN/MME.

-
Identify/resolve the SGSN/MME for forwarding the SDT PDU over T5 SDT-AP messages.
-
Support transfer of MTC data/MTC PDU from/to the SCS using Tsp-AP.
-
Support of new protocol SDT-AP

-
Mapping of UE internal identifier to external identifier.

-
Support charging for small data transmission.
-
Support lawful interception.

5.1.1.3.3.3
Solution evaluation

* * * End of Change * * *
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