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1. Discussion
This document specifies how the UE determines the WLANs that best match the WLAN preferences in the active ISMP or ISRP rule and essentially addresses the following Editor’s Note in Solution 3:
· Editor’s Note: Whether the UE derives the Preference values as indicated below (i.e. from the Rule Priority and the Access Priority) or with another method is FFS.
The following changes are proposed.
* * * Start of Change * * * *
6.3
Solution #3: WLAN Selection Based on ANDSF Rules

6.3.1
Overview

This solution describes how a UE selects a WLAN access network (out of many available) based on the preferences included in the “active” ISMP or ISRP rule in the UE. The “active” ISMP / ISRP rule is the rule applied by the UE.

The solution is characterized by the following:

1. The UE (re-)selects a WLAN based on provisioned ISMP / ISRP rules. The WLAN (re-)selection procedure is triggered in the UE after an ISMP / ISRP rule becomes active.

Editor’s Note: How the UE determines the “active” ISMP / ISRP rule is FFS. So, whether the UE prefers HPLMN or VPLMN rules is FFS. 

2. The WLAN selection in the UE is based on the existing (as defined in Rel-11) or enhanced ISMP / ISRP rules. The enhanced ISMP / ISRP rules can include not only SSID preferences but also additional preferences such as realms (i.e. preferred service providers), OUIs, available backhaul bandwidth, connectivity capabilities, etc. The UE can discover the supported realms, bandwidth and other properties of HS2.0 capable WLANs by means of HS2.0 discovery mechanisms (e.g. ANQP). 

An example of an enhanced ISRP rule is shown below. This example is only provided to aid the understanding of the proposed WLAN selection procedure.

Example of enhanced ISRP rule:

· Rule Priority 1: Flow distribution rule for NSWO: Route traffic from YouTube application the following prioritized accesses:

· Access Priority 1: WLAN, SSID = “myOperator”

· Access Priority 2: WLAN, any SSID, realm = “example1.com”, minimum backhaul bandwidth = 1000 Kbps

· Access Priority 3: WLAN, any SSID, realm = “example1.com”

· Rule Priority 2: Flow distribution rule for IFOM: Route traffic to IMS APN to the following prioritized accesses: 
· Access Priority 1: WLAN, any SSID, realm = “example2.com”

· Access Priority 2: 3GPP access

3. For this solution, the WLAN selection procedure does not require the UE to support the I-WLAN and PLMN selection procedures specified in TS 23.234 and TS 24.234. 

6.3.1.1
WLANs that best match the ISMP / ISRP rules

The proposed WLAN selection procedure (see section 6.3.2) requires the UE to identify the available WLANs that best match the active ISMP / ISRP rule. This section explains how the UE can determine these WLANs (the details should be specified by stage-3). 

When the UE has an active ISMP rule (i.e. the UE cannot simultaneously route IP traffic over multiple radio accesses), then the WLANs that best match the active ISMP rule are derived by comparing the available WLANs against the prioritized list of WLAN networks in this rule (included in the PrioritizedAccess node). For example, when the active ISMP rule is the one shown below, the WLANs that best match this rule are the WLANs that match access priority 1. If none of the available WLANs match access priority 1, then the WLANs that best match the active ISMP rule are the WLANs that match access priority 2, etc.
Example of active ISMP rule:
· Access to EPC should be obtained over the following prioritized accesses:

· Access Priority 1: WLAN, SSID = “myOperator”

· Access Priority 2: WLAN, any SSID, realm = “partner1.com”, minimum backhaul bandwidth = 1000 Kbps

· Access Priority 3: WLAN, any SSID, realm = “partner1.com”

When the UE has an active ISRP rule (i.e. the UE can simultaneously route IP traffic over multiple radio accesses), the determination of the WLANs that best match this rule is not very straightforward. This is because the active ISRP rule may include multiple sets of WLAN preferences. This is illustrated in the figure below, which shows an ISRP rule with three different sets of WLAN preferences: one set for IFOM, a second set for MAPCON and a third set for NSWO. Although these multiple sets give the operator the flexibility to define different WLAN preferences for IFOM, MAPCON and NSWO, yet, they make the WLAN selection in the UE more complex. Up to now, how the UE selects a WLAN in this scenario has been left up to the UE implementation. However, if a consistent UE behavior is expected, the WLAN selection procedure specified in this TR should clearly specify the UE behavior. 
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Rule Priority 1: Flow distribution rule for NSWO: YouTube application traffic should be routed to the following
prioritized accesses:

o Access Priority 1: WLAN, SSID = “myOperator™

o Access Priority 2: WLAN, any SSID, realm = “partner].com”, minimum backhaul bandwidth = 1000
Kbps

o Access Priority 3: WLAN, any SSID, realm = “partner].com™

Rule Priority 2: Flow distribution rule for IFOM: UDP traffic to the IMS APN should be routed to the following
prioritized accesses:

o Access Priority 1: WLAN, SSID = “myOperator™ 7
o Access Priority 2: WLAN, any SSID, realm = “partner2.com™

Rule Priority 3: Flow distribution rule for MAPCON: PDN connections to the Internet APN should be routed to
the following prioritized accesses:

o Access Priority 1: WLAN, any SSID, realm = “partner3.com™





Figure 6.3.1.1-1: Multiple sets of WLAN preferences in an ISRP rule.
It is noted that, in most practical scenarios, it is expected that operators will have either (i) one list of preferred WLANs for IFOM, MAPCON and NSWO or (ii) two lists of preferred WLANs: one list of preferred WLANs for IFOM/MAPCON (i.e. for EPC access) and another list of preferred WLANs for NSWO. Therefore, in most practical scenarios, the active ISMP rule will essentially include two different sets of WLAN preferences.
Given the above note, a UE selects a WLAN based on the active ISRP rule by using the following principles:
· As specified in section 6.3.3 (this section is added by S2-130934), the UE can be configured to prefer NSWO over EPC access with IP address preservation or the opposite.

· If the UE is configured to prefer NSWO, then the UE determines the WLANs that best match the active ISRP rule by checking first which WLANs match the WLAN preferences for NSWO. If there is no match, then the UE checks which WLANs match the WLAN preferences for IFOM/MAPCON.
· If the UE is configured to prefer EPC access with IP address preservation, then the UE determines the WLANs that best match the active ISRP rule by checking first which WLANs match the WLAN preferences for IFOM/MAPCON. If there is no match, then the UE checks which WLANs match the WLAN preferences for NSWO.

· The UE performs the WLAN selection based on the above two bullets and does not take into account real-time events associated with the active ISRP rule. For example, if the active ISRP rule is the one shown if figure 6.3.1.1-1, the UE does not take into account whether the YouTube application is running or not. If the conditions for WLAN selection change every time a new application runs or when certain IP flows are detected, the WLAN selection in the UE will be complex and may lead to frequent WLAN re-selections that would negatively affect the user experience and the battery consumption. 
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It is possible that multiple WLANs best match the preferred WLANs in the active ISMP / ISRP rule. The UE behavior is this case is described in section 6.3.2.

6.3.2
WLAN Selection Based on ANDSF Rules

The proposed WLAN selection procedure is described below: 

1. First, the UE compares the available (discovered) WLANs against the preferred WLANs in the active ISMP / ISRP rule and determines the list of available WLANs that best match the preferred WLANs (section 6.3.1.1 specifies how this can be done). This determination takes into account all preferences in the active ISMP / ISRP rule, including realms, OUIs, etc.

a. When there is only one WLAN that best matches the preferred WLANs, the UE selects this WLAN.

b. When there are multiple WLANs that best match the preferred WLANs, the UE selects one out of these multiple WLANs by determining which one supports interworking with the most preferred Service Provider. 

· The UE has one or more preferred Service Providers (e.g. PLMNs) provided by the home operator. 

Editor’s Note: It is FFS how the preferred Service Providers can be provisioned in the UE over-the-air.

2. If the UE has to perform EAP-AKA authentication over the selected WLAN network (the one selected in the previous step). The UE constructs the NAI that corresponds to the most preferred Service Provider supported by the selected WLAN network.

· Again, the UE uses the list of preferred Service Providers (e.g. PLMNs) provided by the home operator.

3. During power-up the UE is not registered to a PLMN over any access and thus (according to the current specifications) it has no active ISMP / ISRP rule. However, in order to enable WLAN selection with the enhanced ISMP / ISRP rules during power-up, one of the ISMP / ISRP rules provisioned by the HPLMN can be considered active during power-up. This way, the WLAN selection procedure described above can also be applied during power-up.

Editor’s Note: How the UE selects a WLAN after it recovers from WLAN signal loss is FFS. The procedure described for power-up could also apply in this case.
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