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8.2.2
Solution 2: Layer 2 solution based on Stateful Address Configuration of Per-PDN Connection/NSWO Point-to-Point Link Multiplexed at Layer 2
8.2.2.1
Functional Description

8.2.2.1.1
User Plane Multiplexing for Per-PDN Connection / NSWO Point-to-Point Link

8.2.2.1.1.0
General
The solution relies on the use of Stateful Address Configuration of Per-PDN Connection / NSWO Point-to-Point Link Multiplexed at Layer 2.

In addition to the two mechanisms described as part of this solution in clause 8.2.2.1.1.1 (Per PDN/NSWO VLAN Id), and clause 8.2.2.1.1.2 (Per PDN/NSWO TWAG MAC Address), any type of per-PDN/NSWO packet marking mechanism layered directly over L2 but below IPv4/IPv6 could be used with this solution, including, but not limited to, keyed GRE over Ethernet as described as part of Solution 1 in clause 8.2.1, or a new 3GPP specific LLC/SNAP header as described as part of Solution 8 in clause 8.2.8.

Multiple PDN Connections to the same APN are supported via allocation of multiple identifiers (e.g. VLAN Ids) for multiple point-to-point links.

8.2.2.1.1.1
Per-PDN Connection/NSWO Virtual Point-to-Point Link Model based on distinct VLAN ID
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Figure 8.2.2.1.1.1-1: Point-to-point link model for PDN connection and NSWO access based on distinct VLAN ID

In this link model the virtual point-to-point link required to transport traffic for a given PDN connection, of for Non-Seamless WLAN Offload (NSWO) is realized via the TWAG reserving a distinct VLAN ID that uniquely (on a per-UE basis) corresponds to an APN or NSWO. These distinct VLAN IDs are configured on the TWAG interface, i.e., the TWAG can receive and send layer 2 frames from and to each of these VLAN ID.
As depicted in Figure 8.2.2.1.1.1-1, the virtual point-to-point link is realized via enforcing forwarding of uplink and downlink IP packets between distinct PDN connections and NSWO access into their corresponding VLANs via marking layer 2 frame contacting these IP packets with the appropriate VLAN ID. VLAN marking over the IEEE Std 802.11 air link is performed as per Annex P of IEEE Std 802.11 [5].
On the UE, each of the virtual point-to-point link is modelled as a virtual interface that is exposed to the IP layer with a fixed IPv4 and/or IPv6 address(es). Applications can bind sockets to a specific virtual interface thus in effect binding the socket to a specific PDN connection or to NSWO access. Packet transmission occurs as follow:

· 
In the uplink direction, all IP packets transmitted via the virtual interface, including IP multicast packets, are encapsulated in layer 2 frames marked with the VLAN ID that corresponds to the PDN connection or NSWO access the socket/interface is bound to. On the receiving side, the TWAG is able to demultiplex incoming packets towards the appropriate PDN connection or NSWO access via looking up the VLAN ID of the layer 2 data frame.

· 
In the downlink direction, the TWAG transmits all IP packets, including IP multicast packets, encapsulated in layer 2 frames marked with the VLAN ID that corresponds to the PDN connection or NSWO access the packet originated from. On the receiving side, the UE is able to demultiplex incoming packets towards the appropriate PDN connection or NSWO access via looking up the VLAN ID of the layer 2 data frame, and passes the IP packets contained in these frames to the IP layer via the corresponding virtual interface.

.

8.2.2.1.1.2
Per-PDN Connection/NSWO Virtual Point-to-Point Link Model based on distinct layer 2 TWAG MAC addresses
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Figure 8.2.2.1.1.2-1: Point-to-point link model for PDN connection and NSWO access based on distinct layer 2 TWAG MAC addresses

In this link model the virtual point-to-point link required to transport traffic for a given PDN connection, of for Non-Seamless WLAN Offload (NSWO) is realized via the TWAG reserving a distinct MAC address that uniquely (on a per-UE basis) corresponds to an APN or NSWO. These distinct layer 2 MAC addresses are configured on the TWAG interface, i.e., the TWAG can receive and send layer 2 frames from each of these MAC addresses.

As depicted in Figure 8.2.2.1.1.2-1, the virtual point-to-point link is realized via enforcing a forced forwarding of uplink and downlink IP packets respectively to and from the corresponding layer 2 TWAG MAC address located in the layer 2 header of the frame containing the IP packets.

On the UE, each of the virtual point-to-point link is modelled as a virtual interface that is exposed to the IP layer with a fixed IPv4 and/or IPv6 address(es). Applications can bind sockets to a specific virtual interface thus in effect binding the socket to a specific PDN connection or to NSWO access. Packet transmission occurs as follow:

· 
In the uplink direction, all IP packets transmitted via the virtual interface, including IP multicast packets, are encapsulated in layer 2 frames with destination layer 2 address set to the layer 2 unicast MAC address of the TWAG that corresponds to the PDN connection or NSWO access the socket/interface is bound to. On the receiving side, after identifying the associated UE using the source MAC address of the data frame, the TWAG is able to demultiplex incoming packets towards the appropriate PDN connection  or NSWO access via looking up the layer 2 destination address TWAG-MAC of the data frame.

· 
In the downlink direction, the TWAG transmits all IP packets, including IP multicast packets, encapsulated in layer 2 frames with source layer 2 address set to the layer 2 unicast MAC address of the TWAG that corresponds to the PDN connection or NSWO access the packet originated from. On the receiving side, the UE is able to demultiplex incoming packets towards the appropriate PDN connection or NSWO access via looking up the layer 2 source unicast MAC address of the data frame, and passes the IP packets contained in these frames to the IP layer via the corresponding virtual interface.
8.2.2.1.2
Initial Attach in WLAN
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Figure 8.2.2.1.2-1: Initial Attach in WLAN on GTP or  PMIP S2a for roaming, LBO and non-roaming scenarios

As depicted in Figure 8.2.2.1.2-1, the initial attach procedure occurs with the following steps:

The first step of the proposal is for both the UE, the Trusted WLAN Access, and the 3GPP AAA Server in the HPLMN to discover whether all of them do support fully fledged Trusted WLAN Access to the EPC (i.e., as per the requirements, concurrent multiple PDN connections, IP address preservation, and concurrent NSWO and EPC access). This is done in the following way:

1. The UE discovers the TWAN and associates with it.

2. The TWAN begins the EAP exchange by sending an EAP Request message as part of the IEEE 802.1X authentication procedure [5]. As part of the EAP exchange,  the UE, the Trusted WLAN Access, and the 3GPP AAA Server in the HPLMN to discover whether all of them do support fully fledged Trusted WLAN Access to the EPC (i.e., as per the requirements, concurrent multiple PDN connections, IP address preservation, and concurrent NSWO and EPC access):

a) 
The UE indicates support to the 3GPP AAA server in the HPLMN via including an indication EAP-AKA attribute in the EAP-AKA Response messages it sends.

b) 
The Trusted WLAN Access indicates support to the 3GPP AAA server in the HPLMN via including an indication AAA attribute in the Diameter EAP-Request message it sends.

c) 
The 3GPP AAA server in the HPLMN indicates to the Trusted WLAN Access that both itself and the UE have support via inclusion of the same indication AAA attribute in the Diameter EAP-Answer message it sends.

d) 
The 3GPP AAA server in the HPLMN indicates to UE that both itself and the Trusted WLAN Access have support via inclusion of a similar indication attribute within the EAP-AKA Request message.

e) 
If either of the UE, the Trusted WLAN Access Network, or the 3GPP AAA Server in the HPLMN support fully fledged Trusted WLAN Access to the EPC, failback to single PDN connection to a default per-subscription APN ensues (phase 1 SaMOG) as per steps 3-15 of subclause 16.2.1of 3GPP TS 23.402 [3] in case of GTP S2a or subclause 16.2.2 of 3GPP TS 23.402 [3] in case of PMIP S2a. If on the other hand all of the UE, the Trusted WLAN Access Network, and the HPMLN support fully fledged Trusted WLAN Access to the EPC, neither PDN connections nor Non-Seamless WLAN Offload (NSWO) is offered automatically by the Trusted WLAN Access without explicit request from the UE as described in subclause 8.2.2.1.3.

8.2.2.1.3
UE Requested PDN or NSWO connectivity

The UE explicitly requests establishment of PDN connections and/or NSWO in two steps: preparation and execution.

In a first preparation step, the UE queriesfrom the network the values of the VLAN or TWAG MAC address to use to reach a list of APNs it might want to establish a PDN connection to in the future, including the unspecified 'default' APN that will be selected by the network (similar to the default APN that exists in phase 1 of SaMOG), as well as NSWO. The UE also indicates to the network the PDN Type of the PDN connection it will desire to establish. The signalling to carry on with this query from the UE to the network based on the use of  EAP-AKA [22] extensions attributes during the authentication phase. As a result of this query, the network indicates to the UE a list of VLAN identifiers (first variant of the virtual point-to-point link model), TWAG MAC addresses (second variant of the virtual point-to-point link model), or any other point-to-point link multiplexing identifier (e.g., for keyed GRE or new 3GPP SNAP protocol) that corresponds to each of the APN in which it has expressed interest in connecting to (as well as the value that was selected by the network as the 'default' APN) on one hand, and to NSWO on the other hand. Again, the signalling to carry on with this indication from the network to the UE is based on the use of EAP-AKA extension attributes that are populated by the 3GPP AAA Server based on information received from the Trusted WLAN Access.A list of L2 identifiers for multiplexing of the point-to-point links is chosen locally by the TWAN based on configuration, and sent to the AAA server over STa. The AAA server extracts from this list as many L2 identifiers as there are PDN connections requested by the UE in the EAP Response/Identity, and includes it together with the authorized PDN types for those APN as per the subscription in the EAP Request/AKA-Challenge or AKA-Reauthentication message sent back to the UE, while the list of APNs for the PDN connections requested by UE is sent to the TWAN over STa.

In case of a selected PDN GW only allowing single IP version PDN Type for an APN, if the UE requests dual IP version PDN Type IPv4v6, the PDN GW only completes the DHCPv4 address configuration exchange and never sends an IPv6 Router Advertisement. Based on not receiving IPv6 configuration parameters but receiving IPv4 configuration parameters, the UE concludes that the selected PDN GW only allows single IP version PDN Type. 
IF a UE expects to need multiple PDN connections to a single APN, it needs to requests multiple point-to-point link multiplexing identifiers for that same APN. The network may decide to respond fully to the request, or with a lesser number of point-to-point link multiplexing identifiers.

NOTE:
Because the values of the point-to-point link identifiers for the various APNs the UE wishes to connect to are negotiated during the EAP-AKA exchange, APNs need to be known prior to authentication with the Trusted WLAN Access. In the unlikely event that the UE needs to connect to an unforeseen APN, the UE would be required to disconnect, then reconnect, to the Trusted WLAN Access.

NOTE:
Because the values of the point-to-point link identifiers for the various APNs the UE wishes to connect to are negotiated during the EAP-AKA exchange, all this information needs to fit in a single EAP-AKA message. This places a limit on the number of the point-to-point links and APNs that can be negotiated. However given that on a 3GPP access a UE is also limited to a maximum of 12 simultaneous bearers, and hence PDN connections, it is deemed reasonable that for Trusted WLAN Access a limitation also exists.
NOTE:
In case where the subscription profile list the wildcard APN, the TWAN would need to send all APNs supported by an HPLMN (with corresponding VLAN IDs or TWAG MAC addresses) to the UE via EAP-AKA'  or ANQP.
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Figure 8.2.2.1.3-1: UE requested PDN or NSWO connectivity for GTP-based S2a
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Figure 8.2.2.1.3-2: UE requested PDN or NSWO connectivity for PMIP-based S2a

In a second execution step, the UE explicitly requests establishment of a PDN connection to a specific APN or activation and deactivation of NSWO as per the following steps depicted in Figure 8.2.2.1.3-1 for GTP-based S2a and Figure 8.2.2.1.3-2 for PMIP-based S2a:

1.
The UE creates a virtual IP interface corresponding to the APN towards which it desires to establish a PDN connection, or to NSWO.

2.
The UE requests allocation of an IPV4 and/or IPv6 address for this virtual interface by sending a DHCP or DHCPv6 request message from this virtual interface. In the first variant of the virtual point-to-point link model, the layer 2 frame carrying the DHCP is marked with the corresponding VLAN Id. In the second variant of the virtual point-to-point link model, the layer 2 frame carrying the DHCP message will be unicasted to the corresponding TWAG MAC address.

NOTE:
The UE may requests allocation of an IPv4 address via DHCP but still perform IPv6 Stateless Address Auto-Configuration (SLAAC) for configuration of its IPv6 address.  In this case, the UE or the network signal the will to tear down a PDN connection and/or NSWO access based solely on DHCP signaling for the IPv4 address.

3-7. When the TWAG receives the DHCP IPv4 and/or IPv6 address allocation request over the virtual interface corresponding to a specific VLAN (first variant of the virtual point-to-point link model) or TWAG MAC address (second variant of the virtual point-to-point link model), that corresponds to an APN it requests to the PDN GW creation of a GTP or PMIP tunnel for the APN as per steps 3-7 of respectively subclause 16.2.1 or 16.2.2 of 3GPP TS 23.402 [5] in case of GTP-based S2a or PMIP-based S2a, otherwise it activates NSWO if the virtual interface corresponds to NSWO access (step 3b).

8.
The TWAG then sends a DHCP reply to the UE with an IPv4 address and/or IPv6 address as allocated by the PDN GW or by the NSWO access. The UE can then use the PDN connection via the virtual interface. Within the Trusted WLAN Access, the different virtual point-to-point links ensure separation of user plane traffic belonging to separate APNs and NSWO. The TWAG enforces forwarding between specific virtual point-to-point links and the GTP or PMIP tunnels towards the specific APNs, or NSWO access.

8.2.2.1.4
UE Requested PDN or NSWO disconnection
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Figure 8.2.2.1.4-1: UE requested PDN or NSWO disconnection for GTP-based S2a
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Figure 8.2.2.1.4-2: UE requested PDN or NSWO disconnection for PMIP-based S2a

The UE explicitly requests disconnection of a PDN disconnection to a specific APN or deactivation of NSWO and deactivation of NSWO as per the following steps:

1. 
The UE releases the IPv4 and/or IPv6 address allocated for the virtual interface by sending a DHCP or DHCPv6 release from this virtual interface. In the first variant of the virtual point-to-point link model, the layer 2 frame carrying the DHCP message is marked with the corresponding VLAN Id. In the second variant of the virtual point-to-point link model, the layer 2 frame carrying  the DHCP message will be unicasted to the corresponding TWAG MAC address.

2. 
When the TWAG receives the DHCP IPv4 and/or IPv6 address release message over the virtual interface corresponding that corresponds to an APN, it requests to the PDN GW deletion of  the GTP tunnel, or the PMIP tunnel for this APN as per steps 2-5 of respectively subclause 16.3.1.1 of 3GPP TS 23.402 [5] in case of GTP-based S2a, or subclause 16.3.2.1 of 3GPP TS 23.402 [5] in case of PMIP-based S2a, or disconnects NSWO if the virtual interface corresponds to NSWO (step 2b).

6. 
The TWAG then sends a DHCP reply to the UE to confirm release of the IPv4 address and/or IPv6 address for the PDN connection or the NSWO access.

7. 
The UE then deletes the virtual IP interface for the virtual point-to-point link corresponding the PDN connection, or to NSWO.

8.2.2.1.5
HSS/AAA Initiated PDN or NSWO Disconnection procedure in WLAN
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Figure 8.2.2.1.5-1: HSS/AAA Initiated Detach on GTP S2a
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Figure 8.2.2.1.5-2: HSS/AAA Initiated Detach on PMIP S2a

The procedure for HSS/AAA Initiated Detach from TWAN is represented in Figure 8.2.2.1.5-1 in case of GTP-based S2a and Figure 8.2.2.1.5-2 in case of PMIP-based S2a and described below:
1)
The HSS/AAA sends a Session Termination Request message to the TWAN to detach a specific UE.

2)
The step 2 to 5 of the UE/TWAN Initiated PDN or NSWO Disconnection procedure described in clause 8.2.2.1.4 are followed.

3)
The TWAG force the UE to renew its IPv4 and/or IPv6 address(es) by sending a DHCP FORCERENEW message as per IETF RFC 3203 [24] or DHCPv6 Reconfigure message as per IETF RFC 3315 [23]. The DHCP FORCERENEW message is secured via Forcerenew Nonce Authentication as per RFC 6704 [29]. When the UE proceeds with renewing the address lease for the APN or NSWO, the TWAG can in turn refuse to do so, notifying to the UE that the PDN or NSWO has been disconnected.

4)
TWAN sends a Session Termination Response message to 3GPP AAA Server. If the detach procedure was initiated from the 3GPP AAA Server and if the UE no longer has any context in the 3GPP AAA Server, the 3GPP AAA Server communicates this to the HSS as described in clause 12.1.2 of TS 23.402 [5]. If the detach procedure was initiated by HSS, the 3GPP AAA Server replies to the HSS as described in clause 12.1.3 of TS 23.402 [5].

8.2.2.1.6
HSS/AAA Initiated Detach procedure in WLAN

This procedure is similar as per clause 16.3.2.2.2 of TS 23.402 [5].

8.2.2.1.7
Handover from 3GPP Access to Trusted WLAN Access
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Figure 8.2.2.1.7-1: Handover from 3GPP Access to Trusted WLAN Access
In a second execution step, the UE explicitly requests handover of a PDN connection to a specific APN as per the following steps depicted in Figure 8.2.2.1.7-1 for GTP-based S2a and Figure 8.2.2.1.7-2 for PMIP-based S2a:

0.
The UE is connected in the 3GPP Access and has a GTP or PMIP tunnel on the S5/S8 interface.
1.
The UE creates a WLAN virtual IP interface corresponding to the APN towards which it desires to handover a PDN connection.
2.
The UE requests handover of the PDN connection from the 3GPP access to this WLAN virtual interface by sending a DHCP and/or DHCPv6 request message from this WLAN virtual interface that contains a handover indication for the PDN connection. The handover indication consists of requesting allocation of the same IPV4 address than previously allocated for the PDN connection over the 3GPP access, or of an IPv6 address within the same IPv6 prefix than previously allocated for the PDN connection over the 3GPP access. The DHCP requests are transmitted over the virtual point-to-point link negotiated during authentication phase, i.e., the layer 2 frame carrying the DHCP is marked with the corresponding VLAN Id, or unicasted to the corresponding TWAG MAC address, or encapsulated with the corresponding GRE key.
NOTE:
The UE is not required to request re-allocation of all addresses it had previously been allocated over the 3GPP access; a single request for one of the addresses that were used over the 3GPP access is enough to signal a handover indication to the TWAG. The UE may however request allocation for as many addresses as it wishes. Hence for an IPv4v6 PDN connection the handover indication signalling may be based entirely on DHCPv4 with no use of DHCPv6. If that is the case the UE may configure with Stateless Address Autoconfiguration the same IPv6 address than previously allocated  with Stateless Address Autoconfiguration for the PDN connection over the 3GPP access based on receiving from the TWAG the same IPv6 prefix in a router advertisement.
3.
When the TWAG receives the first DHCP IPv4 and/or IPv6 address allocation request with a handover indication over the virtual point-to-point link corresponding to a specific APN, it request the PDN GW handover of the corresponding GTP or PMIP tunnel for the PDN connection to that APN. This is done by sending a Create Session Request or Proxy Binding Update with the handover indication for each of the PDN connections to the same APN. In case of multiple PDN connections to a same APN, the steps 3-5 in (A) shall be repeated for each PDN connection to the same APN that is being transferred from 3GPP access to Trusted WLAN access. The steps in (A) can occur in parallel for each PDN connection..

4.
The PDN GW initiates the IP‑CAN Session Modification Procedure with the PCRF, as specified in TS 23.203 [4].

5.
The selected PDN GW informs the 3GPP AAA Server of its PDN GW identity and the APN corresponding to the UE's PDN Connection. The message includes information that identifies the PLMN in which the PDN GW is located. This information is registered in the HSS as described in clause 12.

6.
The PDN GW returns a Create Session Response or a Proxy Binding Update message to the TWAG, including the IPv4 and/or IPv6 address(es) allocated for the UE.

7.
The GTP or PMIP tunnel is set up between the TWAN and the PDN GW.
8.
The TWAG then sends a DHCP reply to the UE with the IPv4 address and/or IPv6 address as re-allocated by the PDN GW. The UE can then continue to use the PDN connection via the WLAN virtual interface.
8.2.2.1.8
Handover from Trusted WLAN Access to 3GPP Access
This procedure is as described in subclause 8.2.1.3 of TS 23.402 for GTP-based S5/S8, with the difference that there is a GTP tunnel instead of a PMIP tunnel in step 1 in case of GTP-based S2a, and that the resource allocation deactivation procedure initiated by the PDN GW in step 17 is as defined in clause 16.4 of TS 23.402, followed by the additional step of the UE then deleting the virtual IP interface for the virtual point-to-point link corresponding the PDN connection.

8.2.2.2
Impacts on existing nodes or functionality
The UE shall support:

-
Creation and deletion of per-PDN/NSWO WLAN virtual interfaces for the chosen user plane multiplexing scheme (VLAN, or unicast L2)
-
For IPv4 PDN connections: stateful address configuration mechanisms DHCP, DHCP Forcerenew, DHCP Forcerenew Nonce Authentication.

-
For IPv4v6 PDN connections: stateful address configuration mechanisms DHCP, DHCP Forcerenew, DHCP Forcerenew Nonce Authentication, and/or DHCPv6.

-
For IPv6 PDN connections: stateful address configuration mechanism DHCPv6

-
Enhanced EAP-AKA' method for negotiation of SaMOG phase 2 capabilities with the UE, and discovery of per-PDN user plane multiplexing identifier (VLAN Id, or TWAG MAC address)

The TWAN shall support:

-
Creation and deletion of per-PDN/NSWO WLAN virtual interfaces for the chosen user plane multiplexing scheme (VLAN Id, or TWAG MAC address)

-
For IPv4 PDN connections: stateful address configuration mechanisms DHCP, DHCP Forcerenew, DHCP Forcerenew Nonce Authentication.

-
For IPv4v6 PDN connections: stateful address configuration mechanisms DHCP, DHCP Forcerenew, DHCP Forcerenew Nonce Authentication, and/or DHCPv6.

-
For IPv6 PDN connections: stateful address configuration mechanism DHCPv6

-
Additional AVP for negotiation of SaMOG phase 2 capabilities with the AAA server, and discovery of per-PDN user plane multiplexing identifier (VLAN Id, or TWAG MAC address)

The AAA server shall support:

-
Additional AVP for negotiation of SaMOG phase 2 capabilities with the TWAN, and discovery of per-PDN user plane multiplexing identifier (VLAN Id, or TWAG MAC address)
-
Enhanced EAP-AKA' method for negotiation of SaMOG phase 2 capabilities with the UE, and discovery of per-PDN user plane multiplexing identifier (VLAN Id, or TWAG MAC address)

8.2.2.3
Evaluation

The following aspects are considered and evaluated for the solution:
i)
Impacts to existing network deployment:

a)
There is no requirement for WLAN APs compared to Rel‑11.

b)
The TWAG shall support the point-to-point link multiplexing, the EAP-AKA enhancements, and the binding of an IPv4 and/or IPv6 session(s) for stateful address configuration with a PDN connection.

ii)
Impacts to UE:

a)
The UE shall support the point-to-point link multiplexing, the AAA enhancements, and the binding of an IPv4 and/or IPv6 session(s) for stateful address configuration with a PDN connection.

iii)
Impacts to 3GPP protocols/extensions (e.g. EAP AKA'):


The following protocols are extended:

a)
EAP-AKA is extended with UE network capability negotiation and PDN point-to-point link management (APN, PDN type, point-to-point link identifiers)

b)
STa protocol is extended with UE network capability negotiation and PDN point-to-point link management (APN, PDN type, point-to-point link identifiers).

iv)
Impacts to protocols defined by other SDOs (e.g. DHCP):


No impact on other SDOs.

v)
Control plane

a)
The latency/load of first PDN connection is as for phase 1 SaMOG, i.e., EAP-AKA based authentication and IP layer address configuration. The latency/load of additional PDN connections is less as it only requires IP layer configuration.

b)
There is impact on the AAA server as it needs to be enhanced with the EAP-AKA extensions and the STa extensions.

vi)
Compliance to clause 8.1 SaMOG phase-2 system requirements:

a)
Co-existence with Rel‑11 SaMOG

b)
Support for IP address preservation during handover

c)
Simultaneous support for S2a EPC-routed and NSWO; support of simultaneous multiple PDN connections

vii)
Other functional limitations:

a)
Limitation on the number of point-to-point links to specific APNs that can be negotiated - but no different from limit on number of bearers on 3GPP access.

b)
Limitation that APNs the UE will connect to have to be known prior to WLAN authentication phase. Were it not the case, connection to an unforeseen APN when the UE is already authenticated to WLAN would require UE to disconnect and reconnect to the WLAN such that the new APN can be negotiated in EAP-AKA authentication. The UE disconnecting and reconnecting from WLAN may cause the UE to release existing PDN connections anchored over the TWAN.

*** End of Changes ***
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