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Abstract of the contribution: This contribution proposes revision of BPCF selection procedure and to add the network element description for alternative3 in TR 23.839.
1
Introduction

1.2
BPCF selection procedure

The BPCF selection procedure from PCRF in BBAI is based on the UE Local IP address for s2b and s2c EPC routed traffic and NSWO traffic or is based on the HeNB Local IP address. However, in Trusted s2a scenario for EPC routed traffic there is no UE Local IP address, since L2 P2P link is used between UE and TWAG. Therefore another information from the Fixed Broadband access network shall be used to help the PCRF to locate the serving BPCF.  An example of such information is the IP address of the IP Edge or the IP address corresponding to an interface on the TWAG which is forwarded the P-GW then to PCRF which can be used instead of the UE Local IP address in BPCF selection procedure defined in TS 23.203 Annex P.
This contribution proposes to add the above description in a new clause for BPCF selection
1.3
Network Element definition

This contribution adds a clause of the network element description for Alternative3 in TR 23.839.
3
Proposal
It is proposed to update TR 23.839 as shown below:
****************First Change Starts**************
8.3.1.4.3 BPCF Discovery and Selection

The selection of serving BPCF is performed using the same mechanism as defined in TS 23.203 Annex P.7.7 with difference that the UE local IP address is replaced by the IP address belonging to the Fixed Broadband access network, i.e. the IP address of the IP Edge or the IP address of the TWAG, which is forwarded to the P-GW and then to the PCRF. 

NOTE:
The BPCF selection procedure from the PCRF in BBAI is based on the UE Local IP address for s2b and s2c EPC routed traffic. However, in P4C-TI s2a scenario for EPC routed traffic there is no UE Local IP address since L2 P2P link is used between UE and TWAG, so the IP address belonging to the Fixed Broadband access network is used instead.
****************First Change End**************
****************Second Change Starts**************
8.3.3.X
Network Elements

8.3.3.X.0
General
The 3GPP network elements are defined in details in TS 23.401 [2], TS 23.402 [3] and 23.203 [4].

8.3.3.X.1
PCRF

The PCRF functionality defined in TS 23.203 [4] Annex P shall apply.
It is assumed that the PCRF:
· Receives from BPCF and forwards to P-GW the following information: the SSID used by the UE, BSSID (MAC address of the AP), optionally, the more detailed geographical information such as geo-location of the AP.
Editor's Note:
Whether the TWAN can provide these information elements is to be clarified by BBF.
· Supports BPCF selection using the Fixed Broadband access network information (e.g. IP address of the IP-edge) got from the P-GW if the PCRF initiated Gateway Control Session Establishment is supported.

Editor’s Note: If BPCF initiated Gateway Control Session Establishment is adopted during Attach, the PCRF should not initiate Gateway Control Session Establishment during the IP-CAN Session Establishment procedure as described in TS 23.203 [4] P.7.2.1.

8.3.3.X.2
BPCF

The BPCF performs the appropriate mapping between 3GPP QoS parameters and BBF specific QoS parameters. The definition of how the mapping is performed is outside the scope of 3GPP.
The BPCF receives from BBF network and forwards to PCRF the following information: the SSID used by the UE, BSSID (MAC address of the AP), optionally, the more detailed geographical information such as geo-location of the AP.
Editor's Note:
Whether the TWAN can provide these information elements is to be clarified by BBF.
In order to support BPCF initiated GW control session establishment, the BPCF receives the APN from the IP Edge after authentication and authorization procedure for the UE.

Editor’s Note: If PCRF-initiated Gateway Control Session Establishment is adopted, the above requirements is not applicable and it should be deleted.
8.3.3.X.3
IP Edge

The IP Edge is network element in the fixed broadband access network controlled by network operator capable of hosting an IP Session. This can be a BNG in the context of BBF TR-101 or BRAS in the context of TR-59.

It is assumed that the IP Edge:

· Enforces the BPCF provisioned rules in the Fixed Broadband Access network.
· In order to support BPCF initiated GW control session establishment, the IP Edge sends the APN to the BPCF after authentication and authorization procedure for the UE.
Editor’s Note: If PCRF-initiated Gateway Control Session Establishment is adopted, the requirement in the second bullet is not applicable and it should be deleted.

8.3.3.X.4
AAA

The 3GPP AAA Server and 3GPP AAA Proxy are described in TS 23.402. For NSWO traffic online and offline charging functionalities are defined in TS 23.139 clauses 5.1.1.3 and 5.1.1.4. For EPC routed traffic over s2a AAA-based accounting is not applicable 
8.3.3.X.5
P-GW

The P-GW functionality defined in TS 23.401 [2], TS 23.402 [3] and TS 23.203 [4] Annex P shall apply.
It is assumed that the P-GW:
· in order to ensure proper Policy control and charging data collection, the P-GW receives from PCRF and forwards to the OCS/OFCS the following information: the SSID used by the UE, BSSID (MAC address of the AP), 
Editor's Note:
The support of provisioning of the SSID used by the UE, BSSID (MAC address of the AP) by BBF to TWAG is FFS.

Editor's Note:
Whether the TWAN can provide these information elements is to be clarified by BBF

· To support obtaining the Fixed Broadband access network information (e.g. IP address of the IP-edge) from the IP Edge and forward it to the PCRF.

Editor’s Note: If BPCF-initiated Gateway Control Session Establishment is adopted, the requirement in the second bullet is not applicable and it should be deleted.
****************Second Change End**************
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