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Abstract of the contribution: this document describes the possible procedures for IP-PBX originating and terminating call to realize the requirements of BusTI WID under eIBCF architecture.
6.2.x
enhanced IBCF Alternative 2
6.2.x.1
General
Each IP-PBX user and its corresponding user information is stored independently in the HSS. The user information includes the S‑CSCF address or the S‑CSCF capabilities, IP-PBX ID, iFCs related to the unregistered services, binding data of user identity and eIBCF address and so on.
Detail flows are shown as follows.
6.2.x.2
Originating Session Setup
Figure 6.2.x.2 shows the originating procedure.
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Figure 6.2.x.2: Originating session setup
1. The IP-PBX user sets up a call including a user identity. Based on DNS query or the eIBCF IP address provisioned to IP-PBX, the INVITE message is forwarded to IMS.

2. The IMS receives a call from the IP-PBX. The eIBCF performs Location Query procedure with the HSS to acquire the S‑CSCF address or the S‑CSCF capabilities of the served user, including the user identity.
NOTE 1:
This step is similar to I-CSCF function in mobile terminated procedure. And the function of Xya interface between eIBCF and HSS is similar with Cx interface and needs further definition.
3.The HSS returns the S‑CSCF address/capabilities to the eIBCF. In addition to the S‑CSCF address/capabilities information, IP-PBX data (i.e. the IP-PBX ID) is also sent for use within eIBCF.
4. The eIBCF sets up authentication by comparing the received PBX ID in the INVITE request with the PBX ID from HSS. If these two PBX IDs match successfully, then eIBCF forwards the INVITE request towards the selected S‑CSCF from the query.
NOTE 2:
The comparison of PBX-ID is to check whether the call is from a valid PBX user.
5-6. The S‑CSCF sends Cx-Put/Cx-Pull to the HSS as normal un-register service. The HSS then return the information flow Cx-Put Resp/Cx-Pull Resp (user information) to the S‑CSCF. The S‑CSCF shall store it. This completes the registration simulation procedures on the S‑CSCF side.

7. The SIP INVITE request is forwarded to the Representative AS according to the service logic, e.g., iFC evaluation at the S‑CSCF.
8. The AS forwards the INVITE message to the S‑CSCF.
9. The S‑CSCF forwards the INVITE message to the remote side.
10. The session establishment is completed.
6.2.x.3
Terminating Session Setup
Figure 6.2.x.3 shows the terminating procedure.
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Figure 6.2.x.3: Terminating session set up
1. I-CSCF receives a call from the network.

2. The I-CSCF performs Location Query procedure with the HSS to acquire the S‑CSCF address or the S‑CSCF capabilities of the destination user, including the user identity.

3.The HSS returns the S‑CSCF address/capabilities to the I‑CSCF according to user identity.
4. I‑CSCF forwards the INVITE request towards the selected S‑CSCF from the query.

5-6. The S‑CSCF sends Cx-Put/Cx-Pull to the HSS. The HSS then return the information flow Cx-Put Resp/Cx-Pull Resp (user information, including the binding data of user identity and eIBCF address) to the S‑CSCF. The S‑CSCF shall store it. This completes the registration simulation procedures on the S-CSCF side.

7. The SIP INVITE request is forwarded to the Representative AS according to the service logic, e.g., iFC evaluation at the S‑CSCF.
8. The INVITE is processed by the Application Server. The AS retrieves user information from HSS and returns the INVITE to the S‑CSCF.

9. The S‑CSCF routes the INVITE request to eIBCF based on the binding data of user identity and eIBCF received from HSS.

10. The eIBCF forwards the INVITE request to IP-PBX according to data configuration or DNS query.

11. The session establishment is completed.
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