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Abstract of the contribution: This paper discusses the various scenarios that must be considered for charging when the UE accesses a TWAN that could be owned by a TWAN operator different from the PLMN operator. It shows that in some scenarios the TWAN operator should be known by the PGW, whereas in some others the VPLMN needs to be known instead. 
Discussion
For charging when a UE accesses EPC via Trusted WLAN, following scenarios need to be considered:

a) non-roaming scenario, where the TWAN operator has direct agreements with the HPLMN Operator. In this case, the TWAN is connected to the Home AAA server via STa and to the PGW via a S2a interface secured by e.g. IPsec;

b) local break out roaming scenario, where the PGW is in the VPLMN and where the TWAN operator has direct agreements with a VPLMN operator but not with the HPLMN operator. In this case, the TWAN is connected to the VPLMN Proxy AAA server via STa and to the local PGW via a S2a interface secured by e.g. IPsec;  

c) home routed roaming scenario, where the PGW is in the HPLMN and where the TWAN operator has direct agreements with a VPLMN operator but not with the HPLMN operator. In this case, the TWAN is connected to the VPLMN Proxy AAA server via STa but Because of no direct agreement with the HPLMN operator, the S2a interface goes through the VPLMN transport network.
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Figure 1: non-roaming scenario
[image: image2.emf]hPCRF

HSS

Trusted

Non -3GPP IP  

Access

PDN

Gateway

HPLMN

SWd

Non -3GPP 

Networks 

VPLMN

3GPP AAA 

Proxy

STa

3GPP AAA 

Server

S2a

Gx

S6b

SWx

S8

S6a

3GPP

Access

Serving

Gateway 

OFCS HPLMN

Rf/Ga/Gz

OCS

Ro/Gy

TWAN Operators

CDRs

TWAN Radius server

Billing system

Billing system

Billing system

hPCRF

HSS

Trusted

Non -3GPP IP  

Access

PDN

Gateway

HPLMN

SWd

Non -3GPP 

Networks 

VPLMN

3GPP AAA 

Proxy

STa

3GPP AAA 

Server

S2a

Gx

S6b

SWx

S8

S6a

3GPP

Access

Serving

Gateway 

OFCS HPLMN

Rf/Ga/Gz

OCS

Ro/Gy

TWAN Operators

CDRs

TWAN Radius server

Billing system

Billing system

Billing system


Figure 2: home-routed roaming scenario
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Figure 3: local break out roaming scenario
In non-roaming and local break out roaming cases, because the PGW PLMN has direct agreements with the TWAN operator, the PGW needs to know the TWAN operator identity, which will be used for UE and inter-operator charging. There is no such indication over S2a nor over STa/SWd/S6b in existing specifications. 

Conclusion 1: In case of non-roaming or local break out roaming scenario, the TWAN operator identity shall be conveyed to the PGW for charging purposes.

In home routed roaming case, the TWAN provides charging information to the VPLMN operator that has authenticated the UE when accessing WLAN (selected PLMN), and it is up to that VPLMN to exchange charging information with the PGW operator. But it is not specified how the identification of the selected PLMN is indicated over S2a.

Conclusion 2: In case of home routed roaming scenario, the Selected PLMN (i.e. the PLMN of the 3GPP AAA proxy used during authentication/authorization) shall be conveyed to the PGW for charging purposes.

It is proposed to use S2a as the interface to convey the TWAN operator identity. Another alternative would be to use STa, SWd and S6b to convey the TWAN operator identity towards the PGW. But it is not appropriate because:

1- a new IE needs to be defined over STa/SWd/S6b because existing Visited Network AVP does not identify the non-3GPP access system operator but the PLMN on which the non-3GPP access system is connected (i.e. at least the 3GPP AAA Proxy);

2- in order for the TWAN operator identity to be available at the PGW, the 3GPP AAA server should provide this information over S6b using the Update PGN GW Address procedure; but, the Update PGN GW Address procedure is performed after the IPCAN Session Establishment procedure (see TS 23.402 steps 6 and 7 of clause 6.2.1, as well as steps 4 and 5 of clause 16.2.1), thus it would not be possible for the PGW to provide the non-3GPP Access Network Operator Identifier to the PCRF (or it would require changing the messages sequence);

3- other TWAN and charging parameters are already passed over S2a: WLAN RAT-Type, Charging Characteristics, Charging ID, MSISDN, therefore it would be strange to pass some info via S2a and some other via STa/Swd/S6b.

Conclusion 3: the TWAN operator identity (In non-roaming and local break out roaming cases) or the Selected PLMN (in Home Routed case), shall be conveyed over S2a for GTP and PMIPv6 scenarios for charging purposes.

The TWAN belongs to a Service Provider that may or not be a 3GPP mobile operator. TWAN operator identity may take the form of: 
· a PLMN-ID for TWAN operators which own a PLMN-ID (e.g. TWAN operator is a MNO, or a non-3GPP TWAN operator that can be identified with (MNC, MCC));
· a new “non-3GPP Access Network Operator Identifier” otherwise.
Using the Serving Network parameter to carry the VPLMN identity in some cases (Home Routed) and the TWAN operator identity in other cases (LBO, non roaming) is not future safe:

· It is likely that many WIFI operators will not be 3GPP operators. Examples are airports, fixed operators, etc. In such cases, the TWAN operator identity will not follow the structure (MCC, MNC) defined for 3GPP;

· Using the same information element for two different purposes generally leads to strong issues;
· Even if the Serving Network parameter is reused, the PGW and the charging system will need to be updated;
· It is also questionable whether the PGW and the charging GW could differentiate a VPLMN identity from a TWAN operator identity if they are carried over the same parameter;

· Even if only TWAN operators that can be identified with a (MCC, MNC) were taken into account in Rel-11, the Serving Network parameter cannot be reused in Rel-12 with TWAN operators that cannot be identified with a (MCC, MNC); therefore, there will potentially result in backward compatibility issues if Serving Network is reused in Rel-11.
Also note that a new service cannot be deployed without charging impacts as new services imply generally new charging rules. The charging specifications are generally available after the other stage 3 specifications, which is the usual way.
Conclusion 4: The TWAN operator identity should be carried via a new parameter over S2a.
Proposal
It is proposed to agree that:
· In case of home routed roaming scenario, the Selected PLMN (i.e. the PLMN of the 3GPP AAA proxy used during authentication/authorization) shall be conveyed over S2a for GTP and PMIPv6 scenarios for charging purposes.
· In non-roaming and local break out roaming cases, the TWAN operator identity shall be conveyed over S2a for GTP and PMIPv6 scenarios for charging purposes.
· TWAN operator identity is carried via a new parameter over S2a.

It is also proposed to only cover the TWAN operators that are identifiable with a (MCC, MNC) couple in Rel-11, and to further ask SA plenary to contact other standard bodies to define the structure of TWAN operator identifiers.

Companion CRs are provided. [image: image4.png]
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