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Abstract of the contribution: Business Trunking users usually demand a high level of service availability. Therefore, it is not acceptable that the failure of a single equipment cause a service disruption.
Proposed changes to TR 23.897

5
Architecture Requirements

The solution shall:

- 
allow the IMS to handle sessions directed to the IP-PBX users and originated from the IP-PBX users.
- 
allow the IMS to execute functions subject to regulatory requirements (emergency calling, legal interception)  

- 
be scalable
-
be resilient against a single failure in the operator’s network: the IP-PBX users shall still be able to originate and receive new sessions during such outage.
- 
allow the IMS to authenticate the IP-PBXs and provide security according to the network domain security TS 33.310 [4].

- 
allow for the invocation of application servers in the operator's IMS network to IP-PBX users.

Editor's Note: clarification of services to be supported by the operator's IMS network is FFS

End of changes
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