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Discussion

PCP (Port Control Protocol) is an IETF solution which allows to achieve various goals, including: save the battery consumption, reduce keepalive messages, control and retrieve the lifetime of NAT bindings, ease NAT and firewall traversal for application embedding IP address and/or port number(s) in the application payload, allow for successful inbound communications and for the capability to control outgoing connections, control and retrieve the lifetime of NAT bindings (including implicit ones), allow NAT binding recovery, trigger applications to repairs their bindings whenever this is required. PCP applies for NAT44, NAT64, IPv4 firewall, IPv6 firewall, etc. 
To achieve these goals, PCP Server function is needed to be introduced to 3GPP architecture.

************************************* Start of changes *************************************

4a
The specific entities of the 3GPP system

…
4a.x
PCP Server
PCP (Port Control Protocol) Server is a functional element which interacts with a NAT or firewall device to create/delete/modify bindings. It is recommended to co-locate the PCP Server with the function it controls. 
NOTE:
A PCP-controlled device can be NAT44, NAT64, IPv4 firewall, IPv6 firewall, etc. 
************************************* End of changes *************************************
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