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Abstract of the contribution: This document provides the analysis for Policy and Charging for NSWO traffic when without the successfully access authentication.     

Discussion

The mechanism for policy and charging control for NSWO traffic in Rel-11 BBAI 
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Figure 1   IP-CAN session establishment for NSWO QoS interworking when UE initial attach
From the figure 1, the architecture of un-trusted S2bWLAN access, the agreements in rel-11 BBAI, 

1.
The UE may perform the 3GPP based (EAP) access authentication procedure. As part of this step, the permanent user identity (IMSI) is provided to the Fixed Broadband Access network( such as BNG).

2.
The UE receives a local IP address from the Fixed Broadband Access Network after successfully access authentication. 

3.
Triggered by steps 1 and 2, the BPCF is informed about the UE accessing over Fixed Broadband Access.
4.
When the BPCF receives the trigger and policy interworking with PCRF is supported, if local policies allow, the BPCF trigger the IP-CAN session establishment for NS-WLAN offloaded traffic.The PCRF acknowledges the IP-CAN session establishment if HPLMN operator policies enable policy control for NSWO traffic.
The assumption for NSWO traffic QoS interworking in Rel-11 is : PCC signalling to provision policies for NS-WLAN offloaded traffic and are only triggered when 3GPP access authentication is performed and the BPCF receives the IMSI and the Fixed Broadband Access allocated UE local IP address.
The potential reason for such above assumption lies in:

· In Rel-11, Broadband Access Interworking, most focus on the QoS interworking/ E2E QoS for mobile UE traffic. QoS interworking could be considered as an E2E QoS optimization instead of a MUST feature.
· For Rel-11 Broadband Access Interworking scenario, the assumption is that fix and mobile network may belong to two different operators. The two operators separately manage the mobile UE authentication ( by access authentication EAP-AKA and tunnel authentication IKEv2) but not sharing the authorization/authentication result. 
· In Rel-11 QoS interworking, there could be legacy/other policy and charging system( except for PCC) for fix, which could also co-existed with Mobile PCC mechanism, since PCC does only care about the mobile UE traffic and leaves fix device/ line policy control and charging control as OPEN. Even if PCC could not provide the QoS and charging control to NSWO when without EAP based access authentication, other fix device/line based traffic control based on other mechanisms could still be rely on.  
But for Rel-12 P4C, the condition has changed:
· In Rel-12 P4C, not only QoS guarantee but also charging for both mobile UE and fix device should be considered. Operators/users may could accept the ‘ try the best’( without E2E QoS guarantee) NSWO data flow transferring, But could not accept traffic without ‘charging’control.  
· There is only one operator instead of two for P4C. Fix network could consider the UE is an authenticated one later when the tunnel authentication is succeeded even if without successful EAP-AKA based access authentication. So, it is still possible to have the QoS policy and Charging control for NSWO traffic when fix network could get the Mobile UE identity and connect to policy and charging control elements( such as PCRF or OCS etc).    
· In rel-12 Policy for Convergence, for the whole network ( for both mobile and fix), there is only P4C but no other policy and charging system co-exists, and both mobile and fix are belong to the same operator. If the NSWO traffic was out of the control of PCC, there may lead NSWO traffic use network resource for free or leading not appropriate network resource usage.
From the above analysis, the conclusion is: since Rel-11 BBAI and Rel-12 P4C have the different background and scenarios, it’s proposed to reconsidered the assumption for in what condition the policy and charging control could be enforced for NSWO.
EAP-AKA support status in both UE and fix network 

Actually, only part of the smartphone could support EAP-AKA, and only part of the fix access ( as the authenticator) could support EAP-AKA. For fix access, for legacy UE and fix authenticator, the others access control could be seen as PPPoE, username/password etc. 
Since EAP-AKA support in both UE and fix network is still very weak especially considering the legacy mobile UE and fix network, it’s valuable to reconsider whether possible to achieve policy and charging control could still be enforced for NSWO traffic even when without successfully EAP based access authentication.  
The possible scenarios if the same assumption reused for NSWO in P4C  
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Figure 2 Policy for Convergence support mobile and fix
Pre-condition:
· Mobile UE A access via WLAN without EAP-AKA access authentication, but successfully with the IKEv2 based tunnel ( IPsec tunnel or PMIP tunnel) authentication.

· Local policy in fix indicates that policy control and charging control for NS-WLAN offloaded traffic is required for this mobile UE A( for the subscribe).

· Policy in PCRF enables policy control for NS-WLAN offloaded traffic for this UE.

Assumption( inherits from Rel-11 BBAI) 

PCC signalling to provision policies for NS-WLAN offloaded traffic and are only triggered when 3GPP access authentication is performed and the BPCF receives the IMSI and the Fixed Broadband Access allocated UE local IP address.
The following scenarios could be predicted:
1) No policy and charging control for NSWO traffic, but there is policy and charging control for EPC-routed traffic for the same mobile UE.
2) There is lack of the charging control for NSWO, NSWO maybe enabled once for ever unless the local IP address was revoked by the fix network( e.g., when UE detach from the fix) and without any PDN connection. 

3) When the application traffic was dynamically offloaded from PDN GW to local network, the traffic become lack of Policy control and also lack of Charging control. Anyway, fix device/ fix line based policy and charging control is not reliable and can not replace the elaborate mobile UE NSWO traffic control. 
From above scenarios, it could be some different QoS control and Charging control for EPC-routed traffic and NSWO traffic for the same UE, and this may lead some un-appropriate network resource usage.
One of the Possible Method
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Figure 3 one method for provide QoS and Charging control for NSWO without EAP based access authentication 

General procedures for the above figure 3:

Step 1-2: local IP address was assigned to mobile UE without successfully EAP based access authentication.

NOTE: the NSWO for this UE could be enabled or not when UE get the local IP address.

Step 3: PDN connection always setup for default APN after UE initial attach.
Step 4: PCRF_1( selected by PDN GW) trigger the Gateway Control Session establishment between PCRF_1 and BNG for QoS control for EPC-routed traffic. UE IMSI was sent from PCRF_1 to BNG.

Step5: BNG initiate the IP-CAN session establishment towards PCRF_2 based on IMSI and NSWO APN for NSWO traffic QoS control. Thus QoS control for NSWO traffic could be achieved for this mobile UE.

Step6: BNG initiate the connection toward charging system ( e.g., OCS/OFCS/AAA etc) for NSWO traffic charging control. 

Proposal and conclusion
From the analysis above, it’s proposed to reconsider the possibility to provide QoS control and Charging control for NSWO traffic even when without successfully EAP based access authentication.

It is proposed to include the following text to section 5.2 of TR 23.896 v 0.1.0. 
****************First Change Starts**************
5
Building Block 1: PCC for supporting traffic from fixed terminals and NSWO traffic from 3GPP UEs 

Editor's note:
This clause will contain items being part of Building Block I P4C_F.

5.1 
Key issues

Editor's note:
This clause will identify the key issues for Building Block I.

5.2
Architectural requirements and assumptions 

Editor's note:
This clause will identify the architectural requirements and assumptions as well as architecture common for Building Block I.

General assumptions:

-
The definition of AAA functionality for authentication of the fixed access line (access line authentication) or fixed access session (e.g. PPPoE or IP Session) is out of scope of 3GPP.
-
The authentication procedure of the Fixed Devices in a BBF access network is performed according to BroadBand Forum specifications and is therefore considered out of the scope of 3GPP.

-
The authentication procedure of a 3GPP UE connected to a fixed broadband access network is defined by TS 33.402[19].

General requirements:

 -
PCRF shall control directly the IP Edge in the fixed broadband access without the mediation of the BPCF defined in TS 23.139 [20].
-
3GPP PCC shall support the enforcement of QoS policies for IP traffic exchanged by fixed devices in the fixed broadband access.

-
3GPP PCC shall support the enforcement of QoS policies of NSWO traffic exchanged by 3GPP UEs connected to the fixed broadband access via WLAN.
-  The architecture shall support the enforcement of QoS policies and the charging of NSWO traffic exchanged by 3GPP UEs connected to the fixed broadband access via WLAN without successfully EAP based access authentication when there always a PDN connection setup when UE initial attach for S2b and S2c.
NOTE: For S2a trusted WLAN access, EAP based access authentication is mandatory.
-
Only policy and charging control for IP sessions will be considered, while policy control and charging for Layer 2 VPNs is out of the scope of BB1.
Editor’s note: Whether there is one IP-CAN session or multiple IP-CAN session per fixed access session is FFS.

-
More than one fixed access session (e.g. a PPPoE session) can be supported per fixed access line (e.g. RG).
-
A device connected to the RG (e.g. VoIP phones) may also initiate an IP session.

-
The architecture shall provide charging for traffic exchanged by fixed devices and NSWO traffic to/from 3GPP UEs in the following scenarios:

-
3GPP PCC- Gy/Gz based charging with PCEF located in the fixed broadband access network;

-
Traffic Detection Function (TDF)-based charging;

-
AAA-based charging, as already specified for interworking scenarios.

NOTE 1:
The TDF-based charging solution will consider the case when TDF is the only charging reporting entity in the convergent network for fixed devices and for NSWO 3GPP UE traffic. The case when PCEF is capable of reporting to OCS/OFCS in the same network is FFS and depends on the result of the FS_ABC.

-
The subscription information included in the user profile shall enable the support of fixed devices (e.g. identifiers, maximum subscribed bit rate, etc.) required for policy and charging control purposes.
-
The SPR or UDR stores subscription information related to policy control for fixed devices and fixed access line for QoS and charging purposes.

-
Policy control will address both dynamic and pre-provisioned policies in the IP Edge.
General architectural assumptions:

-
There is a direct interface between PCRF and IP Edge.

-
The IP Edge is the policy enforcement point for QoS in the fixed access network.

NOTE 2:
How the IP Edge performs policy enforcement and binding if Gxd sessions with PPPoE or IP sessions in the BBF access is out of scope of 3GPP.

-
The IP Edge shall be able to enforce policies and to perform the appropriate mapping from QoS parameters it receives from the PCRF to BBF specific parameters.
-
It shall be possible to apply QoS control on a per service data flow basis in the PCEF located in IP Edge according to TS.23.203 [4] requirements

-
The PCEF located in IP Edge shall be able to detect event triggers provisioned by the PCRF.

-
Upon detection of an event, the PCEF located in IP Edge shall request policy rules re-authorisation from the PCRF.

Editor's note: The list of applicable even triggers from TS 23.203 [4] plus additional BBF specific event-triggers is FFS

Architectural assumptions for "Default QoS policy".

Editor’s note: It is FFS whether and how the Default QoS policy is applied for fixed access session.
****************First Change Ends**************
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6.  BNG connected the OCS/OFCS/AAA, receiving charging message  for NSWO traffic　　















4. PCRF-initiated Gateway Control Session Establishment , for EPC-routed traffic,
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2. Local IP address assignment without EAP based access authentication 
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5. BNG initiate the IP-CAN session to PCRF_2 for the QoS control for NSWO traffic, based on UE IMSI and NSWO APN 　　
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3. PDN connection setup as specified in TS 23.402,












