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1. Overall Description:

SA2 has approved the WID for  BBA_P4C, in particularly, one of the building blocks P4C_F, which is “Policy and Charging Control for supporting traffic from fixed terminals and NSWO traffic from 3GPP UEs in fixed broadband access networks”. 
When PCC applies to a mobile device, the PCEF (PGW) gets (over a Gx session with a PCRF) policies to apply to an IP-CAN session.  An IP-CAN session is defined (TS 23.203) as follows:  

IP‑CAN session: The association between a UE and an IP network. The association is identified by one IPv4 and/or an IPv6 prefix together with UE identity information, if available, and a PDN represented by a PDN ID (e.g. an APN). An IP‑CAN session incorporates one or more IP‑CAN bearers. Support for multiple IP‑CAN bearers per IP‑CAN session is IP‑CAN specific. An IP‑CAN session exists as long as UE IP addresses/prefix are established and announced to the IP network.
  
In the case of converged policy control support, when PCC applies to Broadband IP services for a fixed device, there is the need to define similar concepts for the BNG (e.g. PCEF) to be able to obtain policies (e.g. via Gxd) from PCRF to establish the IP-CAN session.  In such scenario,  BNG is required
1.    to send a Fixed device identity information in the IP-CAN Session Establishment to the PCRF Gxd 
2.    to associate the set of IPv4 and/or an IPv6 flows for the given IP-CAN session of the fixed device 
3.    to identify Broadband IP service type in the IP-CAN Session Establishment to the PCRF Gxd
4.    to support all events due to the status of the IP-address for the given IP-CAN session for the fixed device  

At the moment, 3GPP has assumed various use cases on fixed device attachment to the RG which is operating in routed or bridge mode: 

Configuration#1: Fixed device behind a RG in routed mode with or without NAT 

Configuration#2: Fixed device behind a RG in bridge mode 
Qn-1: Could BBF verify if the two configurations above are valid for the converged policy and charging support for fixed device? 

Qn-2: What is fixed access session relative to the fixed device that is behind the RG based on the two configurations above?  And what is identification of fixed device and fixed access session?

2. Actions:

To BBF

ACTION:  SA2 would kindly request BBF to provide the answers for the questions above.
3. Date of Next TSG-SA2 Meetings:

SA2 Meeting #93  
8 - 12 Oct 2012     
Sofia, Bulgaria

SA2 Meeting #94
12 – 16 Nov 2012
News Orleans, USA
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