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Discussion
As described in WID of P4C_TI and P4C_TC, the study of P4C_TI and P4C_TC shall consider the architecture defined in TS 23.402 clause 16.  Both GTP and PMIP protocol variants for S2a will be considered. The architecture of the TWAN in Release 11 is shown as figure 1 below. Whether multiple TWAN functions are mapped to a single entity, or a single TWAN function is distributed among multiple entities should not dictate the P4C design decision for the choice of S2a policy control interface decision as there are other important design considerations such as simpler network deployment configurations, co-existence with other fixed-mobile interworking features, common converged policy and charging support, minimum interface configuration etc.       
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Figure 1

Recent offline discussions suggested the consideration of two basic approaches to define the Policy/QoS control interfaces between EPC and TWAN for P4C_TI (i.e. S2a interworking) and for P4C_TC (i.e. S2a converged policy and charging):  

A. Common interface approach across fixed, NSWO and EPC-routed traffic via S9a for interworking and Gxd for convergence
B. Legacy interface S2a/Gxa with enhancement to support S2a interworking and S2a converged policy and charging.  

The intent of this discussion paper is to present the design considerations regarding to these different approaches based on the practical network deployment considerations.  

1. P4C_TI - S2a IWK scenario: 
A. Continuation of Rel-11 BPCF interworking function support for Rel-12 P4C interworking 
Since Rel-11, in order enable the policy and QoS control interworking between the EPC and BBF access networks, a peer policy/QoS control function, Broadband Policy Control Function (BPCF), has been defined at the BBF access network to interwork with the 3GPP PCRF to support QoS policy aggregation and translation.  BPCF, as shown in figure 2 below, has been defined to support both S2b/S2c EPC-routed and NSWO interworking between the EPC and the BBF access. The NSWO interworking support should have no dependency on the offloaded traffic which could be switching from S2a, S2b or S2c PDN connection.  The interface between PCRF and BPCF is S9a. 

In the case of the NSWO, the BPCF performs the QoS parameters translations and aggregated resource admission control over S9a. 

In the case of S2a trusted WLAN access interworking and if S9a is deployed as the common policy and QoS control interface, the BPCF can continue to perform the same function over the S2a traffic. 

However, if S2a-GTP or S2a/Gxa for PMIP are used for QoS control interface, it is not clear where the functional entity should the QoS parameters translations be performed? 

B. NSWO and S2a EPC-routed co-existence
For practical and realistic deployment perspective, most likely both NSWO and S2a EPC-routed for GTP/PMIP will be deployed at the same time, and hence, the interworking support for both features are needed. To enable the policy/QoS control interworking between the EPC and BBF access network to support both types of traffic, either 
· via a common S9a interface between the PCRF and BPCF to support interworking for both the NSWO and S2a EPC-routed traffic, or
· via S9a for NSWO interworking, and via S2a+ GTP or S2a+Gxa‘ for PMIP with enhancement for S2a EPC-routed interworking   

NOTE: IETF draft for QoS Extensions for PMIP (i.e. draft-ietf-netext-pmip6-qos-00) is not considered at this point due to the non-RFC status and required further study. 

C. Requirement for QoS enforcement at the S2a GTP/PMIP peer (i.e. TWAG) at the FBB/BBF access
During the Rel-11 BBAI, there is no specific requirement at where in the BBF access to perform the QoS enforcement for S2a/S2b and NSWO.  For the case of S2a interworking for trusted WLAN access, the same consideration may also apply for the QoS enforcement at the TWAN.  Hence, both S9a or S2a/Gxa’ approaches can be considered to pass on the QoS control parameters to TWAN. 
NOTE: The internal configuration of the TWAN on how to transport the QoS control parameters to BNG is FFS.  
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Figure 2
2. P4C-TC – S2a Converged policy and charging support scenario: 
A. Requirement to support converged policy and charging control support the co-existence for S2a trusted WLAN access as well as the fixed device and NSWO in Rel-12 P4C 

Rel-12 P4C is required to support converged policy and charging control for not only the S2a GTP/PMIP EPC-routed traffic, but also for the fixed device and NSWO.  Gxd, as shown in figure 2 below, has been envisioned to support both the fixed device and NSWO converged policy and charging support between the EPC and the FBB/BBF access. The NSWO support should have no dependency on the offloaded traffic which could be switching from S2a, S2b or S2c PDN connection. 

In the case of the fixed device and NSWO, the BNG performs the QoS parameters translations and aggregated resource admission control over Gxd. 

In the case of S2a trusted WLAN access and if Gxd is deployed as the common policy and QoS control interface, the BNG can continue to perform the same function over the S2a traffic. 

However, if S2a-GTP or S2a/Gxa for PMIP are used for QoS control interface, it is not clear where the functional entity should the QoS parameters translations be performed? 

B. Fixed device, NSWO and S2a EPC-routed co-existence

For practical and realistic deployment perspective, most likely fixed device, NSWO and S2a trusted WLAN access for GTP/PMIP will be deployed at the same time, and hence, the converged policy and charging support for all these three scenarios are needed. To enable the converged policy/QoS control support between the EPC and FBB/BBF access network for the co-existence of all these three types of traffic, either 

· via a common Gxd interface between the PCRF and BNG to support converged policy and charging for fixed device, NSWO and S2a EPC-routed traffic, or

· via Gxd for fixed device and NSWO traffic, and via S2a for GTP or S2a+Gxa’ for PMIP with enhancement for S2a EPC-routed traffic   

NOTE: IETF draft for QoS Extensions for PMIP (i.e. draft-ietf-netext-pmip6-qos-00) is not considered at this point due to the non-RFC status and required further study. 

C. Requirement for QoS enforcement at the S2a GTP/PMIP peer at the FBB/BBF access

For converged policy and QoS control support for the fixed device and NSWO, it is expecting the QoS enforcement to be done at the BNG.  

For the case of S2a trusted WLAN access via GTP, BNG is still expected to be the one to enforce the QoS.  Regardless whether the Gxd or S2a-based QoS control interface approach is taken, either of these interfaces is expected to pass on the QoS control parameters to BNG to support the QoS enforcement. 

NOTE: The internal configuration of the TWAN on how to transport the QoS control parameters to BNG is FFS.  
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Figure 3: Policy control for S2a convergence
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