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Discussion

This paper aims to propose and modify the requirements for groups based on the requirements specified in TS 22.368 for group based policy control:
7.2.14.2
Group Based policing

The MTC Feature Group Based Policing is intended for use with a MTC Group for which the network operator wants to enforce a combined QoS policy.
For the Group Based Policing MTC Feature:

-
A maximum bit rate for the data that is sent/received by a MTC Group shall be enforced.

Proposed changes

8
Group Based Feature (GROUP)
8.3
Key Issue – Group based Policy Control

8.3.1
Description

Certain applications generally involve a group of devices. Typically applications today involve more than 1000 subscriptions for a single customer. From both customer and operator points of view, there is benefit in optimised handling of groups of devices.

Group based policing can be used to enforce a policy for a group of devices. This allows greater flexibility to the application or application owner compared to individual policies for each of the devices, while at the same time ensuring the operator that the particular group of devices does not unduly load the network.

8.3.2
Architectural Requirements

Editor's Note:
The requirements for group based policing are FFS.
The purpose of group based policing is to enforce policies for a group of devices (e.g. group APN AMBR).
-
The network shall provide the ability to define and enforce policies for groups of devices (e.g. to enforce a certain maximum bit rate for all devices of a group).
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