SA WG2 Temporary Document

Page 1

SA WG2 Meeting #92
S2-123039
9 - 13 July 2012 - Barcelona, Spain
(revision of S2-12xxxx)
Source:
Huawei, Hisilicon
Title:
P4C-F: principles for NSWO traffic
Document for:
Approval
Agenda Item:
8.3.1
Work Item / Release:
P4C-F
Abstract of the contribution: This contribution proposes principle for NSWO traffic from 3GPP UE in convergent scenario based on TS 23.139. However in P4C_F there is no distinction between the scenario of NSWO based on S2b, S2c or S2a , hence all of them are taken into considerations.
1
Introduction

TS 23.139 includes principles for supporting NSWO traffic in  interworking scenario. Many of the assumptions are also applicable to the convergent scenario  and so are proposed in the following for addition in TR 23.8bc 
1.1 NSWO for Trusted and Untrusted

The P4C_F has the scope to define the support of NSWO without mentioned the distinction between the trusted or untrusted scenario, however these different scenarios shall be taken into consideration in BB1 even if the work on BB3 I not yet initiated and BB6 is done in parallel. In the following the current Rel-11 specification for NSWO for untrusted and trusted scenario are resumed.
1.1.1 Untrusted scenario

According to TS 33.402 “The non-3GPP access networks, which are trusted, can be pre-configured in the UE. The UE can e.g. have a list with non-3GPP access technologies, or access networks, or serving network operators that allow procedures for trusted non-3GPP IP access. Additionally, during 3GPP-based access authentication the UE may receive an indication whether the non-3GPP IP access is trusted or not.  If such an indication is sent it shall be sent by the 3GPP AAA server as part of an EAP-AKA or EAP-AKA' request. If no such indication is received by the UE, and there is no pre-configured information in the UE, the UE shall consider the non-3GPP IP access as untrusted.  In case of pre-configured information and indication received as part of an EAP-AKA or EAP-AKA' request are in conflict, the received indication shall take precedence”
In TS 23.139 the support of QoS and accounting for NSWO traffic is provided only if the 3GPP UE had been authenticated performing EAP-based access authentication. Furthermore TS 23.139 states that “The Fixed Broadband Access domain has local policies that indicate as part of the inter-operator agreements, both if policy control for NSWO is provided and the NSWO-APN for subscribers for a given HPLMN.” , while any dynamic provisioning of such indication is out of the scope of Release-11.. In addition according to TS 23.139 and TS 23.203 Annex P procedures, if local policies indicate that PCC control for NS-WLAN offloaded traffic shall be provided, the BPCF initiates an IP-CAN session establishment for NS-WLAN offloaded traffic. For the time being in BB1 we can consider the same assumption valid in convergent scenario.
1.1.2 Trusted scenario

In Trusted scenario (SaMOG_WLAN) the same SSID can not offer simultaneously NSWO and EPC routed  traffic (see TS 23.402 clause 16.1.2). Furthermore  TS 23.402 states in Initial Attach procedure that:
-
The TWAN may indicate to the AAA server via STa whether it supports S2a, non-seamless offload, or both. The HSS/AAA may indicate via STa whether access to EPC via S2a is, or is not allowed for this subscriber. The HSS/AAA decision to allow EPC access or not could be based on information elements such as subscriber profile, access network, and/or SSID selected.

-
The TWAN determines based on HSS/AAA indication or pre-configured information whether or not to establish S2a. If the TWAN determined that S2a shall not be used steps 3-7 and 10-14 are skipped. Instead, the TWAN assigns an IPv4 address and/or IPv6 prefix from its local address pool to the UE (depending on the L3 attach request in step 9) and forwards the traffic without traversing EPC.
The above requirements shall be considered in BB1 for NSWO traffic.
1.1.3 Fixed broadband convergence scenario

In convergence scenario, considering the requirements for NSWO traffic resumed ain the above clauses, in order to perform QoS enforcement and charging for NSWO traffic, the 3GPP UE shall be authenticated by EPC network. In fact only if the UE is authenticated, the PCRF can retrieve the user profile information related to that given 3GPP UE and so it can take the appropriate decisions. While in case that device EAP-based authentication is not performed, the 3GPP UE can not be distinguished by any other device connected to the same line and consequently it will be consider a fixed device. 

2
Conclusion

Taken into account the above considerations, the contribution propose to add the text in the following in TR 23.896. 

*********         Start of 1st change ***************
5.1
Architectural requirements and assumptions 

Editor's note:
This clause will identify the architectural requirements and assumptions as well as architecture common for Building Block I.

5.1.1
Principles for Non-seamless WLAN offload traffic

Policy control and accounting for NS-WLAN offloaded traffic is provided only if 3GPP access authentication is performed. It is also assumed that the fixed broadband access network supports EAP-based authentication and that WLAN supports IEEE 802.1x.
The Fixed Broadband Access domain has local policies that indicate as part of the inter-operator agreements, both if policy control for NSWO is provided and the NSWO-APN for subscribers for a given HPLMN.

Editor’s Note: Dynamic provisioning from the HPLMN of either an indication of policy control for NS-WLAN traffic and what the NSWO-APN is for the subscriber of a certain PLMN is FFS.
For fixed broadband access network, it is assumed that it is able to trigger EAP-based access authentication (e.g. sending a EAP-identity request message to the UE) based on local policies that indicates as part of inter-operator agreements, if policy and accounting control for NSWO is supported. 
For untrusted s2b, untrusted s2c and for trusted s2c the UE may simultaneously have one or more connection(s) to the EPC and a connection to NS-WLAN using the same local IP address.

In this release of specification in case that fixed access network is considered as a trusted network a single SSID offering both NSWO traffic and EPC routed over S2a is not supported. When the 3GPP UE performs 3GPP EAP-based access authentication and the 3GPP AAA/HSS indicates if the SSID is used for NSWO, then the QoS and accounting is performed with the fixed broadband access network involvement. In case of indication that the SSID is for EPC routed the NSWO  can not be simultaneously supported. 
Editor’s Note: The simultaneous support of NSWO and EPC routed traffic for the same SSID in trusted scenario is under study in SaMOG WLAN WID and it is out of the scope of P4C WID.
*********         End of 1st change ***************
*********         Start of 2nd change ***************
5.3.x
Alternative X

5.3.x.1
General principles

Editor's note:
This clause will describe the general principles for alternative X for  Building Block I, 

3GPP PCC policy rules for a UE's NS-WLAN offloaded traffic are sent from the PCRF to the BNG via Gxd.
Editor’s Note: The support of policy and accounting control for NSWO traffic in presence of NAT is FFS.
*********         End of 2nd change ***************
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