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Abstract of the contribution: This paper updates the assessment section for the UE to server alternatives and proposes a conclusion on this aspect.
1. Introduction

A solution for sending SMS from “A” to “B” should be generic regardless “B” is a server or traditional UE because the receiver is addressed with MSISDN while the sender “A” is MSISDN-less. Therefore, one proposal to address the MSISDN-less UE to Server scenario is to reuse the same proposal for MSISDN-less UE to traditional UE.
Conclusion 1. Solution that is to be selected for sending SMS from MSISDN-less UE to traditional UE in subclause 5.3 can be applied also for sending SMS from MSISDN-less UE to Server. The network does not differentiate whether the end point is a server or a traditional UE.
When looking at possible spoofing nature of SMS and how it may cause the server to perform unnecessary network resource usage, it is recommended that the network can also provide a solution where the identity of the UE and SMS payload from UE to the server can be trusted. The deployment of this option is between the operator and the service provider that hosts the server.

Conclusion 2. A network can provide a solution where the identity of the UE and SMS payload from UE to the server can be trusted.

2. Proposal

Agree to the following conclusion

**** BEGIN CHANGE ****
7.2
Assessment of MSISDN-less IMS UE - Server communication via SMS alternatives

Table 7.2-1 summarizes the criteria / requirements vs. Alternatives for UE to Server direction.

Table 7.2-1: Criteria / Requirements vs. Alternatives for UE to Server direction

	Alternative ▶
Criteria▼
	Alt 1: Direct delivery with IP-SM-GW interworking
	Alt 2: SMS delivery through SMS proxy
	Alt 3: SMS submit with direct delivery from originating IP-SM-GW
	Alt 4: Reuse MTC-IWF for SMS delivery to Server

	Store and forwarding capability
	NO
	YES
	NO
	YES

	SMS payload size
	Reduced by the length of the target SIP URI
	Reduced by the length of the target SIP URI
	Reduced by the length of the target SIP URI
	NO

	Roaming impacts
	NO
	NO (both SMSC and IP-SM-GW are from the home PLMN)
	NO
	NO (both SMSC, IP-SM-GW, MTC-IWF are within home PLMN) 

	Provide a trusted environment to delivery SMS payload and sender identity to server. 
	Not guaranteed. Server can receive the SMS from any originating network.
	Not guaranteed. Server can receive the SMS from any originating network.
	Not guaranteed. Server can receive the SMS from any originating network.
	Yes

	Essential nodes and requirements▼
	
	
	
	

	Server
	When receives the SMS, it needs to extract the sender identity from SMS payload.

Construct the RP-ACK with RP-DA=short code and include sender identity – SIP URI into payload
	When receives the SMS, it needs to extract the sender identity from SMS payload.


	When receives the SMS, it needs to extract the sender identity from SMS payload.


	Only receive SMS payload and UE’s identity that originating the message.

	IP-SM-GW
	SMS status report delivery to UE is based on server to MSISDN-less UE mechanism. 
	When sending to the Server, it acts as SMS proxy for the MSISDN less UE by adding its own E.164 as the originator of the SMS in TP-OA.

It may insert UE's SIP URI in payload if it knows that UE has not done so already.
	It may insert UE's SIP URI in payload if it knows that UE has not done so already.

It sets the sender of the request (RP-Originating-Address) and the originator of the request (TP-Originating-Address) is set to the E.164 address of the IP-SM-GW 
	Analyse the TP-DA from UE with a corresponding list of server’s address given from HSS and forward this message to a designated SMSC to handle the message delivery toward the Server. If no match, this SMS is treated the same way as sending to traditional UE.

	SMSC-GMSC
	N/A
	It needs to look into the payload to be aware who is the actual sender. The trigger can be based on sending party (i.e. TP-OA is E.164 of IP SM GW)
	N/A
	Extract the payload from UE and forward the relevant information received from IP-SM-GW to MTC-IWF via T4.

	MSISDN-less UE
	Embed its own SIP URI in the payload

RP-OA: Short code
	None or embed its own SIP URI in the payload
	None or embed its own SIP URI in the payload
	None


Conclusions for Release 12 are:

· Solution that is to be selected for sending SMS from MSISDN-less UE to traditional UE in subclause 5.3 can be applied also for sending SMS from MSISDN-less UE to Server. The network does not differentiate the end point is a server or a traditional UE.
· To provide value added services, the network can provide a SMS payload delivery via Tsp to Server in a trusted way by using Alternative 4 “Reuse MTC-IWF for SMS delivery to Server”.

· It is recommended to standardize Alternative 4 for Rel 12.
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