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Abstract of the contribution: This contribution provides an update of the scope clause in TR 23.843 (v0.4.0), to align it with the latest approved CNO study item (SP-120262).
Introduction & Discussion
This study was started in Rel-11 but during the SA2 prioritization exercise it was de-prioritized. This study is restarted in Rel-12 timeframe with an updated study item in SP-120262. Hence, the scope clause in TR 23.843 (v0.4.0) needs to be updated to align with the revised study item.
Proposal

It is proposed to update clause 1 (Scope) of TR 23.843 (v0.4.0) as follows:
**** BEGIN OF CHANGE  ****
1
Scope

The present document investigates core network signalling overload scenarios and potential general handling solutions, in particular:
1. Identify and document events that have occurred and caused network disturbances due to signalling overload. In addition, identify and document scenarios that have high probability of occurrence in the 3GPP network, which may result in signalling overload for core network entities. Such scenarios/events may include HLR/HSS overload by RNC restart, denial of service attacks, and misbehaving/3GPP-non-compliant mobiles causing unpredictable system response;
2. Analyse the criticality of the scenarios and determine whether it is required to take actions for the identified scenarios;
3. Study ways to mitigate and/or eliminate the impact on the core network from signalling overload scenarios that are identified to be critical;
4. 
The information provided about the HSS/HLR overload will serve as a starting basis for the study. All currently deployed 3GPP networks should be covered in the study, including LTE

The study should avoid overlap with other parallel activities within 3GPP, and work in close cooperation with the specific WG in such situations.

During the study, if potential security threats such as denial of service attack scenarios are identified, SA WG3 must then be informed to take appropriate measures.
****  END OF CHANGE  ****
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