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Abstract of the contribution: This contribution discusses p2p link in SaMOG phase 2.
Introduction
In SaMOG phase 1, a per UE p2p link between the UE and the TWAG is required.
In SaMOG phase 2, when multiple PDN connection is introduced whether a per UE p2p link is enough or not need to be discussed.
Discussion
Rel-11 has agreed to use P2P link per UE between TWAG and UE to isolate UEs

When multiple PDN is supported two issues need to be clarified.

Question1: Whether a per UE P2P link between the UE and the TWAG is enough?
Alternative 1-1: P2P link per UE

In Release 11, Per P2P link between the UE and the TWAG is assumed.

P2P link is used to isolate each UEs to avoid uplink and downlink layer 2 or layer 3 packets influence each other. For example, UE may send multicast ARP packets to check IP address conflict, if it is received by other UEs in same TWAG, as other UEs may get same IP address from different PDN, so, IP address conflict happen. Another example is: period RA for an UE is multicasted, if it is received by other UEs in same AP, the UE’s IPv6 prefix is shared by other UEs. 

There are several methods for deploy P2P link. Two examples are as following. 
1) Per UE P2P link is guaranteed during authentication (e.g. VLAN or MPLS). 

2) For downlink, TWAG map multicast IP packets to unicast MAC packests based on RFC 6085; for uplink, TWAN forbids MAC layer communication between UEs. 

To support multiple PDN connections, for downlink, TWAG simply forwards the IP packets towards the UE through P2P link, The UE identify corresponding PDN connections per the destination IP address of IP packets. For uplink, TWAG filter uplink packets to corresponding S2a tunnels based on uplink TFT. 
Impact on the entities:

1)Impact on UE: The UE identify corresponding PDN connections per the destination IP address of IP packets.

2) Impact on TWAG: 1) to support Per UE P2P link TWAG support e.g. IETF RFC 6085 or VLAN as Rel-11. No further impact on TWAG.
Alternative 1-2: one P2P link per PDN connection
using Layer 2 mechanism (e.g.VLAN/MPLS) to provide different P2P link during each PDN connection establishment. E.g. When UE request PDN connection to TWAG, the TWAG allocate a VLAN ID to TWAP, TWAP use layer2 signalling and transfer VLAN ID to AP, then P2P link is unique in one TWAG. The method to make sure one p2p link between the WLAN AN and the UE is more complicated, we didn’t find a existing method to solve it.
Impact on the entities:

1) Impact on UE: The UE identify corresponding PDN connections per the destination IP address of IP packets.
2) Impact on TWAG: TWAG need allocate VLAN ID(MPLS Tag) when PDN connection is established. The capacity of PDN connections is limited due to the VLAN ID(MPLS Tag) scope
3) Impact on WLAN AN: it may have impact on WLAN AN, which is not clear so far.

Comparing the above two alternatives. Alternative1 is based on Rel-11 assumption, which does not restrict how the per UE P2P link is deployed between UE and TWAG. Alternative 1 is more simple solution relatively. Alternative 2 may have more impact on TWAG and WLAN AN. TWAG should support layer2 mechanism (e.g.dynamic VLAN/MPLS allocation which is complicated and also the whole number of PDN connections in one TWAG has restriction of 4094.

Conclusion1: one per UE P2P link between the UE and the TWAG is recommended.
Question 2: When multiple PDN connections are using IPv4 address space, How to avoid same IPv4 address is allocate to one UE?

To support multiple PDN connections, multiple PDN connections may have same private IPv4 address space. A mechanism is needed avoid IP address confliction on this.
Alternative2-1: the TWAG should make sure to avoid allocate same private IPv4 address to a UE twice. In case the TWAG receive the same private IPv4 address from S2a tunnel establishment procedure, the TWAG shall not allocate the IP address to the UE, instead it send release S2a tunnel request to the PDN GW and resend the S2a tunnel establish request to get a new IP address until a different IPv4 address is allocated.

Alternative2-2: When The UE receive same private IPv4 address from the network, it should release the new PDN connections and resend the PDN connection request until a different IPv4 address is allocated.
Alternative2-3:This case is considered as a corner case. No solution is specified. In 3GPP side, this case could also happen, there is no specific mechanism to avoid the UE get same private IPv4 address. 

Alternative 2-1 has no impact on the UE, however TWAG need additional handling on it. Alternative 2-2, it rely on the UE to release the new PDN connections. Alternative2-3, the behaviour is in line with 3GPP side. Alternative2-3 is preferred.
Conclusion 2: When the UE receive same IPv4 address from multiple PDN connections, it is regarded as a corner case. No solution is specified.
Proposal
It is proposed to adopt following modification to TR 23.852.
* * * Start of the proposed changes in TR 23.852 * * * *
8.2.1
Solution 1

.8.2.1.x:  Functional Description
8.2.1.x.1 P2P link
A per UE point-to-point link between the UE and the TWAG is assumed as SaMOG phase1.
8.2.1. x.2 Solution for IP address allocation
The UE may receive same IPv4 address from multiple PDN connections. There are several alternatives to solve this issue as following:

Alternative1: the TWAG should make sure to avoid allocate same private IPv4 address to a UE twice. In case the TWAG receive the same private IPv4 address from S2a tunnel establishment procedure, the TWAG shall not allocate the IP address to the UE, instead it send release S2a tunnel request to the PDN GW and resend the S2a tunnel establish request to get a new IP address until a different IPv4 address is allocated.

Alternative2: When The UE receive same private IPv4 address from the network, it should release the new PDN connections and resend the PDN connection request until a different IPv4 address is allocated.

Alternative3: This case is considered as a corner case. No solution is specified. In 3GPP side, this case could also happen, there is no specific mechanism to avoid the UE get same private IPv4 address. 
Evaluation:
Alternative 2-1 has no impact on the UE, however TWAG need additional handling on it. Alternative 2-2, it rely on the UE to release the new PDN connections. Alternative2-3, the behaviour is in line with 3GPP side. Alternative2-3 is preferred.

Conclusion: this issue is considered as a corner case. No solution is specified. 
 * * * End of the proposed changes in TR 23.852 * * * *
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