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1. This contribution proposes how to perform access control for LIPA service.Discussion
In Rel-10, the MME performs LIPA service access control. The MME can decide whether to activate LIPA service based on the following factors:
· the subscription data has the LIPA APN allowed information.

· UE is a CSG member

· The current accessing HeNB can provide a L-GW function (with LIPA capability)

In Rel-12, the MME still performs LIPA@LN service access control. The MME can decide whether to activate LIPA service based on the following factors:

· the subscription data has the LIPA APN allowed information.

· UE is a CSG member

· The current accessing HeNB has LIPA@LN capability. The L-GW IP address may be an implicit indication to show that the HeNB supports LIPA@LN capability, if a RAN‑based solution is selected.
In Rel-12, the MME still performs SIPTO@LN service access control. The MME can decide whether to activate SIPTO@LN service based on following factors:

· the subscription data has the SIPTO allowed information

· The current accessing HeNB has SIPTO@LN capability. The L-GW IP address may be an implicit indication to show that the HeNB supports SIPTO@LN capability, if a RAN‑based solution is selected.

However, there is an issue that arises concerning how to perform access control in the MME. The following use cases exist:

Case 1: if the APN requested by the UE is the APN for LIPA@LN, but the current accessing HeNB is a Rel‑10 HeNB with collocated L‑GW and supports Rel‑10 LIPA service only.

Case 2: if the APN requested by the UE is the APN for Rel‑10 LIPA service, but the current accessing  HeNB is Rel‑12 HeNB with standalone L‑GW and supports LIPA@LN service or SIPTO@LN service.
Case 3: if the APN requested by the UE is the APN for SIPTO@LN, but the current accessing HeNB is Rel‑10 HeNB with collocated L‑GW and supports Rel‑10 LIPA service only.

For case 1 and 3, service activation shall be rejected by the MME, as the current HeNB doesn’t support access to a local network. 

For case 2, the service can be activated by the MME. If HeNB will provide the L-GW IP address to the MME in S1-AP, then the same access control can be performed by the MME as per the Rel‑10 decision.

Therefore, how to perform access control for LIPA@LN service in the MME can be based on following information:

· the subscription data has the LIPA APN allowed information.

· UE is a CSG member

· The current accessing henb is with LIPA@LN capability.
· If a RAN‑based solution is concluded for L-GW selection, then additional information shall be provided in S1-AP to show that current HeNB has LIPA@LN capability, e.g. LHN ID.

· If a DNS solution is selected for L-GW selection, then the information to show that the current HeNB has LIPA@LN capability shall be transferred via S1-AP.

The MME can perform access control for SIPTO@LN service based on following information:

· the subscription data has the SIPTO APN allowed information.

· The current accessing HeNB is with SIPTO@LN capability.

· If a RAN‑based solution is concluded for L-GW selection, then additional information shall be provided in S1-AP to show that current HeNB has SIPTO@LN capability, e.g. LHN ID.

· If a DNS solution is concluded for L-GW selection, then the information to show that current HeNB has SIPTO@LN capability shall be transferred via S1-AP.

2. Proposal

5.2.x
Key issue #Lx: LIPA activation

5.2.x.1
General description

For Idle mode, how the MME performs access control for LIPA@LN service shall be considered.
5.2.x.2
Solution

The MME can perform access control for LIPA@LN service based on the following information:

· the subscription data has the LIPA APN allowed information.
· UE is a CSG member
· The current accessing HeNBhas LIPA@LN capability.
· If a RAN‑based solution is concluded for L-GW selection, then additional information shall be provided in S1-AP to show that the current HeNB has LIPA@LN capability, e.g. LHN ID.
· If a DNS solution is concluded for L-GW selection, then the information to show that the current HeNB has LIPA@LN capability shall be transferred via S1-AP.
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