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Abstract of the contribution:

This contribution describes the non-IMS session setup procedures for non-roaming cases and proposes text to clause 6.1 of the TR 23.862.

Proposal

It is proposed to include the following in TR 23.862.

(1) UE initiated non-IMS session setup procedure to non-IMS AS;

(2) Non-IMS AS initiated non-IMS session setup procedure to UE.
First Change

6.1.X Non-IMS Procedures for Non-roaming Cases
6.1.X.Y Session Setup Procedures
6.1.X.Y.1 UE Initiated Session Setup Procedure to Non-IMS AS
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Figure 6.1.X.Y.1-1: UE Initiated Non-IMS Session Setup Procedure to Non-IMS AS
Figure 6.1.X.Y.1-1 shows the UE initiated non-IMS session setup procedure to non-IMS AS.

1. UE initiates non-IMS session setup procedure by sending a Setup Request message (e.g. SIP INVITE) to the non-IMS AS. This message includes the user identity and may include the required QoS and UE capability information.
2. Non-IMS AS invokes whatever service control logic for this session attempt.

3. In order to confirm whether the session setup request from the UE is valid or not (e.g. the specific service may be barred for specific user in the subscriber’s profile), the non-IMS AS needs to check with the HSS-FE. User identity and specific application identifier are both included in this message.
4. HSS-FE queries the user data record from UDR as specified in TS 23.335, clause 5.3.

5. HSS-FE replies with a proper indication (e.g. allowed, not allowed, etc.).
6. If the session setup is allowed, the non-IMS AS responds to the UE with a Setup Response message. This message may include the authorized QoS and required charging information (e.g. charging rate).
7. The UE responds to the non-IMS AS with a Response Confirmation message to confirm the supplied charging information (e.g. charging rate) by the non-IMS AS. A charging information confirmation indication is included in this message.
Note: Before step 7, there should be user interaction on the UE side.
8. Either the UE or the non-IMS AS can initiate the resource allocation procedure to allocate resource for the session after sending out or receives the Response Confirmation message.
9. The non-IMS AS acknowledges with a Confirmation Ack message to the UE.
10. There may be other signalling interaction for specific application.
11. The non-IMS AS sends a Setup OK message to confirm that the session setup is successfully completed.
12. The UE acknowledges to the non-IMS AS with an ACK message.

13. The non-IMS AS triggers the online/offline charging after sending out the Setup OK message.
14. The session is started and ongoing.
6.1.X.Y.2 Non-IMS AS Initiated Session Setup Procedure to UE
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Figure 6.1.X.Y.2-1: Non-IMS AS Initiated Non-IMS Session Setup Procedure to UE
Figure 6.1.X.Y.2-1 shows the non-IMS AS initiated non-IMS session setup procedure to UE.

1. Before sending out the Setup Request message to UE, the non-IMS AS needs to check with HSS-FE whether the session setup for the user is allowed or not (e.g. the specific service may be barred for specific user in the subscriber’s profile). User identity and specific application identifier are both included in this message.
2. HSS-FE queries the user data record from UDR as specified in TS 23.335, clause 5.3.

3. HSS-FE replies with a proper indication (e.g. allowed, not allowed, etc.).

4. If the session setup for the user is allowed, the non-IMS AS initiates the non-IMS session setup procedure by sending a Setup Request message (e.g. SIP INVITE) to the UE.
5. Non-IMS AS A invokes whatever service control logic for this session attempt. This step can happen in parallel with step 4.

6. The UE responds to the non-IMS AS with a Setup Response message. This message may include the required QoS and UE capability information.
7. The non-IMS AS responds to the UE with a Response Confirmation message. This message may include the authorized QoS and required charging information (e.g. charging rate).

8. Either the UE or the non-IMS AS can initiate the resource allocation procedure to allocate resource for the session after sending out or receives the Response Confirmation message.

9. The UE acknowledges with a Confirmation Ack message to the non-IMS AS to confirm the charging information (e.g. charging rate) supplied by the non-IMS AS in step 7. A charging information confirmation indication is included in this message.
Note: Before step 9, there should be user interaction on the UE side.
10. There may be other signalling interaction for specific application.
11. The UE sends a Setup OK message to confirm that the session setup is successfully completed.

12. The non-IMS AS acknowledges to the UE with an ACK message.

13. The non-IMS AS triggers the online/offline charging after receiving the Setup OK message.

14. The session is started and ongoing.
End of Changes
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