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Abstract of the contribution: This contribution analyzes the architecture of Network selection policy and information used by ANDSF and hotspot 2.0 architecture. 

Discussion
1. Architecture Requirement
ANDSF is defined by 3GPP for network discovery and selection. It includes WLAN information and network selection policy.
Hotspot 2.0 Technical Group of Wi-Fi Alliance [1] leverages 802.11u for network information retrieval. In addition, the Policy Provisioning will be released in Release 2 of the Wi-Fi CERTIFIED Passpoint certification program.

Therefore, both ANDSF and Hotspot 2.0 have WLAN network information and network selection policies. The 3GPP operators who want to provide well connection management services to users need to have well coordinated network architecture design for network information and policy server.

2. Analyzing the ANQP Server and Policy Server
2.1 ANQP Server: An advertisement server in the Passpoint Hotspot Operator’s network containing ANQP Elements or information that can be used to derive the required ANQP Elements [2]. The ANQP elements include those inherited from 802.11u in [5] and those defined by Hotspot 2.0 in [1]. The information can be classified into three types, 
· Authentication: 3GPP Cellular Network Information, NAI Realm List, Roaming Consortium List
· Hotspot Identification: Domain Name, Venue Name Information, Venue Info Field, Operator Friendly Name
· Network Characteristics: IP Address Type Availability information, WAN Metrics, Connection Capability, Operating Class Indication
The information above, some of them are relatively static such as 3GPP Cellular Network Information, IP Address Type, Connection Capability, etc. Some of them is related with network selection policy such as Roaming Consortium List, Operator Friendly Name shall be coordinated with ANDSF network selection policy.
2.2 Policy Server
The Wi-Fi infrastructure provides policy information to the mobile device. “When a mobile device is within radio range of several hotspots, it shall associate to the network (e.g., SSID) having the highest preference supplied in the home SP policy.” The mobile device shall obtain operator policy from a policy server in the network using OMA DM 1.2 (or a higher version) of the protocol or the SOAP-XML protocol.
When Hotspot 2.0 is deployed by a 3GPP operator, such policy Provisioning Server shall be collocated with ANDSF or it shall have interfaces with ANDSF for policy coordination.

3. Current Architecture
The ANDSF Architecture defined in 3GPP TS 23.402 is the following.
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Figure 1 The ANDSF Architecture
The Reference Architecture for Hotspot Deployment in cellular networks introduced in [2] is the following.


[image: image2.emf]UE

Passpoint 

AP

ANQP Server

Home AAA 

Server

Router

HLR


Figure 2. Reference Architecture for Hotspot Deployment in cellular networks [2]

4. Proposed Architecture
The ANQP server is a logical entity. It advertises information to Hotspot 2.0 enabled UE. The ANQP server may be a standalone server. It may also be collocated with AP or AC. Considering the 3GPP deployment scenario, the ANDSF may provide ANQP server with the information which will be delivered to the UE. Therefore, the information to be delivered to UE can be managed and maintained in one server in the network. 

As ANDSF, the Policy Server uses OMA-DM (or SOAP-XML) to provide policies to UE. Therefore, for 3GPP operator, the ANDSF server can be leveraged to perform as the Policy Server when Hotspot 2.0 R2 is deployed. In this way, the policy provisioned to UE can be defined in a consistent way and the confliction and duplication can be minimized.
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Figure 3. Coordinated Architecture for Network Information and Policy Server
5. References
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Proposal
It is proposed to add the relevant sections in TR 23.865.
First change
5.x
Key Issue –Coordinated Architecture for Network Information and Policy Server
5.x.1
Description

Hotspot 2.0 Technical Group of Wi-Fi Alliance leverages the ANQP mechanism in 802.11u for network information retrieval. The information includes Authentication, Hotspot Identification and Network Characteristics. Some of the information related with network and are static, however, some of the information is related with network selection.
In addition, the Policy Provisioning will be released in Release 2 of the Wi-Fi CERTIFIED Passpoint certification program. The Policy Server uses OMA-DM (or SOAP-XML) to provide WLAN selection policies to UE.
ANQP server and Policy Server are logical entities. In comparison, ANDSF consists of both network information and network selection policies. The information related with network selection in ANQP server shall be coordinated with ANDSF through converged or interacted architecture. In view of the similarities on policy and protocol, the ANDSF may perform or be integrated with the Policy Server.
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Figure X. Coordinated Architecture for Network Information and Policy Server
5.x.2
Required Functionality

The Hotspot 2.0 architecture, when it is introduced, shall have a coordinated architecture/interface for network information and policy server with existing 3GPP architecture. In this way, the information and the policy provisioned to UE shall be defined in a consistent way without confliction and duplication.
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