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Abstract of the contribution: This document presents another alternative for realizing SIRIG marking which is based on a dynamically chosen DSCP for the identification of traffic that belongs to a specific application and the usage of a corresponding dynamic PCC rule for the SIRIG marking.
1. Introduction
C3-120798 discusses a couple of alternatives for realizing a SIRIG marking in the GTP-U headers with the help of ADC and/or PCC rules. This document presents a further alternative which re-uses some of the mentioned methods but combines them in a slightly different way. 

2. Alternative Solution 

A SIRIG marking in the GTP-U headers of specific application flows can be also achieved in the following way:

1. The ADC function (regardless of whether it is PCEF internal or provided by a stand-alone TDF) is configured to identify the application(s) of interest. Every detected IP packet will get a DSCP assigned in its IP header. The DSCP is however chosen dynamically, i.e. there is no static relation for which DSCP to use for what application. The very first application detected for a UE IP-CAN session will get the very first DSCP (out of the set of DSCPs 3GPP will finally select to use). The second detected application will get the second DSCP and so on. The chosen DSCP is used for marking the downlink IP packets of this application but will be also sent to the PCRF together with the information that a new application has been detected (i.e. application identifier, start of application event).

2. The PCRF can then check which Service Class Indicator is required for this application. The SCI may depend on the PLMN the UE is connected to, the set of applications to be differentiated or any other information or policy. If an SCI is to be used for this application traffic, the PCRF provides a PCC rule to the PCEF with an SDF filter containing only the DSCP received from the ADC function. The PCC rule will also contain the SCI to be used.

3. The PCEF will install the PCC rule and can now identify the application traffic (based on the DSCP assigned and set by the ADC function) and set the SCI (received in the PCC rule) in the GTP-U header of every IP packet belonging to the application.

3. Advantages and Disadvantages
Compared to a configuration based approach, this solution requires a small extension to the service flow description provided by the ADC function (i.e. the DSCP chosen for this application) and may lead to a little more signaling between the involved nodes. While it is quite likely that the reporting of an application start/stop to the PCRF will happen anyway, the provisioning/removal of the corresponding PCC rule would come in addition. The overall number of interactions could however remain the same (or even decrease) if the traffic identification is based on a DSCP instead of an IP-5-tuple based service flow description (which requires a notification and a PCC rule modification for every new IP-5-tuple detected in the application traffic). 
At the same time, considerable advantages for the SIRIG feature are achievable:
· All decisions are concentrated at the PCRF and can be taken dynamically (i.e. whether to use SIRIG for an application and which SCI to take). This should be helpful for managing a set of concurrent applications and their impact on each other and any other traffic.
· The need for extensive configurations at PCEF/TDF with respect to what DSCPs/SCIs to use for which PLMN and which application can be avoided.
· There would be no dependency on encoding limits for the DSCPs (the envisaged 32 DSCPs should be enough for all applications of a single UE but may not be enough for all applications an operator wants to handle in the network).

· The PCEF performs the setting of the SCI in GTP-U according to the DSCP for a part of the dynamic PCC rules only instead of being required to check the DSCPs of all the traffic belonging to the IP-CAN session. 
· The very same solution can be applied for a PCEF internal ADC function as well as for a stand-alone TDF. 
Finally, this solution should be also helpful with respect to the requirement stated in 23.203 section 6.6.2 that “The PCRF is recommended to use monitoring so that the same traffic is not monitored by both PCC rules and ADC rules. This avoids double counting.” as the PCEF can now become aware of downlink traffic belonging to an application.
4. Conclusion
This document presents a further alternative for SIRIG marking by combining some of the methods mentioned in C3-120798 in a slightly different way. The key point is the use of a dynamically chosen DSCP for the identification of traffic that belongs to a specific application and the usage of a corresponding dynamic PCC rule for the SIRIG marking. 
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