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Abstract of the contribution:

This discussion paper analyses rules' mechanisms suggested for SIRIG and proposes conclusions on those mechanisms' support.
1 Discussion
Currently, the solution, proposed by CT3 group, includes:

1. For TDF, ADC Rules usage with included DSCP value within the rule. The column "PCRF permitted to modify for a dynamic ADC rule" for DSCP value is marked with "N/A" value which means that only predefined ADC Rules are recommended for usage, though it is not explicitly said within the text of the CR. 
Having only a predefined ADC Rules support for SIRIG introduces significant limitation and lack of flexibility for application detection and control implementation. If application detection is being used in the network not only for SIRIG purposes, but also for the purposes of enforcement control e.g. bandwidth limitation, having only a predefined ADC Rules support would mean that for each potentially possible bandwidth limitation value additional predefined ADC Rule should be provisioned in advance, and PCRF may enforce only ADC Rules with values preconfigured in advance. It is not clear why such a limitation should come as a result of SIRIG introduction to the application detection and control functionality, therefore it is proposed:
Proposal 1: No limitation on dynamic ADC Rules usage. It is recommended, for the simplicity purposes and due to lack of the corresponding SIRIG requirements, to avoid modifying of DSCP value for a dynamic ADC Rule, by assigning value "No" for the parameter indicating whether PCRF is permitted to modify this parameter for a dynamic ADC Rule.

2. For PCEF "with extended packet inspection capabilities" as per text of the CR, it is suggested:

a. CT3 couldn't agree on predefined PCC Rules usage and left this decision to SA2 as per the LS S2-121744 and the CRs received. Please see the following bullets for the functionality description.
b. If the PCEF is enhanced with ADC, the applicable Service Class Indicator value may be part of the preconfigured information at the PCEF within ADC rules or predefined PCC rules. 
c. For a PCEF that is not enhanced with ADC functionality, the applicable Service Class Indicator value may be part of the preconfigured information within the predefined PCC rules.
We introduced application detection and control functionality in Rel-11. For the purpose of application detection and control functionality ADC Rules were introduced both in case of TDF and in case of PCEF enhanced with ADC. Also privacy policy check mechanisms applicable for application detection per subscriber's profile were introduced in Rel-11. Other aspect is that terminology of "extended packet inspection capabilities' is not part of the existing PCC specifications, where, in order to fulfill this functionality, "PCEF enhanced with Application Detection and Control" terminology was introduced instead. Regardless of the type of the rules provided, it is clear that, in order to fulfill the requirement, those capabilities need to be supported at PCEF, therefore the discussion is only about few AVPs, related to ADC Rules, which need to be supported, and, as SIRIG anyway is coupled logically with the application awareness, there should be no issue about such a support. 
Additional points for consideration of predefined PCC Rules support for this functionality are:
· Unclear description of functionality and requirements on the question when PCC and when ADC Rules should be used.

· Lack of flexibility for application detection and control, as the functionality can't be supported by dynamic PCC Rules, while it can and should be supported for dynamic ADC Rules.
· Limitation in usage of predefined PCC Rules for application detection, while there is more than one bearer for IP-CAN session, as uplink traffic from the UE on a bearer which doesn't comply with the bearer binding of that PCC Rule, would by-pass the PCC Rule and would thus not be detected unless same predefined PCC Rule is installed in all IP-CAN session bearers, which may not work in a general case as a predefined PCC Rule that contains downlink sdf can only be activated once per IP-CAN session, as per TS 23.203. In any case, such a problem doesn't exist in GERAN, but may become more important in case SIRIG will be extended to additional RANs.
· Complexity in PCRF and PCEF implementations, where both types of rules would have to be enhanced with SIRIG parameters unnecessarily.

· The lack of separation of legacy PCC rules versus application detection over S9 requires non-trivial functions within the V-PCRF.
· For example, if V-PCRF supports mode of operation of working with TDF (ADC Rules), and received predefined PCC Rule dedicated for application detection from H-PCRF, then it would need to translate that PCC Rule into ADC Rule (instead of taking ADC Rule as is and passing it).
· Unnecessary complexity in configuration, if PCC Rules are being used for application detection in addition to their "legacy" functionality.
· Application detection may require detection methods which are in conflict with the notion of precedence of PCC rules.
· Unnecessary complexity for IOT implementations, if both predefined PCC Rules and ADC Rules are supported for this functionality.

Proposal 2: Following the above mentioned arguments, it is suggested to proceed with ADC Rules and the terminology of "PCEF enhanced with ADC" to cover case where application detection and control functionality is performed by the PCEF.

d. Both for predefined PCC Rules and for ADC Rules, the column "PCRF permitted to modify for a dynamic PCC/ADC rule" for SCI value is marked with "N/A" value which means that only predefined ADC/PCC Rules are recommended for usage, though it is not explicitly said within the text of the CR. The same point as mentioned for ADC Rules in (1) above.
Proposal 3: For the predefined PCC Rules, following the proposal 2, it is recommended to exclude their usage for SIRIG. For the ADC Rules, it is recommended to follow the same approach as described by the Proposal 1- No limitation on dynamic ADC Rules usage. It is recommended, to avoid modifying of SCI value for a dynamic ADC Rule, by assigning value "No" for the parameter indicating whether PCRF is permitted to modify this parameter for a dynamic ADC Rule.
2 Action

SA2 is asked to review and decide about the appropriate rules' mechanism to be used. 

Based on the results of the discussion, CRs supporting the corresponding approach needs to be reviewed.
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