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Abstract of the contribution:

This discussion paper analyses DSCP support in case of TDF and proposes to proceed with this solution in Rel-11.
1 Discussion
One of the questions raised by CT groups in their LS on SIRIG (S2-121744) is whether DSCP approach is acceptable for the case where TDF detects the applications in the network.
Different approaches were discussed by CT groups before making a conclusion that DSCP marking is the mostly acceptable solution. Please see C4-120831 for the details and pros/cons per each one of the options. Eventually, some concerns were raised against the selected DSCP based approach and this paper attempts to address those concerns.

1. Number of applications to be supported. The concern is that the amount of available DSCP values which are not in usage may not be sufficient for differentiation of Service Class Indicators transferred to GERAN. The claim, however, is that SIRIG requirement is not about full application awareness in the GERAN, which would be really strange requirement considering logical division of the responsibilities between the radio and the core network, rather about providing information about "classes" of applications. Therefore, the number of such classes is not expected to be high and number of available DSCP values which are not in usage would be sufficient.
2. PCRF based approach, pushed as an alternative method, can't be used in the following cases:
a. (as per C4-120831) Introduces latency to pass the information to the PCEF (TDF -> PCRF -> PCEF): 

· Packets from short sessions (e.g. web browsing, instant messaging) may be sent without their mark (until the PCEF gets the service class indicator); let's keep in mind that the major use case triggered SIRIG standardization in GERAN was instant messaging radio network optimizations.
· The “service class indicator” info, when retrieved by PCEF, may not be useful anymore if no more packets belonging to the corresponding application are received;

b. (as per C4-120831) PCRF based approach would work only for a limited number of applications: 
For applications for which reporting of IP filters is not possible / SDF can't be deduced (e.g. the application is a collection of flows with changing ports, sources), it would only be possible to mark all the packets of the bearer with the same mark, instead of marking each flow carried by the bearer with its own mark. 
This would also require that the PCRF signals to the PCEF that the SCI value applies to the whole bearer and not to specific SDFs, which may be considered as a deviation from existing principles. This is because transferring of sdf in case of non-deducible sdf for the specific applications (e.g. skype, P2P) is not a performance issue, as appears in the claims suggesting to consider PCRF based approach, it simply can't work. 
3. DSCP solution has clear pros with regard to GGSN support, as inner IP inspection/DSCP related functionalities are already available at GGSN.
4. The claim that PMIP case and case of TDF in the network should be treated similarly thus postponed to the future release is not correct, in our view, as there are no PMIP related requirements for GERAN, while there is basic requirement expressed by operators to support scenarios with TDF for SIRIG. Postponing of the support would mean lack of the requirements in Rel-11 to fulfil SIRIG objectives when architecture with TDF is supported.
5. DSCP solution indeed has its limitations, which should be clearly stated in the specification:

a. Unless a class of applications for SIRIG matches the definition of a DSCP value standardised by IETF, DSCP values with no standardised meaning in IETF are used. DSCP values in ranges reserved by IANA for private usage are suitable. There are 32 such DSCP values, and as mentioned above, such a number should be sufficient for service class indicators number.
b. Using DSCP values with no standardised meaning in IETF prevents any IP router between TDF and PCEF to perform differentiated service scheduling for related IP packets unless it is updated or configured to support those DSCP values. 

c. It is assumed that no network elements between TDF and PCEF modify DSCP values.
6. Similar solution by using DSCP marking is standardized already for 3GPP and Fixed Broadband Access Interworking, please see TS 23.139, section 6.3.
Thus, based on the arguments above and additional arguments which appear in C4-120831 it is proposed to move forward with DSCP based approach for R-11 in case of TDF.
Having said that, PCRF based method may work and may be beneficial for some specific applications with deducible service data flows. Therefore, in the future Releases, if enhancements to SIRIG will be proposed, it can be considered along with the method of DSCP marking. In such a case, clear definition on when PCRF based solution can be used should be then introduced.
2 Action

SA2 is asked to review the paper and agree to proceed with DSCP based approach for TDF in Rel-11 in order to fulfill SIRIG requirements.
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