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********************************** 1st CHANGES ********************************
4.4.2
MTC-IWF

To support the Indirect and Hybrid models of MTC, one or more instances of an MTC InterWorking Function (MTC-IWF) reside in the HPLMN. An MTC-IWF may be a standalone entity or a functional entity of another network element. The MTC-IWF hides the internal PLMN topology and relays or translates signaling protocols used over Tsp to invoke specific functionality in the PLMN.

The MTC-IWF shall support all the following functionalities:
-
termination of the Tsp, S6m, T5a, T5b, T5c, T4 and Rf/Ga reference points;

-
ability to authorize the SCS before communication establishment with the 3GPP network;

-
ability to authorize control plane requests from an SCS;

-
the following device trigger functionalities:

-
reception of a device trigger request from SCS,
-
report to the SCS the acceptance or non-acceptance of the device trigger request,
-
report to the SCS the success or failure of a device trigger delivery,
-
application of MTC-IWF and/or SGSN/MME induced congestion/load control as part of the response to trigger requests, and

-
assignment of appropriate identifier (e.g. port address number) to allow the UE to distinguish an MT message carrying device triggering information from any other type of messages;
-
an HSS resolution mechanism for use when multiple and separately addressable HSSs have been deployed by the network operator (see e.g. the SLF / Diameter Proxy agent specified in clause 5.8 TS 23.228 [10]);
-
interrogation of the appropriate HSS, when needed for device triggering, to:

-
map E.164 MSISDN or External Identifier to IMSI of the associated UE,
-
retrieve serving node information for the UE (i.e. serving SGSN/MME/MSC identifier), and
-
determine if a SCS is allowed to send a device trigger to a particular UE;
-
selection of the most efficient and effective device trigger delivery mechanism and shielding of this detail from SCS based on:
-
current UE serving node information from HSS/HLR (e.g. serving MME/SGSN/MSC identifier),
-
the device trigger delivery mechanisms supported by the UE,
-
the possible device trigger delivery services supported by the HPLMN and, when roaming, VPLMN,
-
any operator defined device trigger delivery policies, and/or

-
any information received from the SCS;
-
protocol translation, if necessary, and forwarding towards the relevant network entity (i.e. serving SGSN/MME/MSC or SMS-SC inside HPLMN domain) of a device trigger request to match the selected trigger delivery mechanism;

-
generation of device trigger CDRs with External Identifier and SCS Identifier and forwarding to CDF/CGF over instance of Rf/Ga; and
NOTE:
CDR generation with or without a device trigger indication by other network entities is not precluded by CDR generation by the MTC-IWF.

-
ability for secure communications between the 3GPP network and the SCS.

The characteristics of the MTC-IWF include the following:

-
multiple MTC-IWFs can be used with a HPLMN; and
-
system shall be robust to single MTC-IWF failure.
****************************** NEXT CHANGES ********************************

4.4.3
HSS

An HSS supporting device triggering shall support the following functionalities:

-
termination of the S6m reference point where MTC-IWFs connect to the HLR/HSS;

-
stores and provides to MTC-IWF the mapping/lookup of E.164 MSISDN or external identifier(s) to IMSI and subscription information used by MTC-IWF for device triggering (e.g. serving MME/SGSN/MSC identifier);

-
mapping of E.164 MSISDN or external identifiers to IMSI of the associated UE;
-
serving node information for the UE (i.e. serving SGSN/MME/MSC identifier); and
-
determine if a SCS is allowed to send a device trigger to a particular UE.
****************************** NEXT CHANGES ********************************

4.4.4
GGSN/P-GW

A GGSN or P-GW supporting the Indirect or Hybrid model of MTC may support the following functionality:

-
Based on APN configuration and unavailability of MSISDN and External Identifiers(s) in the GGSN/PGW, the GGSN/PGW either queries a MTC AAA server for retrieval of External Identifier(s) based on IMSI or routes RADIUS/Diameter requests for AAA servers in external PDNs (as specified in TS 29.061 [8]) via a MTC AAA proxy.
****************************** NEXT CHANGES ********************************

4.4.5
SGSN/MME/MSC










NOTE:
In this Release of the specification, no functionality is specified in SGSN, MME or MSC Server.
****************************** NEXT CHANGES ********************************

4.4.7
MTC AAA
To support translation of the IMSI to External Identifier(s) at the network egress, an AAA function (MTC AAA) is used in the HPLMN. The MTC AAA may be deployed to return the External Identifier(s) based on IMSI. Alternatively the MTC AAA may be deployed as a RADIUS/Diameter proxy between the GGSN/PGW and the AAA server in the external PDN.
When deployed as an AAA Server, the MTC AAA shall support the following functionalities:
-
return the external identifier(s) corresponding to an IMSI; and
-
may query the HSS with IMSI to retrieve the External Identifier(s) and may cache IMSI/External Identifier mapping to avoid multiple HSS queries.

When deployed as an AAA Proxy, the MTC AAA shall support the following functionalities:
-
replace IMSI with an External Identifier for messages to an external AAA server;

Editor's Note:
It is FFS how the MTC AAA behaves in case multiple External Identifiers map to the same IMSI.

-
replace External Identifier with IMSI for messages from an external AAA server;

-
identifying the destination external AAA server using standard RADIUS/Diameter procedures; and
-
optionally, query the HSS with IMSI to retrieve the external identifier(s) and cache IMSI/External Identifier mapping to avoid multiple HSS queries.
****************************** NEXT CHANGES ********************************

Annex B (Informative):
Trigger Delivery using T5
NOTE:
T5 triggering is work in progress and not part of this Release.

A SGSN, MME or MSC Server supporting Device Triggering with T5 supports the following functionalities:
-
SGSN terminates the T5a reference point;

-
MME terminates the T5b reference point;

-
MSC terminates the T5c reference point;

-
receives device trigger from MTC-IWF;

-
encapsulates device trigger information in NAS message sent to the UE used for MTC;

-
receives device trigger acknowledgement from the triggering UE;

-
reports device trigger delivery success/failure status to MTC-IWF; and

-
optionally, provides SGSN/MME congestion/load information to MTC-IWF.
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Figure B-1: T5 Trigger Delivery Flow

1.
The MTC-IWF uses the UE capabilities, serving CN node(s) capabilities retrieved from the HSS to select a suitable serving CN node capable of T5 triggering. The MTC-IWF sends a Submit Request (IMSI, message priority, MTC-IWF ID, reference number, single delivery attempt flag (optional), validity time (optional), Request type (trigger application), application PDU) to the serving CN node. If there is more than one serving CN node, the MTC-IWF should send the message to the serving CN node where the UE is currently camping with highest probability e.g. based on information received from HSS or cached information from earlier trigger attempts.

2.
The serving CN node indicates the Request type (trigger application), application PDU, MTC-IWF ID, Reference number within the NAS message and delivers it to the UE. Serving CN node generates the necessary CDR information for charging. UE provides the trigger content and trigger type to the corresponding application.

Editor's Note:
It is FFS whether and how a generic container or SMS can be used to transport the trigger content.

NOTE:
If the UE is in idle mode, the serving CN node may page the UE prior to sending a NAS message for delivering the trigger.


The UE responds with the delivery status (cause), MTC-IWF ID, Reference number, Response type (trigger application), and optionally, application PDU.
3.
The serving CN node sends a Delivery Report (IMSI, cause, reference number, delivered by CN node, Response type (trigger application), and if received, application PDU) message to the MTC-IWF. Cause indicates whether the Trigger-Message was successfully delivered to the UE or if failed, the reason for the failure.

****************************** END OF CHANGES ********************************
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