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4.3.12.1
Introduction

Clause 4.3.12 IMS Emergency Session provides an overview about functionality for emergency bearer services in a single clause. The specific functionality is described in the affected procedures and functions of this specification. For discrepancies between this overview clause and the detailed procedure and function descriptions the latter take precedence.

Emergency bearer services are provided to support IMS emergency sessions. Emergency bearer services are functionalities provided by the serving network when the network is configured to support emergency services. Emergency bearer services are provided to normal attached UEs and depending on local regulation, to UEs that are in limited service state. Receiving emergency services in limited service state does not require a subscription. Depending on local regulation and an operator's policy, the MME may allow or reject an emergency attach request for UEs in limited service state. Four different behaviours of emergency bearer support have been identified as follows:

a.
Valid UEs only. No limited service state UEs are supported in the network. Only normal UEs that have a valid subscription, are authenticated and authorized for PS service in the attached location are allowed. It is not expected that a normal UE would perform an emergency attach. Normal UEs should be attached to the network and then perform a PDN Connection Request when an IMS emergency session is detected by the UE.

b.
Only UEs that are authenticated are allowed. These UEs must have a valid IMSI. These UEs are authenticated and may be in limited service state due to being in a location that they are restricted from service. A UE that can not be authenticated will be rejected.

c.
IMSI required, authentication optional. These UEs must have an IMSI. If authentication fails, the UE is granted access and the unauthenticated IMSI retained in the network for recording purposes. The IMEI is used in the network as the UE identifier. IMEI only UEs will be rejected (e.g., UICCless UEs).

d.
All UEs are allowed. Along with authenticated UEs, this includes UEs with an IMSI that can not be authenticated and UEs with only an IMEI. If an unauthenticated IMSI is provided by the UE, the unauthenticated IMSI is retained in the network for recording purposes. The IMEI is used in the network to identify the UE.

To provide emergency bearer services, the MME is configured with MME Emergency Configuration Data that are applied to all emergency bearer services that are established by an MME on UE request. The MME Emergency Configuration Data contain the Emergency APN which is used to derive a PDN GW, or the MME Emergency Configuration Data may also contain the statically configured PDN GW for the Emergency APN.

UEs that are in limited service state, as specified in TS 23.122 [10], initiate the Attach procedure with indicating that the attach is to receive emergency services. Also UEs that had attached for normal services and do not have emergency bearers established and are camped on a cell in limited service state (e.g. because of restricted Tracking Area or not allowed CSG) shall initiate this Attach procedure, indicating that the attach is to receive emergency services. The network supporting emergency services for UEs in limited service state provides emergency bearer services to these UE, regardless whether the UE can be authenticated, has roaming or mobility restrictions or a valid subscription, depending on local regulation. The UEs in limited service state determine that the cell supports emergency services over E-UTRAN from a broadcast indicator in AS.

For a UE that is Emergency Attached, if it is unauthenticated the EPS security context is not set up on UE.

UEs that camp normally on a cell, i.e. without any conditions that result in limited service state, initiate the normal initial attach procedure if not already attached. Normal attached UEs initiate the UE Requested PDN Connectivity procedure to receive emergency bearer services. The UEs that camp normally on a cell are informed that the PLMN supports emergency services over E-UTRAN from the Emergency Service Support indicator in the Attach and TAU procedures. UEs that camp normally on a cell may also use the emergency attach procedure under conditions specified in TS 24.301 [46], e.g. when the MM back-off timer is running.

NOTE 1:
Failure of the normal initial attach may occur e.g. when the network rejects the request with a back-off time.

NOTE 2:
The establishment of the emergency bearer services may fail when the UE needs to perform a TAU prior to the UE Requested PDN Connectivity procedure, i.e. the UE moved into a non-registered Tracking Area with the MM back-off timer running in the UE.

If a normally attached UE is in idle mode and if the UE needs to deactivate one or more EPS bearers to be able to establish emergency bearer services, the UE shall first deactivate EPS bearer(s) locally. After this, the UE shall perform a TAU procedure in order to synchronise the EPS bearer status before proceeding to request for the establishment of emergency bearer services.  
For a UE that is Emergency Attached, normal PLMN selection principles apply after the end of the IMS emergency session.

For emergency bearer services any EPC functions, procedures and capabilities are provided according to clause 4 except when specified differently in the following sections.

For emergency bearer services there is no support of inter PLMN mobility in this version of the specification.

For emergency bearer services there is no support of handover from non-3GPP access to E-UTRAN access in this version of the specification.

The UE shall set the RRC establishment cause to emergency as defined in TS 36.331 [37] when it requests an RRC connection in relation to an emergency session. Specific situations that require setting the RRC establishment cause to emergency are described in TS 24.301 [46].

When a PLMN supports IMS emergency services, all MMEs in that PLMN shall have the same capability to support emergency bearer services.

NOTE:
Idle mode Signalling Reduction (ISR) is not supported by the network for UEs that only have bearers related to emergency bearer service.

5.3.3.0
Triggers for tracking area update

A standalone tracking area update (with or without S‑GW change, described in clauses 5.3.3.1 and 5.3.3.2 respectively) occurs when a GPRS-attached or E‑UTRAN-attached UE experiences any of the following conditions:

-
UE detects it has entered a new TA that is not in the list of TAIs that the UE registered with the network (except for the case of a UE configured to perform Attach with IMSI when entering a TA in a new non-equivalent PLMN in RRC-IDLE mode);

-
the periodic TA update timer has expired;

-
UE was in UTRAN PMM_Connected state (e.g. URA_PCH) when it reselects to E‑UTRAN;

-
UE was in GPRS READY state when it reselects to E‑UTRAN;

-
the TIN indicates "P-TMSI" when the UE reselects to E-UTRAN (e.g. due to bearer configuration modifications performed on GERAN/UTRAN);

-
the RRC connection was released with release cause "load re-balancing TAU required";

-
the RRC layer in the UE informs the UE's NAS layer that an RRC connection failure (in either E-UTRAN or UTRAN) has occurred;

-
a change of the UE Network Capability and/or MS Network Capability and/or UE Specific DRX Parameters and/or TS 24.008 [47] MS Radio Access capability (e.g. due to GERAN radio capability change or CDMA 2000 Radio Access Technology Capability change) information of the UE.

-
for a UE supporting CS fallback, or configured to support IMS voice, or both, a change of the UE's usage setting or voice domain preference for E-UTRAN.

-
for a SR-VCC capable UE, a change of MS Classmark 2 and/or MS Classmark 3 and/or Supported Codecs.

-
UE manually selects a CSG cell whose CSG ID and associated PLMN is absent from both the UE's Allowed CSG list and the UE's Operator CSG list.

-
UE receives a paging request from the MME while the Mobility Management back off timer is running and the UE's TIN indicates "P-TMSI".
- 
UE needs to deactivate one or more EPS bearer context(s)  before requesting for the establishment of emergency bearer services.
NOTE 1:
The complete list of TAU triggers is specified in TS 24.301 [46].

The procedure is initiated by an UE in either ECM-IDLE state or ECM-CONNECTED state. The decision to perform S‑GW change during the tracking area update procedure is made by the MME independently from the triggers above.

If SIPTO is allowed for the APN associated with a PDN connection, the MME should re-evaluate whether the PGW location is still acceptable. If the MME determines that PGW re-location is needed, the MME may initiate PDN deactivation with reactivation requested according to clause 5.10.3 at the end of the tracking area/routing area update procedure.

NOTE 2.
It depends on the operator's configuration in the MME whether to use the deactivation with reactivation request or allow the continued usage of the already connected GW.

If LIPA is active for a PDN connection of the UE, the source MME (or S4-SGSN) shall not include LIPA bearer(s) in the EPS bearer Context during Tracking Area Update procedure and shall release the core network resources of this LIPA PDN connection by peforming the MME requested PDN disconnection procedure according to steps 2 to 6 of clause 5.10.3 before it responds with the Context Response message in the case of inter-MME/SGSN mobility or after it receives Tracking Area Update Request in the case of intra-MME mobility.

NOTE 3:
The source MME may not be able to release the LIPA PDN connection after the Context Response is sent as when there is no SGW relocation, the SGW will assign the S11 control tunnel of the UE to the new MME after the new MME updates the context information.

During the Tracking Area Update procedure, if the MME supports SRVCC and if the UE SRVCC capability has changed, the MME informs the HSS with the UE SRVCC capability e.g. for further IMS registration.

The cell selection for UTRAN is described in TS 25.304 [12] and TS 25.331 [33].
