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***** 1st CHANGE *****
4.8.1
Architecture for Access Network Discovery Support Functions

The following architecture may be used for access network discovery and selection. The support and the use of these functions and interfaces are optional.
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Figure  4.8.1-1: Non-Roaming Architecture for Access Network Discovery Support Functions
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Figure  4.8.1-2: Roaming Architecture for Access Network Discovery Support Functions

***** 2nd CHANGE *****
5.6.2
PDN Disconnection

5.6.2.1
UE, MME or S‑GW initiated PDN Disconnection

When GTP-based S5 or S8 is used the procedure described in clause 5.10.3 of TS 23.401 [4] applies for the UE or MME initiated PDN disconnection. The PMIP variant of this procedure is specified below. In addition, if the default bearer belonging to a PDN connection is to be deactivated by the S‑GW, e.g. due to un-successful modification of QoS of default bearer that was triggered by PCRF interaction, the S‑GW deactivates all bearers belonging to the PDN connection using the following procedure.
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Figure  5.6.2.1-1: UE, MME or S‑GW initiated PDN disconnection Procedure for PMIP-based S5/S8

Steps A.1 to A.4 are described in clause 5.3. For the case of S‑GW initiated PDN disconnection, which corresponds to PDN GW initiated bearer deactivation procedure of clause 5.4.4.1 of TS 23.401 [4], the procedure starts from step A.1 and there are no steps corresponding to box (B) ofFigure 5.4.4.1-1 of TS 23.401 [4].
***** 3rd CHANGE *****
6.16.2
Activation of enhanced security for S2c
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Figure  6.16.2-1: Enhanced security support activation

***** 4th CHANGE *****
6.16.3
De-activation of enhanced security for S2c
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Figure  6.16.3-1: Enhanced security support de-activation

*****5th CHANGE *****
7.1.2
Protocol Options for S2c over Un-trusted Non-3GPP IP Accesses

The following protocols shall be supported for S2c over un-trusted non-3GPP IP accesses:

-
DSMIPv6, with IPsec and IKEv2 used to secure mobility signalling, as specified in RFC 4877 [22].

The figure below illustrates the control plane for Mobility Management (MM) and the user plane.
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Legend:

-
According to terms defined in DSMIPv6 [10], the functional entities terminating both the control and user planes are denoted MN (Mobile Node) in the UE, and HA (Home Agent) in the Gateway.

-
The MM control plane stack is DSMIPv6 [10] over IPv6/IPv4.

-
The user plane carries remote IPv4/v6 packets over either an IPv4 or an IPv6 transport network. Between the UE and the ePDG, packets are encapsulated using IPSEC RFC 3948 [48].

-
The tunnelling layer implements IP encapsulation applicable for MIPv6 as defined in DSMIPv6 [10]. In some cases the tunnelling layer may be transparent.

Figure  7.1.2-1: Protocols for MM control and user planes of S2c for the DSMIPv6 option

***** 6th CHANGE *****
7.4
Detach and PDN Disconnection for S2b

7.4.1
UE/ePDG-initiated Detach Procedure and UE-Requested PDN Disconnection with PMIPv6 on S2b

7.4.1.1
Non-Roaming, Home Routed Roaming and Local Breakout Case

The procedure in this clause applies to Detach Procedures, initiated by UE or ePDG initiated detach procedure, and to the UE-requested PDN disconnection procedure when PMIPv6 is used on the S2b interface.

The UE can initiate the Detach procedure, e.g. when the UE is power off. The ePDG may initiate the Detach procedure due to administration reason or the IKEv2 tunnel releasing.

For multiple PDN connectivity, this detach procedure shall be repeated for each PDN connected.
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Figure  7.4.1.1-1: UE/ePDG-initiated detach procedure with PMIPv6 on S2b
The home routed roaming (Figure 4.2.3-1), LBO (Figure 4.2.3-4) and non-roaming (Figure 4.2.2-1) scenarios are depicted in the figure. In the LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the 3GPP AAA Server in the HPLMN to the PDN GW in the VPLMN and vise versa. Messages between the PDN GW in the VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN. In the non-roaming case, the vPCRF and the 3GPP AAA Proxy are not involved.
***** 7th CHANGE *****
7.4.2
HSS/AAA-initiated Detach Procedure with PMIPv6 on S2b

7.4.2.1
Non-Roaming, Home Routed Roaming and Local Breakout Case

HSS/AAA-initiated detach procedure when PMIPv6 is used on the S2b interface is illustrated in Figure 7.4.2.1-1. The HSS can initiate the procedure e.g. when the user's subscription is removed. The 3GPP AAA Server can initiate the procedure, e.g. instruction from O&M, timer for re-authentication/re-authorization expired.

If the HSS/AAA-initiated detach procedure has been initiated to delete the UE from the Evolved Packet Core, the HSS/AAA server shall initiate the detach procedure for each of the access systems to which the UE is registered.
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Figure  7.4.2.1-1: HSS/AAA-initiated detach procedure with PMIPv6 on S2b

***** 8th CHANGE *****
7.4.3
UE/ePDG-initiated Detach Procedure and UE-Requested PDN Disconnection with GTP on S2b

7.4.3.1
Non-Roaming, Home Routed Roaming and Local Breakout Case

The UE-requested PDN disconnection procedure when GTP is used on the S2b interface.

The UE can initiate the Detach procedure, e.g. when the UE is power off. The ePDG may initiate the Detach procedure due to administration reason or the IKEv2 tunnel releasing.

For multiple PDN connectivity, this detach procedure shall be repeated for each PDN connected.
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Figure  7.4.3.1-1: UE/ePDG-initiated detach procedure with GTP on S2b
***** 9th CHANGE *****
7.4.4
HSS/AAA-initiated Detach Procedure with GTP on S2b

7.4.4.1
Non-Roaming, Home Routed Roaming and Local Breakout Case

HSS/AAA-initiated detach procedure when GTP is used on the S2b interface is illustrated in Figure 7.4.4.1-1. The HSS can initiate the procedure e.g. when the user's subscription is removed. The 3GPP AAA Server can initiate the procedure, e.g. instruction from O&M, timer for re-authentication/re-authorization expired.

If the HSS/AAA-initiated detach procedure has been initiated to delete the UE from the Evolved Packet Core, the HSS/AAA server shall initiate the detach procedure for each of the access systems to which the UE is registered.
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Figure  7.4.4.1-1: HSS/AAA-initiated detach procedure with GTP on S2b

A.1)
For multiple PDN connectivity, this step shall be repeated for each PDN connected.

NOTE:
The HSS/AAA may also send a detach indication message to the PDN GW. The PDN GW does not remove the GTP tunnels on S2b, since the ePDG is responsible for removing those tunnels on S2b. The PDN GW acknowledges the receipt of the detach indication message to the HSS/AAA.

***** 10th CHANGE *****
7.9
PDN GW initiated Resource Allocation Deactivation

7.9.1
PDN GW initiated Resource Allocation Deactivation with PMIPv6 on S2b

This procedure is performed to release all the resources associated with the PDN address, for example, due to IP CAN session modification requests from the PCRF or due to handover Non-3GPP to 3GPP. When it is performed for an handover, the connections associated with the PDN address are released, but the PDN address is kept in the PDN GW.


[image: image11.emf] 

UE  

2 . Binding Revocation Request  

PDN  

GW  

hPCRF  

Roaming   

Scenarios  

vPCRF  

3 .  IKEv2 Tunnel Release    

5 . Binding Revocation Ack  

ePDG  

AAA/  HSS  

3GPP  AAA proxy  

1. IP - CAN Session Modification  

6 .  Update PDN GW Address  

4. Non - 3GPP  specific Release   procedure   

7 . IP - CAN Session Modification  


Figure  7.9.1-1: PDN GW Initiated Resource Allocation Deactivation with PMIPv6 on s2b
***** 11th CHANGE *****
9.6
Optimized Idle Mode Mobility: cdma2000 HRPD Access to E-UTRAN Access

This clause describes the optimized Idle Mode Handover from cdma2000 HRPD Access to E-UTRAN Access. The UE pre-registers to the E-UTRAN network while in the cdma2000 HRPD Access.
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Figure  9.6-1: Optimized idle mode mobility from HRPD to E-UTRAN using GTP or PMIP based S5/S8
***** END OF CHANGES *****
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4. PCEF-Initiated IP-CAN Session Termination Procedure
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2. The procedures as TS 23.402, Figure 7.4.1-1, after Step 1
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A.1 Detach procedure as in Figure 7.4.3-1, from step A.1
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Detach procedure as in Figure 7.4.1-1, after step (B)
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3. IP-CAN session modification procedure
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A.3 PCEF-InitIiated IP-CAN Session Termination Procedure
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