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This document proposes the usage of FQDN in ISRP. 
Discussion

One of the scenarios captured in the current DIDA TR 23.855 is system selection based on destination domain. In a different paper we propose that DIDA enhancements are limited to the IPFlow part of the ISRP policy. 

In order to enable selection based on destination domain, the MO needs to include the destination FQDN as a mean to identify traffic. For example the following figure would be a way to enable it. Note that this is just an example as the structure of MO is CT1 responsibility. 
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Proposal 
We propose the following change in TR 23.855. 

First change

5
Solutions

5.1
Alternative 1: Extensions to ISRPs for DIDA


5.1.1
General

The ANDSF can provide a list of ISRP to the UE based on Release 10 procedures described in TS 23.402. In order to enable enhanced IP flow identification based on the scenarios in section 4 based on destination domain, the ISRP provided to the UE will include the following information:

· Validity conditions as per current 23.402 (Release 10).

· For IFOM: one or more Filter Rules, each one identifying a prioritised list of access technologies / access networks which should be used by the UE when available to route traffic that matches specific IP filters on a specific APN or on any APN. This is  the same as in Release 10 procedure.

· For non-seamless WLAN offload: one or more Filter Rules, each one identifying which flows corresponding to specific IP filters shall or shall not be non-seamlessly offloaded to a WLAN when available. This is the same as in Release 10 procedure.

· The Filter Rules can include:

· Previous Release 10 parameters (protocol type, source IP address, destination IP address, source port number, destination port number, address type, DSCP value);
· Additional information as listed in the following subsections.

5.1.2
ISRPs based on destination domain
To enable ANDSF policies based on destination domain, the Filter Rules include:
· Fully Qualified Domain Name (e.g. www.example.com) that was resolved into the destination IP address
For example, when the UE receives an ISRP with www.example.com in IP filter and WLAN as preferred access technology, it should route all traffic with destination IP addresses resolved from www.example.com through WLAN. 

A combination of different IP filters parameters is possible. For example, the operator can indicate that all traffic with destination IP addresses resolved from www.example.com and with a specific destination port number should be routed through a preferred access. 
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