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Abstract of the contribution: The present contribution proposes a new key issue on user interaction for SIPTO@LN and also proposes a solution.
Discussion

One important novelty with SIPTO@LN in comparison with Rel-10 SIPTO is that SIPTO@LN has the potential of altering the user service e.g. due to presence of a firewall, or absence of parental control for the offloaded traffic. For this reason, SIPTO@LN may require some sort of user consent – but the service remains essentially SIPTO (and not LIPA).

For instance, the user may happily accept that his APN=”Internet” connection be SIPTO-ed at/above RAN, but may not accept that it be SIPTO-ed at the Local Network, because of potential presence of a firewall in the Local Network.

In the previous meeting it was debated whether this user consent:

· is configured statically (e.g. as part of the subscription information in the HSS), or

· implies some dynamic interaction with the user when the offload is pending (e.g. a NAS message sent from the MME/SGSN over the radio triggering the UI to present the following message to the user “The network would like to redirect Internet traffic via the local network at your location. This may result in loss of some functionality, due to presence of firewalls. Would you like to proceed with the offload? (Y/N)”).
While the SA1 requirement is not perfectly clear on this specific point, it should be noted that the dynamic interaction works only with Rel-11/12 UEs (depending whether dynamic user interaction is handled in Rel-11 or postponed till Rel-12).
In order to cater for both legacy UEs (pre-Rel-11/12) as well as newer UEs (Rel-11/12), we propose to extend the existing SIPTO Permissions flag so that it can convey user’s consent-in-principle for SIPTO@LN. The Rel-11 SIPTO Permissions flag would thus be able to take one of the following three values (instead of two values in Rel-10):
In a companion paper for this meeting we have proposed to extend the SIPTO Permissions flag as follows:.
1. SIPTO prohibited;

2. SIPTO allowed (excluding SIPTO@LN);

3. SIPTO allowed including SIPTO@LN.

Building on that proposal, in the present contribution we propose to overload the meaning of value #3, so that also include user’s consent-in-principle for SIPTO@LN.
In other words, value #3 indicates not only that the traffic flowing on the underlying PDN connection is of such a nature that it can be subject to offload through a Local Network, but also expresses user’s consent-in-principle for this kind of traffic offload.
The advantage of doing so is that the proposal works for both legacy and Rel-11/12 phones, using the following logic:

· for legacy phones, the consent-in-principle is also a final consent;
· for Rel-11/12 phones, the consent-in-principle needs to be confirmed with dynamic interaction via NAS signalling.

Specific to Rel-11/12 phones, if the user has not given his consent-in-principle (via Rel-11 SIPTO Permissions), the MME/SGSN will never initiate dynamic interaction, which saves some signalling on the radio.

Proposal

Based on the previous discussion it is proposed to agree the following changes in TR 23.859.
**************************** T E X T     C H A N G E S ****************************
5.4.2
Key issue #SLx: User interaction for SIPTO at the local network

5.4.2.1
General description

The activation of SIPTO@LN service requires user’s consent because the SIPTO@LN has a potential for altering user’s experience (e.g. due to presence of firewalls in the Local Network, or due to absence of parental control for the offloaded traffic).
Depending on UE support, the user’s consent may involve dynamic interaction with the user before the network can actually proceed with traffic offload.
5.4.2.x
Solution Y
This solution assumes that the Rel-10 SIPTO Permission flag (per user per APN) is extended to indicate one of the following three settings:

1. SIPTO prohibited;

2. SIPTO allowed (excluding SIPTO@LN);

3. SIPTO allowed including SIPTO@LN.

The latter value indicates not only that the traffic flowing on the underlying PDN connection can be subject to offload through a Local Network, but also expresses user’s consent-in-principle for this kind of traffic offload.
For UEs that support dynamic interaction, the MME/SGSN re-confirms the consent-in-principle via NAS messages before actually proceeding with traffic offload. The MME/SGSN does not trigger any dynamic interaction if it has not received user’s consent-in-principle via the SIPTO Permissions.
For UEs that do not support dynamic interaction, the MME/SGSN interprets the consent-in-principle as a final consent.
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