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Abstract of the contribution: Based on the discussions during SA2#85 meeting, the present document summarises the conclusions for the LOBSTER work item.
1 General
It was agreed to use a discussion document containing a set of principle agreements which can be endorsed by SA WG2 at each meeting until CRs are prepared. This paper is the outcome of the SA2#85 meeting, based on the discussion of S2-112314.
Whether the selected GW (ePDG and PDN GW) is closer to the UE than other GW(s) depend on the network configurations and operations, it may be geographically/topologically closer or less IP hops.
The enhancements to the PDN GW selection are for the UE initial attach. For the Handover case, the same PDN GW, which the UE was connected to via 3GPP Access, should be selected.

2 Proposed solutions
2.1 S2b

The PMIP-based S8-S2b chained case is not considered.
2.1.1 ePDG Selection

Solution1: 3GPP AAA Server solution

Based on the existing ePDG selection, the UE has selected an ePDG and initiated the IKEv2 tunnel establishment. During the procedure, the ePDG reports the <WLAN AN information and/or the UE local public IP address > to the 3GPP AAA Server. According to <WLAN AN information and/or the UE local public IP address> and the pre-configuration, the 3GPP AAA Server finds there are other ePDG(s) which are close to the UE, then it can initiate a ePDG reallocation procedure (the details are FFS) to redirect the UE to the other ePDG.
2.1.2 PDN GW Selection

Solution 1, DNS solution with ePDG ID

In order to select the appropriate PDN GW close to the ePDG, the PDN GW selection function in the ePDG uses the an identifier of ePDG during the DNS interrogation to find the PDN GW identity. A new ID “ePDG ID” may need to be defined. This solution is similar with the PDN GW selection for SIPTO Service.
2.2 S2c

2.2.1 Trusted S2c

In this case, only PDN GW needs to be selected.

2.2.1.1 PDN GW selection
Solution 1: 3GPP AAA Server solution

Based on the existing PDN GW selection, the UE has selected a PDN GW and initiated the SA establishment. During the procedure, the PDN GW reports the UE Care of Address (CoA, allocated by the WLAN AN) to the 3GPP AAA Server. According to the UE CoA and the pre-configuration, the 3GPP AAA Server finds there are other PDN GW(s) which are close to the UE, then it can initiate a PDN GW reallocation procedure (Section 6.10 “PDN GW reallocation upon attach on S2c” of TS 23.402) to redirect the UE to the other PDN GW.
2.2.2 Untrusted S2c

2.2.2.1 ePDG Selection

The same solutions in Section 2.1.1 ePDG Selection for S2b should be considered.
2.2.2.2 PDN GW Selection

Solution 1: 3GPP AAA Server solution

Case 1, during the IKEv2 tunnel establishment procedure on the SWu interface (between UE and ePDG), the 3GPP AAA Server can select the HA (PDN GW) which is close to the ePDG and send the HA (PDN GW) FQDN or IP address to the ePDG. The HA (PDN GW) FQDN or IP address is then forwarded by the ePDG to the UE using existing functionality available over the SWu interface.
Case 2, same as the 3GPP AAA Server solution for Trusted S2c
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