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Abstract of the contribution: This contribution discusses the proposed scenario (FFS) to apply OPIIS rules to existing IP flows.
1. DISCUSSION

In SA2#84, during the revision of a scenario document, it has been proposed to extend the mechanism proposed by OPIIS to cover existing flows. The following has been captured in an editor's note:

Editor’s note: It is FFS whether the operator policies defined in this TR apply to existing IP flows.
This seems to propose the following functionality: whenever a PDN connection is set up or torn down, or whenever the UE connects to a WLAN or disconnects from it (see note), or maybe also during some other event (e.g. the UE enters a CSG), the UE should read its stored set of rules for OPIIS for each active IP flow, and verify whether the IP flow should stay on its current access or move to a different access (possibly establishing the PDN connection beforehand).

NOTE:
The applicability of OPIIS rules to WLAN is foreseen, but not yet captured in the TR.

If an IP flow is moved to a different PDN connection or moved between a 3GPP access and WLAN, the IP address will change and the user experience will be degraded, so such a mechanism should be restricted only to IP flows matching criteria that have been explicitly labelled as being acceptable to have their IP address changed.
We do not believe that such a feature is desirable or even useful, and it would add UE complexity to process the rules whenever a matching event happens. However, if such a mechanism is wanted by the community, we think it is important that an architectural requirement captures that movement of existing IP flows can only happen when explicitly allowed in the rule provided by the operator, and not based on UE's own decision.
2. PROPOSAL

FIRST CHANGE

4.1.2
Scenario #2: Multiple PDN connections from a CSG cell
This scenario begins with the user outside of his home with an established PDN connection (PDN1) that is used for all traffic flows (e.g. IMS, Internet, etc). The PDN connection PDN1 is associated with APN1.

When the user returns home, a second PDN connection (PDN2) is established with a local gateway (LGW). The PDN connection PDN2 is associated with APN2.
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Figure 4.1.2-1: Multiple PDN connections from a CSG cell

From this point on, new Internet-bound flows can be routed via PDN2, pending user’s consent. The UE relies on operator policies defined in this TR for identifying the candidate new Internet-bound flows that can be routed via PDN2.



When the user leaves the home again, the PDN2 connection is released. The UE relies on operator policies defined in this TR for identifying the candidate new Internet-bound flows that can be routed via PDN1 again.

END OF CHANGES
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