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Abstract of the contribution: This contribution generalises the main use case for OPIIS to allow SIPTO offload of IP flows.

1. DISCUSSION
SIPTO at the local network comprises two aspects:

-
offload of a given APN: just like SIPTO at/above the RAN, when a PDN connection is requested for an APN that is candidate for offload, the MME can select where to terminate the connection: at a P-GW in the Core Network, at/above the RAN (in a "local P-GW"), or at the L-GW belonging to a Local H(e)NB Network.

-
offload of IP flows not bound to specific APNs: the IP flows are meant to be directed to one or another APN according to rules set by the operator; these APNs may or may not be offloaded according to the first bullet.

NOTE:
The original SA1 requirement on which this description (and the OPIIS WI) is based is being clarified in SA1 to fit the assumptions of SIPTO at the local network and OPIIS. At the time this contribution is being written, the final text is not yet known.

Supposing an operator decides that traffic fitting Criteria1 should be routed to APN1, traffic fitting Criteria2 should be routed to APN2, while the rest of the traffic should be routed to APN3. It would make the following rules:

-
Criteria1 => APN1

-
Criteria2 => APN2

-
Default  => APN3

Supposing no traffic has been matching Criteria1 so far, no PDN connection for APN1 will be established yet. If this ANDSF rule is the only mechanism to route traffic to APN1 or APN2, these APNs would never be established. 

If the rules cannot trigger PDN connection requests, this could result in two consequences: either traffic matching Criteria1 or Criteria2 will not be routed anywhere, or it will always be routed to APN3. In either case, the operator's traffic policies will not be followed.

NOTE:
An operator may of course wish to allow policies to not be followed if there is no PDN connection matching the APN (this is Scenario 2 in the TR). 

It is proposed to allow the rules for OPIIS to trigger PDN connection requests if no PDN connection matches the selected APN. Whether the rule should trigger such event should be configured as part of the rule.

This would fulfil the requirement for SIPTO at the local network, where the policy would require some IP flows to be routed to an APN that can be offloaded, even if no PDN connection is set up already.
2. PROPOSAL

FIRST CHANGE

4.1.1
Scenario #1: Multiple PDN connections
In this scenario the user has two established PDN connections:

· connection PDN1 associated with APN1, used for access to the IMS core network;

· connection PDN2 associated with APN2, used for access to the Internet.
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Figure 4.1.1-1: Multiple PDN connections

For traffic flows generated by applications that are not bound to an APN, the UE relies on operator policies defined in this TR to decide on which PDN connection to route the IP flows.
When no PDN connection is established for the selected rule, if required or allowed by the rule, the UE shall (if required) or may (if allowed) perform a PDN connection request before routing the IP flow.
SECOND CHANGE

4.2
Architectural requirements


The following architectural requirements shall be supported by the solution for OPIIS:

-
The solution shall allow to indicate in the policy for OPIIS that a PDN connection is allowed or required to be established for a matching rule for which no PDN connection exists yet.
END OF CHANGES
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