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This document proposes a new scenario and the relevant requirements for IP address selection.   
FIRST CHANGE

4
Requirements

4.1
Scenarios


4.1.x
Scenario #Y: NS-WLAN as the Default IP Interface
Most multi-interface UEs today consider the interface for non-seamless WLAN (NS-WLAN) offload as the default IP interface. In other words, when a UE attaches to a WLAN access network it routes all outbound traffic to the WLAN interface except traffic that is explicitly bound to an APN or traffic that is explicitly restricted from using non-seamless WLAN offload (e.g. by local policy or configuration). If the ANDSF is deployed, it is feasible for an operator to provision the UE with “ISRP for NS-WLAN offload” policies indicating which traffic is restricted from using non-seamless WLAN offload or, equivalently, which traffic shall not be routed to the (default) IP interface corresponding to a WLAN access network.
Therefore, the “ISRP for NS-WLAN offload” specified in Rel-10 already provide some means for IP interface selection. What is missing to complete the policy-based IP interface selection framework in the UE is means for selecting an IP interface for all traffic that is restricted from using non-seamless WLAN offload. These means should be specified in the context of the OPIIS work item.
To satisfy this scenario, the OPIIS work item should specify how the UE routes traffic that is restricted from using the default IP interface for non-seamless WLAN offload (this is schematically shown in Figure 4.1.x-1). Note that this scenario inherently avoids any conflicts between the existing ISRP policies and the new policies specified in the context of OPIIS.
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Figure 4.1.x-1: Scenario with the NS-WLAN as the default IP interface.
NEXT CHANGE

4.2
Architectural requirements


-
It shall be preferable to specify a solution for IP interface selection that is based on and exploits the existing ISRP policies specified in Rel-10 and which shall minimize the conflict between the existing ISRP policies and the new policies.
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