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Abstract of the contribution: This contribution proposes the revision of the network elements and Reference point definition for the Gxb*, s2b and Gx to the Bratislava decision on usage of S2b and Gxb* in case of MIP and GTP and the usage of Gx. The scope is to fix major inconsistency in the TR 23.839
1. Introduction

During Bratislava meeting, we agreed to consider use the S2b to transfer tunnel information in case of GTP version, while the Gxb* is used for untrusted s2c and S2b with PMIP version. In addition the Gx interface is used also for transferring tunnel information of the FQDN of BBF in case of H(e)NB. The current text in network element definitions and Reference point does not reflect such decision and it is inconsistent with the text in the other part of the TR, so the following revisions are proposed:

· Add WT-203 among reference BBF specifications, since based on BBF decision WT.203 will cover all extension to BBF specifications for enabling 3GPP interworking.
· Align the definition of Gxb* to the decision taken in last SA2 meeting as defined in TR 23.839 section 5.1.2.1 
· Extend the Gx revision to show that IP tunnel information and FQDN information are carried over Gx for BPCF discovery and for QoS binding done by PCRF and BPCF, as describe in the procedure.

· Added s2b in the list of enhanced reference point to align to definition in TR 23.839 section 5.1.2.1 

· Corrected definition of S9* for roaming scenario.

* * * Start of 1st Change * * *  
5
Network Element, and Reference point
5.1
Network Elements

The 3GPP network elements are defined in details in 3GPP TS 23.401 and 3GPP TS 23.402.

To support initiation of S9* session from the PCRF when using untrusted access procedures, the ePDG is enhanced to transport the access information of the UE, e.g. the outer header of the IP-sec tunnel, to the PCRF via the Gxb* in untrusted s2c and S2b PMIP-based or via the S2b reference points in case of S2b GTP-based as described in 5.2.2.1.2.

The BBF network elements BRAS, BNG, RG, BPCF are defined in details in BBF TR-058, TR-101, WT-145 [7] and WT-134.
The BBF device represents any devices defined by broadband Forum or supported by BBF access, as a PC, Media center, etc, and they are considered outside the scope of 3GPP.
NOTE: The definition of BPCFfor enhancements to support Policy & QoS interworking with mobile networks is specified in BBF WT-134 [8] and WT-203 [6] 
5.2
Reference Points

The reference point S1-MME, S1-U, S3, S4, S10, S11 are defined in TS 23.401 . The reference points , S2c, S6a, S6b, SWx, SWa, SWm, SWn, SWu, SGi, Rx, Gxc are defined in TS 23.402. 
Gx
It provides transfer of dynamic QoS control policies (QoS) and charging rules from PCRF to Policy and Charging Enforcement Function (PCEF) in the PDN GW. For the purpose of BBF interworking the Gx carries from the PDN GW to the PCRF the IP tunnel information (including UE/H(e)NB local IP address and UDP port number(s)) and/or FQDN of BBF access network at which the H(e)NB is connected to.
Gxb*     
It connects the ePDG with the PCRF and transports access information, e.g. the outer header of the IPSec tunnel. It is used in untrusted s2c and S2b-PMIP case. This information triggers the PCRF to initiate the S9* session.
S2b     
It is enhanced to carry IP tunnel information  (UE local IP address) in cases of S2b-GTP. This information triggers the PCRF to initiate the S9* session establishment towards the BPCF
S15
It supports the initiation, modification and termination of sessions between the HNB GW and PCRF to support CS sessions. This interface triggers the PCRF to request allocation of resources in the BBF access network for CS sessions.
S9
It provides transfer of dynamic QoS control policies (QoS) and charging control information between the Home PCRF and the Visited PCRF in order to support local breakout function. In all other roaming scenarios, S9 has functionality to provide dynamic QoS control policies from the HPLMN. For BBF interworking for WLAN UE roaming with home routed access and S2b/Gx being used to trigger the PCRF to initiate the S9* session establishment, or for BBF interworking using GTP Home Routed Traffic for H(e)NB, the S9 interface is enhanced to carry from the H-PCRF to the V-PCRF the IP tunnel information (including UE/H(e)NB local IP address and UDP port number(s)) and/or FQDN of BBF access network at which the H(e)NB is connected to.
S9*
For building block 1 it provides transfer of dynamic QoS control policies (QoS)  from the Home PCRF to the  BBF Policy BPCF  and in roaming scenario from  the Visited PCRF and to the BBF Policy BPCF  function in order to provide the interworking between PCRF and the BBF policy framework. Furthermore the S9* carry from the H-PCRF/V-PCRF the IP tunnel information (including UE/H(e)NB local IP address) and/or FQDN of BBF access network at which the H(e)NB is connected to. The S9* is based on enhancement of S9 reference point for supporting interworking with BBF Policy Framework.

NOTE: In Building Block 1 traffic is routed back to EPC and charging control is done by HPLMN.
SWa
For purpose of BBF interworking It connects the BBF AAA proxy with the 3GPP AAA Server/Proxy and transports access authentication, authorization and charging-related information in a secure manner.

STa
For purpose of BBF interworking It connects the BBF AAA proxy with the 3GPP AAA Server/Proxy and transports access authentication, authorization, mobility parameters and charging-related information in a secure manner.

The Reference points within the BBF access network are defined in BBF TR-058, TR-101, WT-145 and  WT-134 and they are considered out of the scope of 3GPP.
Editor note: description of additional network element and reference point to 23.402
3GPP
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