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Abstract of the contribution: This paper is proposing call flows for Initial Attach, Detach and UE-initiated Connectivity to Additional PDN procedures with GTP-based S2a.
Principles

It is proposed to align as much as possible the principles on those taken for GTP S2b.

1) For GTP based S2a, the PGW gets the static QoS profile via GTP S2a from the Trusted non-3GPP Access Network and not via S6b as it is for PMIP case:

· Upon a successful authorization, the 3GPP AAA server downloads APN-AMBR, static QoS Profile and Trace Information to the Trusted non-3GPP Access Network (similar to the HSS downloading the Default EPS Bearer QoS parameters to the visited MME/SGSN).

· The Trusted non-3GPP Access Network sets the Default EPS bearer QoS parameters accordingly in the GTP Create Session Request (semantically mandatory parameter) over S2a.

2) Once the 3GPP AAA server has decided NBM, the selection of PMIPv6 or GTPv2 is the responsibility of the Trusted non-3GPP IP Access.
3) Chained case is not proposed to be supported in this release.
Proposal

The following text is proposed to be included in the TR appropriate sections as a possible solution. 
6.1.3.x Initial Attach Procedure with GTP on S2a and Anchoring in PDN GW
NOTE:
The exact list of parameters signalled in GTP S2a information flows will be defined during normative work.
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Figure 6.1.3.x-1: Initial attachment with Network-based MM mechanism over S2a for roaming, LBO and non-roaming scenarios

Principles are similar to those specified for the PMIPv6 S2a call flow in clause 6.2.1 of TS 23.402 [x], but with GTP signalling and following differences: 
The home routed roaming, LBO and non-roaming scenarios are depicted in the figure 6.1.3.x-1.

-
In the LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the 3GPP AAA Server in the HPLMN to the PDN GW in the VPLMN and vice versa. Messages between the PDN GW in the VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN.

-
In the home routed roaming and non-roaming cases, the vPCRF and the 3GPP AAA Proxy are not involved, except for the authentication and authorization in step 2.
1)
as per step 1 of clause 6.2.1 of TS 23.402 [x].
2)
as per step 2 of clause 6.2.1 of TS 23.402 [x], with the following additions:

-
The Trusted non 3GPP IP Access selects the S2a protocol variant (GTP vs PMIP);
-
The Trusted non-3GPP IP Access selects the PGW as per the existing PGW selection procedure; if the Trusted non-3GPP IP Access receives a PGW Identity under the form of a FQDN, it shall derive it to an IP address according to the selected mobility management protocol (here GTP).
NOTE 1:
As per existing principles, to support separate PDN GW addresses at a PDN GW for different mobility protocols (e.g. PMIP, MIPv4 or GTPv2), the PDN GW Selection function takes mobility protocol type into account when deriving PDN GW address by using the Domain Name Service function.

3)
as per step 3 of clause 6.2.1 of TS 23.402 [x].
4)
step 4 of clause 6.2.1 of TS 23.402 [x] is skipped.
5)
The Trusted non-3GPP IP Access sends a Create Session Request (IMSI, APN, RAT type, Trusted non-3GPP IP Access TEID of the control plane, PDN Type, PDN Address, EPS Bearer Identity, Default EPS Bearer QoS, Trusted non-3GPP IP Access Address for the user plane, Trusted non-3GPP IP Access TEID of the user plane, APN-AMBR, Selection Mode, Dual Address Bearer Flag, Trace Information, Charging Characteristics, Protocol Configuration Options) message to the PGW. The RAT type indicates the non-3GPP IP access technology type. The PDN Type shall be set based on the requested IP address types and subscription profile in the same way as the PDN type is selected during the E‑UTRAN Initial Attach in TS 23.401 [y]. The Trusted non-3GPP IP Access Network shall set the Dual Address Bearer Flag when the PDN type is set to IPv4v6 and all SGSNs which the UE may be handed over to are Release 8 or above supporting dual addressing, which is determined based on node pre-configuration by the operator. The Trusted non-3GPP IP Access Network shall include Trace Information if PDN GW trace is activated.

The PGW creates a new entry in its bearer context table and generates a Charging Id. The new entry allows the PGW to route user plane PDUs between the Trusted non-3GPP IP Access Network and the packet data network and to start charging.
NOTE 2:
The EPS Bearer Identity and Default EPS Bearer QoS parameters convey the S2a bearer identity and the default S2a bearer QoS.

6)
as per step 6 of clause 6.2.1 of TS 23.402 [x] except that there is no associated Gateway Control Sessions.
7)
as per step 7 of clause 6.2.1 of TS 23.402 [x], with the following addition:

-
when informing the 3GPP AAA Server of the PDN GW identity, the selected PDN GW also indicates the selected S2a protocol variant (here GTP); this allows the option for the 3GPP AAA Server or 3GPP AAA Proxy not to return to the PDN GW PMIP specific parameters (e.g. static QoS Profile, Trace Information, APN-AMBR) if GTP is used over S2a; the PDN GW shall ignore those parameters if received from the 3GPP AAA Server or 3GPP AAA Proxy.
8)
The PDN GW returns a Create Session Response (PDN GW Address for the user plane, PDN GW TEID of the user plane, PDN GW TEID of the control plane, PDN Type, PDN Address, EPS Bearer Identity, EPS Bearer QoS, APN-AMBR, Protocol Configuration Options, Cause) message to the Trusted non-3GPP IP Access, including the IP address(es) allocated for the UE. 


The PGW may initiate the creation of dedicated bearers on GTP based S2a (like it may do it on GTP based S5/S8 for an Attach on 3GPP access).

9)
as per step 9 of clause 6.2.1 of TS 23.402 [x].
10)
 step 10 of clause 6.2.1 of TS 23.402 [x] is skipped.
11)
 as per step 11 of clause 6.2.1 of TS 23.402 [x].
6.1.3.Y Detach and PDN Disconnection with GTP on S2a
6.1.3.Y.1
UE/Trusted Non-3GPP IP Access Network Initiated Detach and UE/Trusted Non-3GPP IP Access requested PDN Disconnection Procedure with GTP on S2a
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Figure 6.1.3.Y.1-1: UE/Trusted Non-3GPP Access Network initiated detach procedure or PDN-disconnection with GTP on S2a
Principles are similar to those specified for the PMIP S2a call flow in clause 6.4.1.1 of TS 23.402 [4], but with GTP signalling:

1)
as per step 1 of clause 6.4.1.1 of TS 23.402 [x].
2)
step 2 of clause 6.4.1.1 of TS 23.402 [x] is skipped.
3)
The active Bearer(s) Trusted non-3GPP IP Access regarding this particular UE and PDN connection are deactivated by the Trusted non-3GPP IP Access sending a Delete Session Request (Linked EPS Bearer ID) to the PGW for the related PDN connection. 

4 to 5)
as per steps 4 to 5 of clause 6.4.1.1 of TS 23.402 [x].
6)
The PDN GW acknowledges with Delete Session Response (Cause).
7)
as per step 7 of clause 6.4.1.1 of TS 23.402 [x].
6.1.3.Y.2
HSS/AAA Initiated Detach Procedure with GTP on S2a
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Figure 6.1.3.Y..2-1: HSS/AAA-initiated detach procedure with GTP on S2a
Principles are similar to those specified for the PMIP S2a call flow in clause 6.4.2.1 of TS 23.402 [x], but with GTP signalling:

1)
as per step 1 of clause 6.4.2.1 of TS 23.402 [x].
2)
This includes the procedures after step1 as Figure 6.1.3.Y.1-1. 
For multiple PDN connectivity, this step shall be repeated for each PDN connected.
3)
as per step 3 of clause 6.4.2.1 of TS 23.402 [x].
NOTE:
The HSS/AAA may also send a detach indication message to the PDN GW. The PDN GW does not remove the GTP tunnels on S2a, since the Trusted non-3GPP IP Access is responsible for removing those tunnels on S2a. The PDN GW acknowledges the receipt of the detach indication message to the HSS/AAA.

6.1.3.Z UE-initiated Connectivity to Additional PDN with GTP on S2a

Establishment of connectivity to an additional PDN over Trusted Non-3GPP IP Access with S2a is supported only for the accesses that support such feature and the UEs that have such capability.
During the establishment of a new PDN connection, the Trusted Non-3GPP IP Access allocates and sends a default EPS bearer ID to the PDN GW. The default EPS bearer ID is unique in the scope of the UE within an Trusted Non-3GPP IP Access, i.e. the IMSI and the default EPS bearer ID together identify a PDN connection within an Trusted Non-3GPP IP Access. In order to be able to identify a specific established PDN connection, both the Trusted Non-3GPP IP Access and the PDN GW shall store the default EPS bearer ID.
For network supporting multiple mobility protocols, the AAA/HSS enforces the same IPMS decision for each additional PDN connection as for initial attach.
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Figure 6.8.1.1-1: Additional PDN connectivity with GTP on S2a for non-roaming and roaming

The steps in the procedure which are marked as optional occur only if dynamic policy provisioning has been deployed.

The home routed roaming, LBO and non-roaming scenarios are depicted in the figure 6.8.1.1-1.

-
In the LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the 3GPP AAA Server in the HPLMN to the PDN GW in the VPLMN and vice versa. Messages between the PDN GW in the VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN.

-
In the home routed roaming and non-roaming cases, the vPCRF and the 3GPP AAA Proxy are not involved.
1)
When the UE wishes to connect to an additional PDN, it sends a trigger indicating that connectivity with that specific PDN is desired. The UE provides information about the new PDN by using an APN. When multiple PDN connections to a single APN are supported then some additional access specific mechanism is needed between the UE and the Trusted Non-3GPP IP Access to differentiate the PDN connections towards the same APN. If supported by the non-3GPP access, the UE may send Protocol Configuration Options in this step using access specific mechanisms. The Protocol Configuration Options provided by the UE may include the user credentials for PDN access authorization. The UE triggers the re-establishment of existing PDN connectivity after the handover by providing a Request Type indicating "Handover" on accesses that support the indication.

NOTE 1:
The definition of the trigger that the UE provides to the access network is out of scope of 3GPP.

2)
At this step the Trusted non-3GPP IP Access performs PDN GW selection as described in Steps 5 to 9 of Initial Attach procedure, while PDN GW2 is selected.

3)
The Trusted non-3GPP IP Access sends the reply message to the UE with the allocated IP address from the PDN that the UE indicated at step 1. If supported by the non-3GPP access, the Protocol Configuration Options provided by the PDN GW2 in step 2 are returned to the UE in this step using access specific mechanisms. Since UE requested for additional PDN connectivity, the UE configures the IP address received from the Trusted Non-3GPP IP Access without deleting its configuration for connectivity with any other previously established PDN.
NOTE 2:
The definition of the message used to carry the new connectivity information to the UE is out of scope of 3GPP.

4)
The GTP tunnel is thus set up between the Trusted Non-3GPP IP Access and the PDN GW corresponding to the requested additional PDN while maintaining tunnels previously established for other PDNs.
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5. PCEF-Initiated IP-CAN Session Termination Procedure
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