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Abstract of the contribution: This paper provides a description of SMS optimisations that may make more suitable for infrequent MTC ‘small data transmissions’. The intention is to permit a comparison between SMS and other alternative solutions.
1
Introduction
SA plenary has agreed that MTC Signalling Optimisation for ‘Small Data Transmission’ is a high priority topic.

In the last SA2 meeting, there were various contributions addressing the MTC ‘small data transmission’ topic. The message flows had some similarities to SMS, but, proposed new interfaces and slightly different functionality. The use of such new functionality poses some challenges for rolling out the feature in roaming situations.

In order to allow a proper evaluation and identification of the best solution, this paper takes an alternative approach of looking at what optimisations can be made to the existing SMS mechanisms. 

The focus of the paper is on LTE. Some of the optimisations are also applicable on 2G and 3G, however, 2G-GPRS is quite well adapted for small data transfers while 3G-UMTS has some more difficult problems (that this paper does not attempt to solve).
2
Background: Optimised SMS and SGs (S2-095320)
Tdoc S2-095320 was distributed at SA2 #75 in Kyoto in 2009 but was ‘not handled’ due to lack of time. It is attached to this document. At least some companies reviewed it offline, and no substantive problems were detected with it.
Overall, S2-095320 showed how a simple interworking function can be used (instead of a full MSC/VLR) to allow a non-CSFB device to get SMS service while in LTE coverage. The architecture is shown below.

Note: 
this architecture can be used by CSFB devices, but Fall Back will entail an MSC change. This is probably acceptable for those MTC devices which “almost never” make voice calls.
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A further reduction in the number of nodes can be achieved if the SMS IWF is co-located with the MME. This would mean that the MME would have to support the MAP D and E interfaces, however, as many vendors offer combined MME/SGSN platforms, this is not necessarily a huge problem.
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3
Opportunities to optimise SMS for small data transfers

3.1
Remove the CP layer

The ‘real SMS’ is sent in an RP-DATA message. Successful delivery of the SM to the SMSC (for MO) and to the mobile (for MT) leads to the transmission of an RP-ACK message. 

On all of the radio and network interfaces (LTE, 3G. 2G-PS, 2G-CS), relatively reliable layer 2 data links are used to transport the RP messages.

However, the RP messages are always encapsulated in CP-DATA messages and each CP-DATA message generates a CP-ACK message. The CP layer messages appear unnecessary, and, e.g. if a CP-ACK is lost, the CP layer can cause added delay. The CP layer also causes radio interface inefficiency.

Given the local nature of the CP protocols (they run between ‘edge CN node’ and the mobile) they could be removed independently on any RAT/domain.

3.2
Connectionless Radio Resource Control?
In LTE, the current SMS over SGs procedures require the use of the Service Request procedure. This entails the download of the RRC security context to the eNB and the establishment of the radio bearers. If all that is intended is the transfer of an SMS-like data packet, these procedures lead to a substantial increase in radio resource utilisation. 
In 2G GPRS, these procedures are avoided as 2G-PS is relatively connectionless, and, the user plane and signalling messages are encrypted at the SGSN, not in the RAN.

The MME has encryption functionality for the NAS signalling and thus the transfer of the RRC security context to the eNB does not seem strictly necessary. 
4
Procedure for Optimised SMS

4.1
MO SMS

A more optimised MO LTE procedure for SMS over SGs is as follows:
a) The mobile performs a combined Attach/TAU, typically, for “SMS-only” and returns to RRC-idle.

During the Attach and TAU procedures, the UE and MME exchange information on their (and in the case of a real, separate, MSC, the MSC’s) ability to support optimised SMS procedures. 

b) The UE establishes the RRC connection (sending the S-TMSI in the RRC Connection Request) and includes the RP-DATA in an encrypted IE in the NAS container in the RRC Connection Setup Complete message. The NAS container is a Service Request message that has been modified to carry an embedded, encrypted information element (which is the RP-DATA). The Service Request carries the “KSI and sequence number” IE and the MME uses this, and the S-TMSI, to identify the security context to decrypt the RP-DATA.
Note: 
during the Attach procedure, the RRC Connection Setup Complete message typically carries a NAS PDU of around 80 bytes (for an SRVCC mobile), so, the radio’s Layer 1 and 2 mechanisms are probably not harmed by an RP-DATA payload of upto 160 bytes. 
The size of this NAS PDU means that it is worth setting the RRC establishment cause to “mo-Signalling’ rather than “mo-Data”.
Note: 
the “mo-Signalling” cause value, potentially coupled with the receipt of the S-TMSI in the RRC Connection Request, can be used by the eNB to detect that a short lived signalling procedure is in progress. Hence it is unlikely that the MME will download the security context to the eNB. Without the security context, handover cannot be performed. Thus radio resources can be saved if the eNB does not configure the UE to perform measurement reporting.  

If the UE’s application knows that it needs to send multiple or concatenated SMSs, then the UE sets a (new) flag in the modified Service Request message to inform the MME of this fact. The UE’s application could also indicate the number of SMSs that need to be sent.
c) The eNB forwards the encrypted RP DATA to the MME in the S1AP Initial UE message.
d) The MME (or SGs SMS IWF) adds the UE’s identity information (received from the HSS in step a) and forwards the Short Message to the SMSC.

e) The SMSC stores the SM and returns an RP-ACK to the MME

f) The MME forwards the RP-ACK in an encrypted NAS PDU to the eNB in an S1 Downlink NAS Transport message.

An additional, optional, IE is added to the S1 Downlink NAS Transport message that allows the MME to request the eNB to release the RRC connection. (The MME does not use this indication if the UE indicated that multiple SMSs needed to be transferred in step b.)
Note 1: 
this situation is similar to the completion of a (periodic) TAU. i.e. the MME has not sent the Initial UE Context message to the eNB and so the eNB cannot perform any commands on the UE that require RRC level security (in particular section 5.3.1.1 of TS 36.331 specifies that Handover cannot be performed in this state).
Note 2:
would this ‘release flag’ be a good TEI for normal periodic TAUs?

g) The eNB sends the RP-ACK to the UE and releases the RRC Connection. The small size of the RP-ACK means that it is possible for the eNB to include it as a NAS PDU within the RRC Connection Release message itself.
Facets of the above procedure:

- this MO SMS transfer only uses 4 RRC messages (plus the Hybrid ARQ frames and the 2 messages that precede the RRC Connection Request.)

- the CP Layer messages are not used.

4.2
MT SMS 
This uses similar concepts to MO SMS, but it requires 2 more RRC messages.

a) The MME and UE have negotiated (at Attach/TAU) that the CP layer need not be used.

b) Paging leads to the establishment of the RRC Connection. The addition of a “SMS flag” to the radio interface (and S1 interface) paging messages allows the UE to change the RRC establishment cause from “mt-access” to “mo-signalling” (or to a new cause value of “mt-signalling”). In turn, this RRC establishment cause allows the eNB to optimise its resource allocation and to not configure the UE for measurement reporting). 
The Service Request sent as the paging response by the UE carries the “KSI and sequence number” IE. The MME uses this, and the S-TMSI, to encrypt the RP-DATA sent in step c below..

c) the MME then sends the RP-DATA in an encrypted IE in a NAS PDU in an S1 Downlink NAS Transport message and the eNB sends the NAS PDU onto the UE.

d) the UE sends the RP-ACK in an encrypted IE in a NAS PDU in an UL Information Transfer message and the eNB forwards the NAS PDU to the MME.

The UE adds a new optional IE to the UL Information Transfer to request the eNB to release the RRC connection.

e) the eNB releases the RRC Connection
5
Proposal
It is proposed that text from sections 2, 3 and 4 is used as a basis to update TR 23.888 v1.2.0, for example by creation of a new section 6.2a “Solution – transfer data by optimised SMS”. 
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