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1 Introduction

The WID for Location-based selection of gateways for WLAN was approved in SA2#83 (S2-111045) and SA#51 (SP-110083) with the objective: “This work item aims to specify enhancements to the ePDG and PDN GW selection functions for S2b and S2c based on UE location.”
This discussion paper will discuss the possible GW selection enhancements based on the current ePDG and PDN GW selection functions for S2b and S2c.

2 Discussion
2.1 S2b

In this case, the GW including ePDG and PDN GW should be selected.
NOTE: It is FFS whether the PMIP-based S8-S2b chained case needs to be considered in this WI.
2.1.1 ePDG Selection

2.1.1.1 Existing function

According to Section 4.5.4 ePDG Selection of TS 23.402[1], the existing ePDG selection function is as follows:
The UE may select the ePDG by static configuration or dynamically.

For dynamical selection and roaming case, when the VPLMN ID is known by the UE, the UE constructs an FQDN using the VPLMN ID as the Operator Identifier and employs the DNS server function to obtain the IP address(es) of the ePDG(s) in the VPLMN.
Otherwise if the ePDG needs to be dynamically selected, the UE constructs an FQDN using the HPLMN ID and employs the DNS server function to obtain the IP address(es) of the ePDG(s). 

The UE selects an ePDG address from the list returned in the DNS response and initiates the IPsec tunnel establishment.
2.1.1.2 Possible enhancements
NOTE: It is considered that the ePDG selection by static configuration in the UE can not be enhanced based on the UE location.
Solution 1: DNS solution
The UE can construct the FQDN with its location, e.g. SSID in WLAN or the RAI/TAI in 3GPP Access (NOTE: It is FFS that what location information will be specified). The result of the ePDG FQDN will be:
"UE-location.epdg.epc.mnc<MNC>.mcc<MCC>.pub.3gppnetwork.org"
Solution 2: ANDSF solution
When the UE connects to the ANDSF, the ANDSF can select an ePDG based on the UE location (e.g. Cell ID) and send to the UE. Then for the WLAN access to EPC via S2b, the UE initiates the IPsec tunnel establishment to the ePDG from ANDSF. In this solution, the ANDSF should have the ePDG(s) information corresponding to the UE location where the routing from the UE to the ePDG is considered as optimization.
Solution 3: 3GPP AAA Server solution

Case 1, the UE may be authenticated and authorised to access the Untrusted Non-3GPP Access network with an access network specific procedure, according to Section 7.2.1 Initial Attach with PMIPv6 on S2b of TS 23.402[1]. In this case, the 3GPP AAA Server can select the ePDG based on the WLAN AN information, and send the ePDG FQDN or IP address to the UE during the Access authentication procedure.
Case 2, based on the existing ePDG selection, the UE has selected an ePDG and initiated the IKEv2 tunnel establishment. During the procedure, the ePDG reports the <WLAN AN information and/or the UE local IP address (allocated by the WLAN AN)> to the 3GPP AAA Server. According to <WLAN AN information and/or the UE local IP address> and the pre-configuration, the 3GPP AAA Server finds there are other ePDG(s) which are close to the UE, then it can initiate a ePDG reallocation procedure(the details are FFS) to redirect the UE to the other ePDG.
Solution 4: ePDG solution
Based on the existing ePDG selection, the UE has selected an ePDG and initiated the IKEv2 tunnel establishment. According to the UE local IP address (allocated by the WLAN AN) and the pre-configuration, the initially discovered ePDG finds there are other ePDG(s) which are close to the UE, then it can initiate a ePDG reallocation procedure (the details are FFS) to redirect the UE to the other ePDG.
2.1.2 PDN GW Selection

The enhancement here is for the UE initial attach. For the Handover case, the same PDN GW, which the UE was connected to via 3GPP Access, should be selected.

It is considered that the ePDG selects the PDN GW which is close to itself for the LOBSTER purpose.
2.1.2.1 Existing function

The existing PDN GW selection function for S2b initial attach is specified in Section 4.5.1 of TS 23.402[1], where the entity requesting the PDN Gateway is the ePDG. The DNS interrogation is specified in TS 29.303[2].

NOTE: It is FFS whether the existing solution in 4.3.2 Identification of canonical node names of TS 29.303[2] can be re-used. By that solution, the topologically closer (with respect to the network topology) node can be selected. A LS to CT4 may be needed.
2.1.2.2 Possible enhancements
Solution 1, DNS solution with ePDG ID

In order to select the appropriate PDN GW close to the ePDG, the PDN GW selection function in the ePDG uses the ePDG ID during the DNS interrogation to find the PDN GW identity. A new ID “ePDG ID” needs to be defined. This solution is similar with the PDN GW selection for SIPTO Service.
Solution 2, ANDSF solution
In addition to the Solution 2 of Section 2.1.1.2 ePDG selection, the ANDSF may select the PDN GW based on the UE location and sends the PDN GW ID/IP address to the UE, and then the UE may send them to the ePDG during the IKEv2 procedure. The ePDG may select the PDN GW based on the PDN GW ID/IP address from the UE.
2.2 S2c

There are two S2c cases for the WLAN deployment, i.e. Trusted S2c and Untrusted S2c.

The enhancement here is for the UE initial attach. For the Handover case, the same PDN GW, which the UE was connected to via 3GPP Access, should be selected.
2.2.1 Trusted S2c

In this case, only PDN GW needs to be selected. 
2.2.1.1 Existing function

The UE can discover the IP addresses of the HA in one of the 2 following ways as specified in TS 24.303[3]:

-
via DNS;

-
via DHCPv6. The DHCPv6 server is in the trusted non-3GPP access and it has the HA addresse information from static configuration, or received via STa reference point as specified in 3GPP TS 29.273 [4].
2.2.1.2 Possible enhancements
Solution 1: DNS solution
The UE can construct the HA-APN with its location, e.g. SSID in WLAN or the RAI/TAI in 3GPP Access (NOTE: It is FFS that what location information will be specified). As an example, the HA-APN for Internet and <MCC 345, MNC 012> is coded in the DNS as:

"UE-location.internet.ha-apn.mnc012.mcc345.pub.3gppnetwork.org"
Solution 2: ANDSF solution
When the UE connects to the ANDSF, the ANDSF can select a HA (PDN GW) based on the UE location (e.g. Cell ID) and sends to the UE. Then for the trusted S2c, the UE initiates the establishment of the Security Association (SA) to the PDN GW from ANDSF. In this solution, the ANDSF should have the PDN GW(s) information corresponding to the UE location where the routing from the UE to the PDN GW is considered as optimization.

Solution 3: 3GPP AAA Server solution

Case 1, the UE may be authenticated and authorised to access the trusted Non-3GPP Access network with an access network specific procedure, according to Section 6.3 “Initial Attach Procedure with DSMIPv6 on S2c in Trusted Non-3GPP IP Access” of TS 23.402[1]. In this case, the 3GPP AAA Server can select the PDN GW based on the WLAN AN information, and sends the PDN GW FQDN or IP address to the UE during the Access authentication procedure.
Case 2, based on the existing PDN GW selection, the UE has selected a PDN GW and initiated the SA establishment. During the procedure, the PDN GW reports the UE Care of Address (CoA, allocated by the WLAN AN) to the 3GPP AAA Server. According to the UE CoA and the pre-configuration, the 3GPP AAA Server finds there are other PDN GW(s) which are close to the UE, then it can initiate a PDN GW reallocation procedure (Section 6.10 “PDN GW reallocation upon attach on S2c” of TS 23.402) to redirect the UE to the other PDN GW.
Solution 4: PDN GW solution

Based on the existing PDN GW selection, the UE has selected a PDN GW and initiated the SA establishment. According to the UE CoA (allocated by the WLAN AN) and the pre-configuration, the initially discovered PDN GW finds there are other PDN GW(s) which are close to the UE, then it can initiate a PDN GW reallocation procedure (Section 6.10 “PDN GW reallocation upon attach on S2c” of TS 23.402) to redirect the UE to the other PDN GW.
Note: The four solutions above are similar with the solutions in Section 2.1.1 ePDG Selection for S2b.
Solution 5: DHCP solution

The WLAN AN (i.e. DHCP Server) is configured with the HA (PDN GW) information which is close to the WLAN AN; or

The WLAN AN (i.e. DHCP Server) receives the HA (PDN GW) information, which is close to the WLAN AN, via STa reference point. The 3GPP AAA Server needs to be configured with the HA (PDN GW) information and sends the HA information which is close to the WLAN AN.
This solution has no impact to the existing DHCP and STa, only the configuration in the WLAN AN or 3GPP AAA Server are improved.
2.2.2 Untrusted S2c

In this case, the ePDG and PDN GW need to be selected.

2.2.2.1 ePDG Selection

The same solutions in Section 2.1.1 ePDG Selection for S2b can be considered.
2.2.2.2 PDN GW Selection

2.2.2.2.1 Existing function

The UE can discover the IP addresses of the HA in one of the 3 following ways as specified in TS 24.303[3]:

-
via DNS;

-
via IKEv2 during tunnel setup to ePDG for untrusted non-3GPP accesses.
2.2.2.2.2 Possible enhancements
Solution 1: DNS solution
The solution is same as the one in Section 2.2.1.2 for Trusted S2c with DNS solution.

Solution 2: ePDG solution

The ePDG is configured with the HA (PDN GW) information which is close to itself. And there is no impact to the IKEv2 and the UE.
Solution 3: ANDSF solution
The solution is same as the one in Section 2.2.1.2 for Trusted S2c with ANDSF solution.

Solution 4: 3GPP AAA Server solution

According to Section 7.3 “Initial Attach Procedure for S2c in Untrusted Non-3GPP IP Access” of TS 23.402, there are 3 cases for this solution:
Case 1, the UE may be authenticated and authorised to access the untrusted Non-3GPP Access network with an access network specific procedure. In this case, the 3GPP AAA Server can select the PDN GW which is close to the WLAN AN information, and sends the HA (PDN GW) FQDN or IP address to the UE during the Access authentication procedure.
Case 2, during the IKEv2 tunnel (between UE and ePDG) establishment procedure, the 3GPP AAA Server can select the HA (PDN GW) which is close to the ePDG, and sends the HA (PDN GW) FQDN or IP address to the UE.
Case 3, based on the existing PDN GW selection, the UE has selected a PDN GW and initiated the SA establishment. During the procedure, based on the ePDG information in the 3GPP AAA Server and the pre-configuration, the 3GPP AAA Server finds there are other PDN GW(s) which are close to the ePDG, then it can initiate a PDN GW reallocation procedure to redirect the UE to the other PDN GW.
Solution 5: PDN GW solution

Based on the existing PDN GW selection, the UE has selected a PDN GW and initiated the SA establishment. According to the UE CoA (allocated by the ePDG) and the pre-configuration, the initially discovered PDN GW finds there are other PDN GW(s) which are close to the UE, then it can initiate a PDN GW reallocation procedure (Section 6.10 “PDN GW reallocation upon attach on S2c” of TS 23.402) to redirect the UE to the other PDN GW.
3 Proposal

It is proposed to discuss the solutions above. For the approved solution(s), the corresponding CR(s) can be brought in the following SA2 meeting.

For the DNS solution, it is proposed to send a LS to CT4 to ask whether the existing solution in 4.3.2 Identification of canonical node names of TS 29.303[2] can be re-used for the ePDG to select the topologically closer (with respect to the network topology) PDN GW in preference to a less topologically closer PDN GW.
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