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1 Discussion
1.1 Mapping between IMSI and MTC identifier
The following requirement is present, along with an Editor’s note:

· The new identifier should have a one-to-one mapping to the IMSI. That is, it shall identify one active UE (e.g. MTC device).

Editor’s Note:  It is ffs if some flexibility in the mapping similar to the one between MSISDN and IMSI would be useful.
There is no reason to require that the new identifier be less flexible than the current MSISDN. Currently, 3GPP specifications allow multiple MSISDN for one IMSI and the use of multiple MSISDN for one IMSI is widely deployed. In addition, proprietary solutions to allow multiple IMSI for one MSISDN are widely deployed too. This shows that there is already a need for a many-to-many IMSI-MSISDN mapping today. 
Considering that the scope of applications making use of MTC communications is much wider than human communications, it is fair to expect that a many-to-many relationship will be needed between IMSI and MTC device identifier.

We therefore propose to remove this requirement and related Editor’s Note.

1.2
Administration on country level
The following requirement is present:

· The allocation of the new identifier should be efficient e.g. administration on country level

The example provided to illustrate this requirement is precisely one that would cause inefficiency of the allocation for many MTC applications: fleet management, automotive, eReaders, etc, where the allocation of the identifier needs to be country-independent in order to be efficient. 

It is to be noted that several operators use or plan to use what are referred to as “non geographic” E.164 (MSISDN) and E.212 (IMSI) resources i.e. resources which are based on E.164/E.212 codes which are not limited to a particular country or territory. This shows that there is a clear trend towards country-independent identifiers for global M2M applications. Examples of such codes are +883 for E.164 and MCC 901 for E.212. 
We therefore propose to change the example as follows:

· The allocation of the new identifier should be efficient e.g. independent of geographic boundaries
1.3
“Number portability”
The following requirement is present, along with an Editor’s note:

·  “Number portability” should be supported. That is, a service provider should be able to switch to another operator network, without changing the identifier. Number portability for the MTC User might be a requirement to consider too, or alternatively a different device identifier is used on the API between the MTC User and the MTC Server .


Editor’s Note:  It is ffs if “number portability” is required or if modern IT tools in the M2M domain make this unnecessary.
We propose to remove this for the following reasons:
1) Number portability does not apply to an identifier which is intended to be used instead of MSISDN. 
2) Number portability was introduced by regulation for specific competition purposes in the context of telephony, but there are no identified regulatory requirements for number (MSISDN) portability in the M2M environment at this point in time. The reasons why there would then be a requirement for MTC identifier are therefore unclear. 
3) The question of whether the identifier is portable or not is quite complex and does not mean anything without defining precisely the use cases. For example, all the examples that are documented in this clause are indeed strictly speaking portable: “serviceproviderid.topdomain” can indeed be ported from one Internet registrar to another. Conversely porting a URI such as sip:user@service-provider-X.TLD from service-provider-X to service-provider-Y would not be technically feasible. 
1.4
Routing of signalling

The following requirement is present:

· The new identifier should support certain functions in the operator domain

· Facilitate routing of signaling, that is, discovering which MTC Server or service provider the MTC device belongs to and its signaling shall be routed to
· Facilitate charging and billing. One device (and the charging data produced from its activities) should easily be traced back to which service provider it belongs to. Optionally also which user at the service provider it belongs to. 

· Selective congestion control or enabling/disabling e.g. per MTC User and per Service Provider
The word “facilitate” give the impression that it would not really be a problem if the identifier would not be routable. However, enabling the routing of signalling is a critical function of the identifier. More generally, the wording the this paragraph is too soft for a requirement, so we propose to reword it.
1.5
URI style
For the great majority of IMS systems today, most of SIP URIs actually convey phone numbers including MSISDNs such as +33612345678. Therefore simply referring to “SIP URIs” does not preclude using MSISDNs. We propose the following update to clarify that we are not discussing about URIs like sip+33612345678@domain.foo:
An advantage with an URI style format not derived from a number of a device identifier is that this can be considered mainstream internet technology and that the administration and allocation of the different identifier parts, e.g. the Service Provider ID part, does already exist as part of the normal domain name administration. A slight disadvantage could be that if the different identifiers parts are domain names, such as the “serviceproviderid.topdomain”, care need to be taken so that clashes with other usages of the same domain name is avoided.
1.6
Editorials
Some editorials are also proposed to be fixed, such as replacing “word wide” by “world wide” (
2 Proposal

The updates discussed above are proposed to be approved as shown below.
* * * Change Begin * * * *
6.38
Solution – Device identifier used over MTCSP
6.38.1
Problems solved / Gains provided

See 
clause 5.8 
“Key Issue –MTC Device Trigger”, 
clause 5.13 
“Key Issue - MTC Identifiers”, 
clause 5.10
“Key Issue - MTC Monitoring”,
clause 5.11
“Key Issue - Decoupling MTC Server from 3GPP Architecture”.
6.38.2
General
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Figure 6.38.2-1: 3GPP Architecture for Machine-Type Communication
The reference points are listed as below:

MTCu:
It provides MTC Devices access to 3GPP network for the transport of user plane and control plane traffic. MTCu interface could be based on Uu, Um, Ww and LTE-Uu interface.
MTCi:
It is the reference point that MTC Server uses to connect the 3GPP network and thus communicates with MTC Device via 3GPP bearer services/IMS. MTCi could be based on Gi, Sgi, and Wi interface.

MTCsp:
It is the reference point the MTC Server uses for signaling with the 3GPP network.

MTCsms:
It is the reference point MTC Server uses to connect the 3GPP network and thus communicates with MTC Device via 3GPP SMS. 


Editor’s Note:  It is ffs if MTCsms exists as a separate reference point or whether MTCsp is used for 3GPP SMS as well. 

In the general case the MTC Server is located outside the operator domain. In the special case when the MTC Server is located in the operator domain, the MTCSP and the MTCi becomes internal in the operator network. In a deployment there may simultaneously be MTC Server located inside the operator domain and MTC Servers located outside the operator domain. There might be one or several functional entities in the mobile operator network that terminate the MTCSP reference point. In the text below these entities(s) are simply referred to as “Service Centre configured for MTC”. The MTC Server and the MTC User may either be separate entities or co-located.

Guiding requirements for a device identifier to be used instead of MSISDN and IMSI at signaling between the MTC Server and the mobile operator network are: 

· 

· The identifier must be globally unique since some MTC service providers operate world wide.
· The allocation of the new identifier should be efficient e.g. independent of geographic boundaries
· The identifier shall also be usable towards other access networks such as 3GPP2, etc. 
· 

· The new identifier shall support certain functions in the operator domain

· Enable routing of signaling, that is, routing signalling messages to the MTC device and, for signalling sent by the MTC device, discovering which MTC Server or service provider the MTC device belongs to and its signaling shall be routed to
· Enable charging and billing. One device (and the charging data produced from its activities) shall easily be traced back to the service provider it belongs to. Optionally also which user at the service provider it belongs to. 

· Selective congestion control or enabling/disabling e.g. per MTC User and per Service Provider
· Migration aspects when changing from MSISDN to the new identifier should be considered

· Other?
The details for a device identifier used in MTCSP protocols should be specified in stage 3 (already established protocols such as HTTP RESTful may be candidates for a MTCSP protocol). However in the SA2 requirements of a device identifier, there may also be requirements such as what information it contains (see example below). 

In this example below the “Service Provider ID” is a domain name that belongs to the MTC service provider. The “topdomain” would ensure that the “Service Provider ID” becomes internationally unique. The “topdomain” would be a FQDN in itself such as “.com”, “.se”, “.co.uk”, “.operator.com”, etc. The “User ID” should identify a subscriber within the service provider domain, for example an enterprise or even a person using MTC services. There would be a unique “Device ID” part for each MTC device a user has (at least unique within the user domain). The “Device ID” may for example be a serial number of the hardware running the “application part” of the MTC device (i.e. not the IMEI) or any other number used by the MTC user to distinguish the MTC device. All these different parts together constitute the full device identifier, as used over a MTCSP interface. In the reminder of this document, the term “International Service provider Subscription Identifier” (abbreviated to ISSI) is used for a device identifier used over the MTCSP interface and meeting the requirements listed above.

Editor’s Note: The name for the device identifier “International Service provider Subscription Identifier” (ISSI) is tentative and may change.
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Figure 6.38.2-2: Examples of different URI style formats of a device identifier (ISSI)
An advantage with an URI style format not derived from a number of a device identifier is that this can be considered mainstream internet technology and that the administration and allocation of the different identifier parts, e.g. the Service Provider ID part, does already exist as part of the normal domain name administration. A slight disadvantage could be that if the different identifiers parts are domain names, such as the “serviceproviderid.topdomain”, care need to be taken so that clashes with other usages of the same domain name is avoided.
Alternative a) above using a FQDN for identifying a device should work but there is an implicit assumption of the content/structure of the domain name that needs to be specified.

Alternative b) using a Uniform Resource Name (URN) is probably more correct way to use a URI when the intention is to specify an identity. By using a new specific Namespace ID in the URN such as “ISSI” in the example, the syntactic interpretation of the Namespace Specific String would be defined. There may be other already registered Namespace ID’s that can be used more or less according to 3GPP requirements. 

Alternative c) using a SIP URI is also a possibility. The syntax associated with SIP URI’s should be possible to use for what 3GPP requires of a device identifier, but when following it strictly the SIP protocol is also expected for a SIP URI which may not be the case for the MTCSP interface.   

Note: Depending on what type of URI is selected as device identifier, there might be assumptions on what protocol is used over the MTCsp.

* * * Change End * * * *
FQDN:	deviceid.userid.serviceproviderid.topdomain.


Dedicated 3GPP URN: 	urn:issi:deviceid.userid.serviceproviderid.topdomain.


SIP URI:	sip:deviceid@userid.serviceproviderid.topdomain.
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