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1 Introduction
The purpose of this contribution is to:
· Ensure 3GPP network architecture is a viable communication/transport network alternative for all M2M services.

· Identify main aspects of ETSI M2M architecture that needs to be considered by 3GPP access networks architecture.

· Identify entities and interfaces that are required for 3GPP networks to support M2M services inline with ETSI M2M Service Layer (SL) architecture.

· Identify 3GPP areas that need to be addressed to enable 3GPP access networks to support ETSI M2M SL Architecture.
It will first give a brief summary of ETSI M2M current work and then discuss aspects and propose a mapping of the 3GPP MTC architecture with the ETSI M2M architecture.
2 ETSI M2M summary
This chapter provides a short high level summary of what is currently specified in ETSI M2M architecture. Note that ETSI M2M is a Service Layer architecture using 3GPP as one of many possible transport networks.
Main input is from ETSI Technical Specification Draft ETSI TS 102 690 V0.10.4 (2011-01) “Machine-to-Machine communications (M2M); Functional architecture”.

2.1 ETSI M2M basic terminology and definitions

M2M Applications: Applications that run the service logic and use Service Capabilities accessible via open interfaces.
M2M Area Network: A M2M Area Network  provides connectivity between M2M Devices and M2M Gateways.

M2M Communication Module: Residing on a M2M Device, the M2M Communication Module implements the communication part of the M2M device.
M2M Device: A device that runs application(s) using M2M Service Capabilities and network domain functions. A M2M device is made at least of one M2M Device Application and one M2M Communication Module. A M2M Device may contain one or more M2M Communication Module(s) and one or more M2M Device Application(s)..

M2M Device Application: Application residing on the M2M Device that runs the service logic and use Service Capabilities accessible via open interfaces (dIa interface of M2M core).

M2M Gateway: Equipments using M2M Capabilities to ensure M2M Devices interworking and interconnection to the Network and Application Domain. The M2M Gateway may also run M2M applications.. M2M Gateway functionality can be colocated with M2M Device(s).

M2M Network Applications: Applications residing in the Network and Applications domain that run the service logic and use Service Capabilities accessible via open interfaces (mIa interface of M2M core).

mIa Reference Point: allows an application to access the M2M Service Capabilities in the Networks and Applications Domain.

mId Reference Point: allows an M2M Device or M2M Gateway to communicate with the M2M Service Capabilities in the Network and Applications Domain. mId uses core network connectivity functions as an underlying layer.

2.2 ETSI M2M - High level system architecture

Figure 2.1 provides a High-Level M2M System Architecture view.
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Figure 2.1: M2M high level system overview

The M2M system Architecture includes an M2M Device domain, and a Network and Applications domain. The High Level System Architecture is based on existing standards regarding the network domain extended with M2M capabilities.
M2M Devices can connect to M2M Core in the following manners:

· Case 1 "Direct Connectivity": M2M Devices connect to the Network and Applications Domain via the Access network. The M2M Device performs the procedures such as registration, authentication, authorization, management and provisioning with the Network and Application Domain. The M2M Device may have other devices (e.g. legacy) connected to it that are hidden from the Network and Application Domain.

· Case 2 "Gateway as a Network Proxy": The M2M Device connects to the Network and Application Domain via an M2M Gateway. M2M Devices connect to the M2M Gateway using the M2M Area Network. The M2M Gateway connects to the Network and Application Domain via an Access Network. The M2M Gateway acts as a proxy for the M2M Network and Application Domain towards the M2M Devices that are connected to it. Such an M2M Gateway performs procedures such as authentication, authorization, registration, management, and provisioning on behalf of the M2M Devices connected to it.  The M2M Gateway may execute applications; such applications may be executed on behalf of the M2M Network and Application Domain. The M2M Gateway decides on routing service layer requests originating from Service Capabilities or applications. The M2M Devices that connect to such a Gateway may or may not be addressable by the M2M Network and Application Domain. 
M2M Devices may be connected to the Network Domain via multiple (sequential or parallel) M2M Gateways.

The Network and Application Domain is composed of the following elements:
· Transport Network: Network which allows transport of data within the Network and Applications Domain. 

· M2M Core: is composed of a Core Network and Service Capabilities.

· Core Network: provides:

· IP connectivity at a minimum and potentially other connectivity means.

· Service and network control functions.

· Interconnection (with other networks).

· Roaming.


Different Core Networks may offer different capability sets. 


Examples of Core Networks may include 3GPP CNs, ETSI TISPAN CN and 3GPP2 CN. 

· M2M Service Capabilities: 
· Provide M2M functions that are to be shared by different Applications.
· Expose functionalities through a set of open interfaces.
· Use Core Network functionalities.
· Simplified, optimized application development and deployment through hiding of network specificities from applications.
· Access Network: Network which allows the M2M Device Domain to communicate with the Core Network. Examples: GERAN, UTRAN, eUTRAN, W-LAN, xDSL, HFC, PLC, satellite, and WiMAX.

· M2M applications: Applications that run the service logic and use M2M Service Capabilities accessible via an open interface.
· Network Management Functions: consists of all the functions required to manage the Access, Transport and Core networks:  Provisioning, Supervision, Fault Management, etc.

· M2M Management Functions: consists of all the functions required to manage generic functionalities of M2M Applications and M2M Service Capabilities in the Network and Applications Domain. The management of the M2M Devices and Gateways may use M2M Service Capabilities.

2.3 ETSI M2M – Service Capabilities functional architecture framework
Provides the framework of the functional architecture as well as reference points for the ETSI M2M Service Layer (SL).  
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Figure 2.2: M2M Service Capabilities functional architecture framework

Service Capabilities (SC) provide functions that are to be shared by different applications. SC can use Core Network functionalities through a set of exposed interfaces (e.g. existing interfaces specified by 3GPP, 3GPP2, ETSI TISPAN, etc.). SC can also invoke other capabilities. Additionally, SC can interface to one or several Core Networks.

The list of M2M Service Capabilities includes: Application Enablement (xAE); Generic Communication (xGC); Reachability, Addressing and Repository (xRAR); Communication Selection (xCS); Remote Entity Management (xREM); SECurity (xSEC); History and Data Retention (xHDR); Transaction Management (xTM); Compensation Broker (xCB); Telco Operator Exposure (xTOE) and Interworking Proxy (xIP) where x is N for Network, G for Gateway or D for Device depending on in which entity the SC is instantiated.
Not all M2M Service Capabilities are foreseen to be instantiated in the different parts of the system.
Note: From ETSI M2M Service Layer point of view multiple M2M Applications, multiple M2M Providers, and multiple Network Operators are possible for a single M2M device, i.e. an M2M device may not be equivalent with an 3GPP UE.
3 Discussion

3.1 ETSI M2M Aspects
Overall Aspects - ETSI M2M Architecture Define:

· An M2M architecture that is access agnostic.

· No M2M service changes required when moving from one access network to another.

Access Aspects -  ETSI M2M Architecture Identify Three M2M Devices:

· Direct Access M2M Device

· M2M Gateway

· In-Direct M2M Device

Network Aspects - ETSI M2M Architecture Require:

· Transport and Service Layers Separation

· M2M services can be offered independent of access network operator

3.2 3GPP mapping to ETSI M2M

To solve the requirements and aspects listed in section 3.1 above figure 3.1 below shows a mapping of how 3GPP fit into the ETSI M2M architecture.
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Figure 3.2: 3GPP mapping to ETSI M2M
Service Capability Platform

The Service Capability Platform:
· support common functionalities that can be shared by different M2M applications.
· expose functionalities/service capabilities through a set of open interfaces (APIs not defined by 3GPP).

· use 3GPP Core Network defined interfaces, e.g. MTCSMS, MTCCi, MTCSP. Already existing 3GPP Core Network interfaces may also be used as well as any proprietary interfaces, depending on deployment scenarios. A full list of these interfaces and possible modification is FFS.
· can depending on deployment scenario interface to one or several Core Networks (not only 3GPP ones).
M2M Device, Gateway and local M2M device
From 3GPP point of view the local (in-direct) M2M device is out of the scope as there is no 3GPP access to it. The 3GPP UE terminating the 3GPP transport can only be part of an M2M device or an M2M Gateway which uses 3GPP access.
3.3 Conclusion

The MTC server used in 3GPP terminology can be viewed as a Service Capabilities Platform. The 3GPP MTC server provide the interworking with the 3GPP transport network and provide M2M applications access to M2M services provided by the 3GPP network.

The internals of the 3GPP Core Network and the services it provides to the Service Capability Platform is FFS. The internals of the Service Capability Platform is out of the scope of 3GPP standardization.

3.4 Proposal

Based on the discussion above it is proposed to facilitate the mapping between the 3GPP architecture and the ETSI M2M architecture by renaming the “MTC Server” to “Service Capability Platform” (“SCP”).
The understanding should be that the SCP includes the ETSI M2M Service Capabilities support and one or more Inter-Working Functions for the different accesses that a particular Service Capability Platform supports depending on deployment. The SCP is used for providing Service Layer Capabilities to applications including M2M, i.e. ETSI M2M, but it is not limited to M2M applications why we are proposing a generic name without any reference to MTC or M2M.  

Proposed changes to TS 23.888.

1. Update section 4 “Architectural Considerations” as proposed below
2. Rapporteur to recursively replace MTC server for SCP or Service Capability Platform where applicable throughout the other parts of the TR.
First Change

4
Architectural Considerations

4.1
Architectural requirements

Editor's note:
Contributions to this clause should follow after agreements are achieved in the Required Functionality clause s of individual Key Issues.

1) The 3GPP Core Network can communicate with a Service Capability Platform, SCP, sometimes also referred to as the MTC Server. The SCP provides Service Capabilities for the 3GPP transport network to the M2M application service layer. The SCP is introduced as part of, but not limited to 3GPP System Improvements for MTC. An intermediary entity may be used for the control plane communication for topology hiding or protocol translation purposes. Any intermediary entity for the user plane communication is out of scope of 3GPP standardization.

2) Both mobile terminated and mobile originated communication shall be supported. To initiate mobile terminated communication, the SCP shall be able to uniquely identify and address a UE.
Editor’s Note: Unique identification of an MTC Device when the UE comprises multiple TEs may imply further requirements.

3) The mobile network shall provide security mechanisms that can be used to:

· ensure that the SCP can only communicate with certain UEs used for MTC;

NOTE 1: This requirement does not imply that it applies to all SCP communication to UEs used for MTC. Some scenarios allowing for less restricted communication have been considered.

Editor’s Note: The association of an SCP to certain UEs used for MTC for means of restricting communication (e.g. between an MTC User and the MTC Subscriber) is FFS.

· ensure that only authorized PDN entities can communicate with the UEs used for MTC;
· ensure that a UE used for MTC can only communicate with the SCP of its subscriber, and that communication with any other entity is not possible. 

The existing 3GPP security functions e.g. authentication and encryption shall be unaffected by the above security measures.

4) It shall be possible to provide secure and encrypted communication between PLMN and SCP.

5) The reference points between the SCP and the PLMN shall enable message exchange to support the following services:

a. Device Triggering 

b. …

4.1A.
Architecture Principles

Editor’s Note:
This subclause captures principles that can be agreed in discussion of architecture. Once agreed, these principles will guide further work in the TR.

1)
Communication at the application level between the MTC Device and the MTC Application is out of scope of 3GPP standardization.

4.2
Architecture Model

Different models are foreseen for machine type of traffic in what relates to the communication between the MTC Application and the 3GPP network. In a so called Direct Model, the MTC Application communicates with the UE for MTC directly as an over-the-top application on 3GPP network. This is shown as Figure 4.2-1(A).

In a complementary way, several sub models are foreseen for an Indirect model, in which the MTC Application communicates with the UE for MTC by making use of additional services provided by the 3GPP network:

1. The MTC Application would make use of an SCP, for additional value added services, provided by a third party Service Provider, that is, outside the 3GPP responsibility. The interface between the SCP and the MTC application is totally out of the scope of 3GPP. The SCP communicates with the 3GPP network by means of an interface or set of interfaces. This is shown as Figure 4.2-1(B).
2. The MTC Application makes use of an SCP, again for additional value added services, provided by the 3GPP operator (which becomes a Service Provider). The interface between the SCP and the MTC application remains still out of the scope of 3GPP, whilst the communication between the SCP and the 3GPP network becomes internal to the PLMN. This is shown as Figure 4.2-1(C),
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Figure 4.2-1: MTC Application to UE for MTC Communication Models

3.- Since the sub models in the indirect scenario are not mutually exclusive but just complementary, it is possible for a 3GPP operator to combine them for different applications. Next figure provides a high level model in which the 3GPP operator provides value added services to an MTC Application and in addition, offers telecom services to a third party Service provider. This is shown as Figure 4.2-2.
The communication between the SCP and 3GPP network is, as in bullet #1, within the scope of 3GPP, including when that communication becomes internal to the network, as in bullet #2. The communication between the MTC Application and the SCP is out of the scope of 3GPP. 
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Figure 4.2-2: Multiple MTC Applications using Diverse Communication Models

NOTE: 
The services provided by the SCP within the 3GPP network maybe either: 

- different from those offered by the external SCP
- the same as those in the external SCP
- a subset/superset of those offered by the external SCP
- The functionality provided by either SCP is out of the scope of this document.

4.3
Architectural baseline
The end-to-end application, between the UE used for Machine Type Communication (MTC) and the M2M Application, uses services provided by the 3GPP system, and optionally services provided by an SCP. The 3GPP system provides transport and communication services (including 3GPP bearer services, IMS and SMS) including various optimizations that can facilitate MTC.

Figure 4.3-1 shows a UE used for MTC connecting to the 3GPP network (UTRAN, E-UTRAN, GERAN, I-WLAN, etc) via the Um/Uu/LTE-Uu interface. With the indirect models the UE used for MTC communicates with a SCP or other UEs used for MTC using the 3GPP bearer services, SMS and IMS provided by the PLMN. The architecture covers the various architectural models described in Section 4.2.

-
Direct Model - Direct Communication provided by the 3GPP Operator: The M2M Application connects directly to the operator network without the use of any SCP;

-
Indirect Model – MTC Service Provider controlled communication: The SCP is an entity outside of the operator domain. The MTCi, MTCsp and MTCsms are external interfaces (i.e. to a third party M2M service provider);

-
Indirect Model – 3GPP Operator controlled communication: The SCP is an entity inside the operator domain. The MTCi, MTCsp and MTCsms are internal to the PLMN;

-
Hybrid Model: The direct and indirect models are used simultaneously in the hybrid model e.g. connecting the user plane using the direct model and doing control plane signalling using the indirect model.

The SCP is an entity which connects to the 3GPP network via MTCi/MTCsp/MTCsms interfaces and thus communicates with UEs used for MTC or nodes in the PLMN. SCP may be an entity outside of the operator domain or inside an operator domain.

Editor’s Note: Considerations for hybrid scenarios and for security and scalability for the direct model is FFS.

The ‘M2M Application’ entities in the figure are entities outside of 3GPP scope. They are solely used as abstract entities to show the end-to-end view for MTC and simplify mapping to MTC specifications of other standardization organizations.

When the MTC interfaces are to a third party M2M service provider, security measures need to be applied to avoid unauthorized access.

Editor’s Note: Security measures needed when the MTC interfaces are to a third party M2M service provider are FFS in WG SA3.
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Figure 4.3-1: 3GPP Architecture for Machine-Type Communication
Editor’s Note: The term proxy in the above figure is a temporary name. Contributions are invited to name the termination point for the MTCsp. Other possible names are MTC Gateway, Signalling Gateway, Frontend, IWK or as proposed in subclause 6.45.
The reference points are listed as below:

MTCi:
It is the reference point that the SCP uses to connect the 3GPP network and thus communicates with UEs used for MTC via 3GPP bearer services/IMS. MTCi could be based on Gi, SGi, and Wi interface.

MTCsp:
It is the reference point the SCP uses for signalling purposes with the 3GPP network.

MTCsms:
It is the reference point the SCP uses to connect the 3GPP network and thus communicates with UEs used for MTC via 3GPP SMS.

API:
It is an interface where the operator/M2M service provider offers connection services for UEs used for MTC. This is out of scope for 3GPP. 

The MTCi, MTCsp and MTCsms terminate in the MTC .

The SCP may be used to expose interfaces that are not 3GPP access specific to M2M Applications, e.g. in order to facilitate the deployment and operation of services that are access system independent.

The MTCi terminates in the GGSN/PGW. It could be based on Gi/SGi/Wi. Existing protocols over those reference points such as RADIUS/Diameter specified in TS 29.061 [4] are also supported over MTCi.
The MTCsp terminates in the Proxy. The Proxy hides the internal PLMN topology and relays or translates signaling protocols. 

Editor’s Note: The term proxy is a temporary name. Contributions are invited to name the termination point for MTCsp (as well as other potential interfaces that may be identified).

The MTCsms terminates in the SMS-SC. The SMS-SC may connect to the IP-SM-GW to perform SMS interworking. 

Editor’s Note: The potential internal PLMN interfaces connected to the Proxy is as will be agreed during the SIMTC study.

The 3GPP Architecture supports roaming scenarios in which the UE used for MTC obtains service by means of Um/Uu/LTE-Uuin a VPLMN.

Editor’s Note: The roaming architecture is FFS.

End of Change
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