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Abstract of the contribution: This contribution proposes to remove Gxb* for S2b. The Gxb* interface is used to provide tunnel header information (UE local IP address) to the PCRF for the purpose to discover and select the BPCF to establish S9* session for PMIP S2b scenarios for GTP S2b scenarios the UE local IP address is sent over S2b and Gx interface in the current version of the TR.
1.1 Removal of Gxb* for S2b
TS 23.402 Rel-10 includes information flows for both GTP-S2b and PMIP-S2b scenarios. 

For GTP-S2b there is not Gxb interface between ePDG and PCRF. Therefore PCRF must be triggered by IP-CAN session establishment to initiate S9* session establishment. In this case, GTP-S2b and Gx interface must be extended to carry the UE local IP address (i.e. tunnel header information) to PCRF, the rest of the IEs are available. 
For PMIP-S2b, the PBU message includes already all IEs that are proposed to be sent over Gxb* except for the UE local IP address (i.e tunnel header information). This is defined in  23.402 section 7.2.1 step 3: “The ePDG sends the Proxy Binding Update (MN-NAI, Lifetime, APN, Access Technology Type, Handover Indicator, GRE key for downlink traffic, UE Address Info, Charging Characteristics, Additional Parameter) message to the PDN GW. 
Current the Gxb* in TR 23.839 proposes to transfer from ePDG to PCRF the IMSI, APN, IP-CAN type and outer IP address. Comparing this list with the information transferred by PBU, it can be noted that MN-NAI includes the IMSI, the APN is present, the Access Technology Type can be used by PDN GW to derive the IP-CAN type
 so the only missing parameter is the UE local IP address (i.e.tunnel header information) that is proposed to be included in the PBU message to the PDN GW and in the Gx to the PCRF. 
This advantage of this solution is that reduces the number of interfaces in the PCRF and the ePDG, reduces complexity in the PCRF and ePDG, simplifies the handling of home routed roaming in the V-PCRF that does not need to include new procedures to initiate both the S9* session to the BPCF and the S9 session to the H-PCRF.
1.2
S9* session establishment terminology

To avoid confusion in terminalogy in section 5.2.2.1.2.2 and in diagram flow procedures, where the steps A.2, B.1 and B.2 are called “BPCF-initiated Gateway Control Session” and “PCRF-initiated Gateway Control Session” it is proposed to used the same terminalogy in description of S9*. 
1.3
S9* session establishment for roaming scenarios
The information flows for S2b GTP and S2b PMIP are updated to show how the S9* session is set up in roaming scenarios. The proposal is that the Gateway Control Session establishment with the BPCF to establish S9* Session is initiated by v-PRCF for both home routed and LBO roaming cases. 
Proposal

It is proposed to update TR 23.839 as shown below:

****** 1st Change ******
5.1.2.1 
Architecture reference model
The Figure 5.1.2.-1, 5.1.2-2 and 5.1.2-3 show the reference architecture for the non-roaming scenario and with the traffic routed to the mobile core network. The figure 5.1.2-4. 5.1.2-5 and 5.1.2-6 show the reference architecture for the roaming scenario with the traffic routed to the home network. The figure 5.1.2-7, 5.1.2-8 and 5.1.2-9 show the reference architecture for the roaming scenario with the local breakout in Visited PLMN.
Editor’s Note: The reference architecture for LIPA and SIPTO for local network is FFS. For more detail refer to 3GPP TR 23.829.

The following considerations apply to interfaces and reference points where they occur in figures in this clause:

-
S5 and S8 can be GTP-based or PMIP-based.

-
Gxc is used only in the case of PMIP variant of S5 or S8.

- 
Gxb* is only needed in untrusted S2c and PMIP-S2b cases where the ePDG uses Gxb* to trigger the PCRF to initiate the S9* session establishment towards the BPCF. Clause 5.2.2.1.2 contains additional details regarding S9* session establishment. 
- 
S2b is enhanced to carry UE location information (UE local IP address) in cases where information provided in S2b and Gx triggers the PCRF to initiate the S9* session establishment towards the BPCF. Clause 5.2.2.1.2 contains additional details regarding S9* session establishment.
-
S9 is used between the H-PCRF and V-PCRF in roaming scenario 

-
S9* (used between 3GPP and BBF domains) is used between the PCRF and BPCF* in scenarios where both 3GPP and BBF access networks belong to the same operator or to different operators.
- 
the reference points internal to the BBF access network are defined or are under definition by Broadband Forum and are out of the scope of this Technical Report.

NOTE 1:
SWu shown in Figure 5.1.2-1 also applies to architectural reference for untrusted scenario in Figures  5.1.2-3, 5.1.2-4, 5.1.2-6, 5.1.2-7 and 5.1.2-9,  for the untrusted scenario with s2c but is not shown for simplicity.
The ANDSF is not shown in any of the following figures, but it may be used in all architectural variants, according to the principles defined in 3GPP TS 23.402.
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Figure 5.1.2-1: Non-Roaming Architecture for untrusted BBF access network based on S2b


NOTE 2: The reference architecture is applicable when the 3GPP and BBF access networks belongs to the same network operator or to different network operators 
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Figure 5.1.2-2: Non-Roaming Architecture for trusted BBF access network based on S2c

NOTE 3: The reference architecture is applicable when both 3GPP and BBF network belongs to the same network operator or to different network operators 
NOTE 4: The connection between the BRAS/BNG and PDN Gateway is IP transport connection 
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Figure 5.1.2-3: Non-Roaming Architecture for untrusted BBF access network based on S2c

NOTE 5: The reference architecture is applicable when both 3GPP and BBF network belongs to the same network operator or to different network operators 
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Figure 5.1.2-4: Roaming Architecture for untrusted BBF access network based on S2b – Home routed traffic


NOTE 6: The reference architecture is applicable when both 3GPP and BBF network belongs to the same VPLMN network operator or to different network operators  

[image: image5.emf]BRAS/BNG

BBF defined access and network

BPCF*

AN (e.g

DSLAM/ONT)

SGi

H-PCRF

Gx

HSS

Operator’s IP Services 

(e.g. IMS, PSS etc.)

SWx

V-PLMN

S6b

Rx

PDN     

Gateway

3GPP AAA 

Proxy

Gxc

S8 

S6a

Serving

Gateway 

STa

S9*

Broadband Home Network

WiFi

AP

RG

UE

Media 

Center

BBF AAA 

3GPP AAA 

Proxy

V-PCRF

S9

SWd

H-PLMN

S2c

S2c

3GPP 

Access

BBF 

Device


Figure 5.1.2-5: Roaming Architecture for trusted BBF access network using s2c - Home Routed
 NOTE 7: The reference architecture is applicable when both 3GPP and BBF network belongs to the same VPLMN network operator or to different network operators  

NOTE 8: The connection between the BRAS/BNG and PDN Gateway is an IP transport connection 
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Figure 5.1.2-6: Roaming Architecture for untrusted BBF access network using s2c - Home Routed
NOTE 9: The reference architecture is applicable when both 3GPP and BBF network belongs to the same VPLMN network operator or to different network operators  
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Figure 5.1.2-7: Roaming Architecture for untrusted BBF access network using s2b – Local breakout in V-PLMN
NOTE 10:
The two Rx instances in Figure 5.1.2-7 apply to different application functions in the HPLMN and VPLMN.

NOTE 11: The reference architecture is applicable when both 3GPP and BBF network belongs to the same VPLMN network operator or to different network operators .  
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Figure 5.1.2-8: Roaming Architecture for trusted  BBF access network using s2c – Local breakout in V-PLMN
NOTE 12: The reference architecture is applicable when both 3GPP and BBF network belongs to the same VPLMN network operator or to different network operators.  
NOTE 13:
The two Rx instances in Figure 5.1.2-8 apply to different application functions in the HPLMN and VPLMN.

NOTE 14: The connection between the BRAS/BNG and PDN Gateway is a IP transport connection 
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Figure 5.1.2-9: Roaming Architecture for untrusted  BBF access network using s2c – Local breakout in V-PLMN
NOTE 15: The reference architecture is applicable when both 3GPP and BBF network belongs to the same VPLMN network operator or to different network operators.  
NOTE 16:
The two Rx instances in Figure 5.1.2-9 apply to different application functions in the HPLMN and VPLMN.

5.1.2.2 
Network Elements

The 3GPP network elements are defined in details in 3GPP TS 23.401 and 3GPP TS 23.402.

To support initiation of S9* session from the PCRF when using untrusted access procedures, the ePDG is enhanced to transport the access information of the UE, e.g. the outer header of the IP-sec tunnel, to the PCRF via the Gxb* or the S2b reference points as described in 5.2.2.1.2.

Editor’s Note: The enhancement of PCRF for supporting interworking with BBF Policy Framework is FFS

Editor’s Note: It is FFS if the PDN GW and ePDG need enhancement for supporting QoS management for interworking with BBF access network 

The BBF network elements BRAS, BNG, RG, BPCF* are defined in details in BBF TR-058, TR-101, WT-145 [7] and WT-134.
Editor’s Note: It is FFS how to capture the 3GPP assumptions on the BBF access network elements functionalities. 

The BBF device represents any devices defined by broadband Forum or supported by BBF access, as a PC, Media center, etc, and they are considered outside the scope of 3GPP.
NOTE: The definition of BPCF*for enhancements to support Policy & QoS interworking with mobile networks is under discussion in BBF WT-134 [8] 

****** 2nd Change ******
5.2.2.1.2.2 Non-Roaming and Roaming Procedures

NOTE: 
The roaming procedure for GTP Home Routed Traffic for H(e)NB interworking architecture alternative 2 and for WLAN UE is described in section 5.2.2.1.2.3.
Gateway Control Session Establishment 
The Gateway Control Session Establishment results in that an S9* session is established. 
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Figure 5.2.2.1.2-1 GW Control Session Establishment
There are two possibilities for how to trigger establishment of an S9* session:

Scenario A: BPCF-initiated Gateway Control Session Establishment

This scenario is valid for WLAN UEs. S9* session establishment is triggered by the BBF access network 

The BPCF can trigger the S9* session establishment if it becomes aware that a 3GPP UE has attached via the BBF access and also learns the IMSI of the subscriber.  The BBF access network may become aware of the UE if 3GPP-based access authentication (EAP-AKA/AKA’) is performed.
In the non-roaming case, the BPCF discovers a suitable PCRF domain based on UE NAI realm part.  
The information contained in the request message includes e.g. IMSI, IP-CAN type and local UE IP address. The reply message contains the result code and may also include QoS Rules as described in TS 23.203.

As a result of the S9* session establishment, the fixed access (BPCF and BNG) is able to associate the aggregate IP traffic plane (tunnel) used by a 3GPP UE with the S9* session towards the PCRF. 
Scenario B: PCRF/H(e)NB PF -initiated Gateway Control Session Establishment 

This scenario is valid for WLAN UE and all 3GPP Femto options. S9* session establishment is triggered by the PCRF/H(e)NB PF
For 3GPP Femto the PCRF/H(e)NB PF triggers the GW Control Session Establishment with the BPCF because the signalling between the 3GPP Femto and the EPC network is transparent to the BBF access network. Consequently, the BNG is not in position to trigger the session establishment with the BPCF. For similar reasons the BPCF is not able to initiate session modification requests from the PCRF.

For WLAN access, in case the BBF access network does not perform 3GPP-based access authentication, the BBF access network will not be aware that a 3GPP UE has attached via the BBF access and will not know the IMSI of the subscriber. In this case, it is assumed that the BBF access cannot trigger the S9* session establishment with the PCRF. Instead the S9* session need be triggered by the PCRF.

For WLAN UE. the PCRF can trigger the S9* session establishment if it becomes aware that a 3GPP UE has attached via the BBF access and is able to find a corresponding BPCF based on UE local IP address information or CoA received.Depending on scenario, there are two means to trigger the S9* establishment procedure from the PCRF:
· The establishment of Gxb* session initiated by ePDG triggers the PCRF to trigger S9* session establishment with the BPCF. The PCRF discovers the BPCF serving the UE based on the UE location information provided by the ePDG via Gxb* reference point (e.g. the outer IP header information of IPSec tunnel). This solution applies when untrusted access procedures with S2c and S2b-PMIP procedures are used,

· The IP-CAN session establishment will trigger the PCRF to initiate the S9* session establishment. The PCRF discovers the BPCF serving the UE based on the UE location information provided by the PDN GW via Gx reference point (e.g. the CoA when S2c is used and UE local IP address in case S2b is used). This solution applies when trusted access procedures with S2c or with S2b-GTP  are used 

NOTE 1: 
When PCRF receives the IP-CAN session establishment indication, PCRF determines if a S9* session is already present for this IP-CAN session. If S9* session is not already established, the PCRF shall trigger S9* session establishment procedure from the BPCF selected according to UE location. 

NOTE 2: 
ePDG is unaware whether S9* session establishment has been established by the BBF access network, therefore it shall send UE location information to PCRF via Gxb* for untrusted S2c or S2b-PMIP cases or via PDN GW and Gx for S2b-GTP case.
The following clarifications apply for scenario B:

WLAN UE and all 3GPP H(e)NB options: 

- 
The information contained in the request message sending from the PCRF to the BPCF includes e.g. IMSI, IP-CAN type, local IP address (for WLAN UE or H(e)NB) or CoA (WLAN UE only), as described in TS 23.203.

- 
As a result of the S9* session establishment, the fixed access (e.g. BPCF and BNG) is able to associate the aggregate IP traffic plane (tunnel) used by a 3GPP UE or H(e)NB with the S9* session towards the PCRF.

3GPP H(e)NB Solutions:

- 
The PCRF/H(e)NB PF uses a single S9* diameter session with the BPCF for all the UEs that request services via the same 3GPP H(e)NB device. 
H(e)NB interworking architecture alternative 2:
- 
The S9* session for 3GPP H(e)NB is established once when the first UE connected to the 3GPP H(e)NB attaches to the networks. Subsequent IP CAN session establishments   and IP Session Modification requests are handled via the PCRF initiated GW Control and QoS Rules Provisioning procedure.

- 
The V/PCRF determines that the UE is connected to a 3GPP H(e)NB when it receives tunnel information in the IP CAN Session Establishment message over the Gx interface or in the GW Control Session establishment message over Gxc interface.
- 
There may be multiple PCRF initiating S9* sessions with the same BPCF when UEs connected to the 3GPP H(e)NB are served by different PCRFs

H(e)NB interworking architecture alternative 1 and 3:

- 
The H(e)NB PF triggers the S9* session with the BPCF when it receives a message (update H(e)NB binding) from the SeGW.

NOTE: 
The GW Control Session establishment message does not include any QoS parameters and as such does not request allocation of resources in the BBF access for a UE SDF. See NOTE in section 5.5.1

GW Control and QoS Rules Provisioning (admission control request)
WLAN UE and  H(e)NB interworking architecture alternative 2:
- 
For WLAN UE, this procedure would be initiated by the PCRF (non-roaming) or by the V-PCRF (roaming). For H(e)NB interworking architecture alternative 2, this procedure would be initiated by the PCRF (non-roaming) or by V-PCRF (LBO/VA, or home routed PMIP-based S8). The V/PCRF requests the BPCF to perform admission control. 
- 
For H(e)NB interworking alternative 2, the V/PCRF initiates the GW Control and QoS Rules provisioning procedure with the BPCF each time the PCRF receives an IP CAN session establishment or IP CAN session modification/termination requests.

H(e)NB interworking architecture alternative 1 and 3:

- 
The H(e)NB PFrequests the BPCF to perform admission control.
- 
The H(e)NB PF initiates the GW Control and QoS Rules provisioning procedure with the BPCF each time the H(e)NB PF receives bearer activation/modification/deactivation request.

- 
The BPCF takes into account the information contained in the QoS rule but the details for how admission control is performed in the BBF access is out of scope to 3GPP. If the request is accepted the BPCF may provision the BNG with information to allow identification of the traffic flows for a UE and QoS parameters. 
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Figure 5.2.2.1.2-3 GW Control and QoS Rule Provisioning
The GW Control and QoS Rule Provisioning includes the following information:

· QoS-Rule with the QoS information (QCI, GBR, MBR, ARP). 

· Information (e.g. Session ID) that allows the BPCF to associate the request with the existing S9* session so that the fixed access can identify the traffic plane resources that are affected. For encrypted tunnels (for H(e)NB and untrusted access), there is no immediate need to provide the SDF filters. It is sufficient if the BBF access can associate the request with the right session and perform admission control.
The BPCF translates the QoS rule as received of the S9* interface (i.e. QCI, bit rates, and ARP) into access specific QoS parameters applicable in the BBF domain (the details of the mapping from 3GPP QoS parameters on S9* to QoS parameters applicable in the BBF domain is out of 3GPP scope).  

The BPCF may respond with a “counter-offer” in form of acceptable bandwidth and/or QoS for one or more SDFs if it cannot provide the requested QoS from the PCRF. The BPCF provides the acceptable QoS in the BBF access using 3GPP QoS parameters on S9* interface (i.e. QCI, bit rates) in the reply if the QoS validation for admission control fails. The PCRF may make a new policy decision, e.g. decide to modify or remove the affected QoS rules.
Editor’s note: The assumptions about QoS treatment performed by the BNG of the 3GPP UE traffic may need to be further clarified.
BPCF-Initiated Gateway Control Session Termination

This procedure would be initiated by the BPCF to terminate a S9* session. The trigger in BPCF for initiating this procedure may be that the 3GPP UE is no longer connected via the BBF access (e.g. if the lease of the local IP address used by the 3GPP UE expires), if the BBF access network is aware of the UE’s detachment from the BBF access network. The BPCF may also use this procedure if an admission control request causes all resources of a UE to be pre-empted (if allowed by regulations).
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Figure 5.2.2.1.2-4 GW Control Session termination
PCRF-Initiated Gateway Control Session Termination

WLAN and H(e)NB interworking architecture alternative 2 only:
- 
This procedure would be initiated by the PCRF (non-roaming) or V-PCRF (roaming) for S9* to terminate a S9* session.
- 
In case the S9* session is initiated from the PCRF and PCRF-initiated S9* session establishment is triggered by Gxb* session, the Gxb* session termination from ePDG may serve as a trigger for PCRF-initiated GW Control session termination toward BPCF.
- 
For H(e)NB interworking architecture alternative 2, the PCRF initiates the GW Control Session Termination to terminate the S9* session with the BPCF when it receives the IP CAN session termination from the last UE connected to the H(e)NB.

For H(e)NB interworking architecture alternative 1 and 3, the H(e)NB PF initiates the GW Control Session Termination toward BPCF to terminate the S9* session when the H(e)NB deregisters from the 3GPP network.
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Figure 5.2.2.1.2-5 PCRF Initiated GW Control Session Termination

BPCF-Initiated Gateway Control and QoS Rules Request

In a fixed access, there will probably be limited use of this procedure. For example, the fixed accesses typically do not support UE-initiated resource requests and would also not be able to detect most of the events that are defined as event triggers in PCC. This procedure could however be applicable in case the BPCF has pre-empted some resources and wants to report a QoS rule failure to the PCRF, or when the BBF network cannot sustain the BW allocated to a particular traffic class/DSCP aggregate. 
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Figure 5.2.2.1.2-6 Gateway Control and QoS Rules Request

****** 3rd Change ******
5.5.1.1a
Initial Attach with GTP on S2b
· Editor’s note: this procedure is based on TS 23.402, clause 7.2.4
· Editor’s note: only the different procedures compare to subclause 5.5.1.1 are described here. 
This clause is related to the case when the UE powers-on in an untrusted BBF access network via S2b interface.

GTPv2 (see TS 29.274 [xx]) is used to setup GTP tunnel(s) between the ePDG and the PDN GW. The IPsec tunnel between the UE and the ePDG provides a virtual point-to-point link between the UE and the ePDG.



[image: image16.emf] 

 

4.  Create Session Request  

7.  Create Session Response  

6. Update PDN GW Address  

9. IKEv2 (IP Address Configuration)  

10. IPSec and PMIPv6 Tunnels  

Roaming Scenarios  

UE  

PDN  

GW  

vPCRF  

3GPP  AAA  Proxy  

HSS/  

AAA  

hPCRF  

ePDG  

GTP  Tunnel  

IPSec  

5.   IP - CAN  Session  Establishment  Procedure  

1.  3GPP - based access authentication (EAP - AKA()  

BNG  

BBF AAA   proxy  

BPCF  

BBF Access Network  

 

A.2 .   BPCF - initiated Gateway Control Session   Establishment Procedure  

3. IKEv2 Authentication and Tunnel Setup   3. Authentication and Authorization  

8. IPSec Tunnel Setup Completion    

11.   Gateway Control and QoS Rules Provisioning Procedure  

RG  

 A.1. Trigger  

12.   policy interaction  

2. Local IP address  assignment  

( A )  

B. 1 .   PCRF - inititated Gateway Control Session   Establishment Procedure  

( B )  


Figure 5.5.1.1a-1: Initial attachment when Network-based MM mechanism are used over GTP based S2b for roaming, non-roaming and LBO

The home routed roaming, LBO and non-roaming scenarios are depicted in the figure.

-
In the LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the 3GPP AAA Server in the HPLMN to the PDN GW in the VPLMN and vice versa. Messages between the PDN GW in the VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN.

-
In the non-roaming case, the vPCRF and the 3GPP AAA Proxy are not involved.
1-3. 
The description of these steps are the same as for step 1-3 in subclause 5.5.1.1.

A.1-A.2. 
The description of these steps are the same as for step A.1-A.2 in subclause 5.5.1.1.

4-7. 
The description of these steps are the same as for step A-D in TS 23.402, clause 7.2.4, with following additions: the UE local IP address are also included in the Create Session Request message at step 4. The UE local IP address is forwarded to the PCRF at step 5.

B.1 Triggered by step 5, the PCRF triggers the BPCF to do Gateway Control Session establishment to establish S9* Session. The IMSI, IP-CAN type, outer IP header information for tunnel traffic needs to be included in the request message which sending to the BPCF. In roaming scenarios, for home routed roaming case the h-PCRF initiates Gateway Control Session establishment over S9 with the v-PCRF and for LBO roaming scenarios, the v_PCRF initiates Gateway Control Session establishment over S9 with the h-PCRF  For both home routed and LBO the v-PCRF initiates Gateway Control Session establishment with the BPCF to establish S9* Session
.8-12. 
The description of these steps are the same as for step 8-12 in subclause 5.5.1.1.

****** 4th Change ******
5.5.1.4a 
E-UTRAN to Untrusted Non-3GPP IP Access Handover with GTP on S2b

· Editor’s note: this procedure is based on TS 23.402, clause 8.6.2
· Editor’s note: only the different procedures compare to subclause 5.5.1.4 are described here. 
This clause shows a call flow for a handover when a UE moves from an E-UTRAN to an untrusted non-3GPP access network. GTP or PMIPv6 is assumed to be used on the S5/S8 interface and GTP is used on the S2b interface.
The home routed roaming, LBO and non-roaming scenarios are depicted in the figure.

-
In the LBO case, the vPCRF acts as an intermediary, sending the QoS Policy Rules Provision from the hPCRF in the HPLMN to the PDN GW in the VPLMN. The vPCRF receives the Acknowledgment from the PDN GW and forwards it to the hPCRF.

-
In the non-roaming case, the vPCRF is not involved.

In case of connectivity to multiple PDNs the same behaviour as described in clause 5.5.1.4 also applies to this procedure.

The optional interaction steps between the PDN gateway and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured in the PDN gateway. 
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Figure 5.5.1.4-1: E-UTRAN to Untrusted Non-3GPP IP Access Handover with GTP on S2b

1-7) The description of these steps are the same as for steps 1-7 in subclause 5.4.1.4
8-10)
 The description of these steps are the same as for steps A-C in TS 23.402, clause 8.6.2, with following additions: the UE local IP address are also included in the Create Session Request message at step 8. The UE local IP address is forwarded to the PCRF at step 9.
B.1)  Triggered by step 9, the PCRF (triggers the BPCF to do Gateway Control Session establishment to establish S9* Session. The IMSI, IP-CAN type, and outer IP header information for tunnel traffic needs to be included in the request message which sending to the BPCF. In roaming scenarios, for home routed roaming case the h-PCRF initiates Gateway Control Session establishment over S9 with the v-PCRF and for LBO roaming scenarios, the v_PCRF initiates Gateway Control Session establishment over S9 with the h-PCRF  For both home routed and LBO the v-PCRF initiates Gateway Control Session establishment with the BPCF to establish S9* Session
11-16) The description of these steps are the same as for steps 11-16 in subclause 5.4.1.4

****** 5th Change ******
5.5.1.6b 
HSS-Initiated Subscribed QoS Modification for GTP based S2b when accessing over BBF accesss

· Editor’s note: this procedure is based on TS 23.402, subclause 7.11.2
This procedure is applicable if the UE accesses over a BBF Access network.
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Figure 5.5.1.6a-1: HSS-Initiated Subscribed QoS Modification in untrusted BBF IP Access for GTP based S2b
The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

1-6).
The description of these steps are the same as for steps 1-6 in TS 23.402, subclause 7.11.2.
B.1).
The description of the step is the same as for steps B.2 in subclause 5.5.1.6.



5.5.1.9a 
IPsec tunnel modified within the same untrusted BBF WLAN IP Accesses with GTP based S2b
This clause is related to the case when the UE initiates IPsec tunnel update procedure, which may be as a result of that UE IP address for IPsec tunnel changed, for example IP address is expired and new IP address is allocated to UE. 
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 Figure 5.5.1.9-1. IPsec tunnel modified without ePDG relocation for GTP based S2b
1. 
UE attaches to EPC from BBF access network via ePDG, as described in figure 5.5.1.1a-1. The IPSec tunnel is established between ePDG and UE; the GTP tunnel is established between the PDN GW and ePDG.
2-3)
The description of these steps are the same as for steps 2-3 in subclause 5.5.1.9a.

4-7)
The description of these steps are the same as for steps 4-8, B in subclause 5.5.1.8a.

5.5.1.8a 
Handover without ePDG relocation for GTP based S2b
· Editor’s note: only the different procedures compare to subclause 5.5.1.8 are described here. 
The procedure described in this clause is informative.

This clause is related to the case when the UE handover from one untrusted non-3GPP access to BBF access network, when GTP based S2b is used. 
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Figure 5.5.1.8a-1. Handover without ePDG relocation for GTP based S2b
Depending on scenario, either the steps shown in (A) or the steps in (B) are preformed. Details for S9* session establishment and when (A) or (B) is used for S9* session establishment are described in clause 5.2.2.1.2.  

The following steps are performed:

1~2. The UE is connected from one untrusted non-3GPP access to ePDG via the IPSec tunnel and a GTP tunnel is established between the PDN GW and ePDG.
3.
UE discoveres BBF network and initiates handover procedure.

Step 4-5 are same to the attach procedure step 1-2 in figure 5.5.1.1a-1
A.1 - A.2 These steps are the same as in the attach procedure step A.1 – A.2 in figure 5.5.1.1a-1.

6.
IKEv2 update message exchange (in both directions, initiated by UE). And optionally, MOBIKE address verification, initiated by ePDG, is send to UE as described in MOBIKE [18].

7.
ePDG sends Modify bearer request message with the new UE local IP address to PGW.

8.
PGW initiates IP-CAN session modification procedure

9.
PGW responses with Modify Bearer Response message to ePDG.
B.1.
Triggered by IP-CAN session modification procedure, the PCRF initiates Gateway Control Session establishment with the BPCF to establish S9* Session. The IMSI, IP-CAN type, outer IP header information for tunnel traffic needs to be included in the request message which sending to the BPCF. In roaming scenarios, for home routed roaming case the h-PCRF initiates Gateway Control Session establishment over S9 with the v-PCRF and for LBO roaming scenarios, the v_PCRF initiates Gateway Control Session establishment over S9 with the h-PCRF  For both home routed and LBO the v-PCRF initiates Gateway Control Session establishment with the BPCF to establish S9* Session
5.5.1.10a
Dedicated bearer activation with GTP on S2b
· Editor’s note: this procedure is based on TS 23.402, clause 7.10
This clause shows a call flow for Dedicated S2b bearer activation. GTP is assumed to be used on the S2b interface.
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 Figure 5.5.1.x-1. Dedicated S2b bearer activation for GTP based S2b
The steps shown in (A) and (B) are mutually exclusive in this procedure, i.e. either steps A.1-A.2 are executed or steps B.1‑B.2. Details regarding when to use alternative A or alternative B to trigger S9* session establishment are described in clause 5.2.2.1.2. 

1-4). The description of these steps are the same as for steps 1-4 in TS 23.402, clause 7.10
B.1.
Triggered by step 1, the PCRF initiates Gateway Control Session establishment with the BPCF to establish S9* Session. The IMSI, IP-CAN type, outer IP header information for tunnel traffic needs to be included in the request message which sending to the BPCF. In roaming scenarios, for home routed roaming case the h-PCRF initiates Gateway Control Session establishment over S9 with the v-PCRF and for LBO roaming scenarios, the v_PCRF initiates Gateway Control Session establishment over S9 with the h-PCRF  For both home routed and LBO the v-PCRF initiates Gateway Control Session establishment with the BPCF to establish S9* Session
****** End of contribution ******






� It shall be noted that Access Technology Type has been extended for 3GPP purposes including the following values: Virtual, PPP, IEEE 802.3, IEEE 802.11a/b/g, IEEE 802.16e, 3GPP GERAN, 3GPP UTRAN, 3GPP E-UTRAN, 3GPP2 eHRPD , 3GPP2 HRPD, 3GPP2 1xRTT, 3GPP2 UMB (� HYPERLINK "http://www.iana.org/assignments/mobility-parameters/mobility-parameters.xhtml" �http://www.iana.org/assignments/mobility-parameters/mobility-parameters.xhtml�)
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