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Abstract of the contribution:

1. Introduction

This paper regards the case where a UE that is subscribed for SIPTO is requested by the MME to offload traffic at the local network, i.e. carry out SIPTO at the local network as indicated in Figure 1, below.  It is important to note that for this case it is assumed that SIPTO at the local network is carried out by offloading traffic to an L-GW (i.e. H(e)NB sub-system support of L-GW). 
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Figure 1 – SIPTO offload at a LIPA-enabled local network
2. SIPTO offload at the local network with current LIPA permissions
Currently, if a UE does not have a LIPA subscription it is not permitted to access the LIPA network.  Therefore, with the current standardized procedures SIPTO at the local network cannot be carried out unless the user has a LIPA subscription (i.e. the user or the APN used for SIPTO have LIPA permissions set to “LIPA-only” or “LIPA-conditional”).  However there are cases where the user/operator/service provider may want to allow a UE supporting SIPTO to offload traffic in the LIPA local network for the case where the UE does not have a LIPA subscription.  In such a case the SIPTO UE should be able to attach to the LIPA-enabled local network but at the same time such UE should not be allowed to access other devices via the LIPA network.
Some options to allow a UE to carry out SIPTO at the local network are summarised below:
· Option 1: Permit offload to LGW only when UE has LIPA subscription 
· If LIPA permission is set to “LIPA-conditional” offload will be permitted only to HeNB with specific CSG
· There may be cases where the user/operator/local network provider may not want to give to a UE access to the internal LIPA network
· Does not provide flexibility to operators
· Option 2: MME is configured to allow offloading to LIPA network when UE indicates that it supports SIPTO (i.e. UE provides a SIPTO specific APN)
· Does not provide flexibility to the operator. An option to allow the MME to be informed when offloading is possible is needed
· Option 3: Define a new subscription status in HSS (e.g. “LIPA-offload”)
· Such subscription status would allow the MME to offload traffic to the local network in the case where a UE and/or APN have SIPTO permissions enabled as well as the LIPA permissions are set to “LIPA-offload”
· LGW blocks access anytime the SIPTO UE tries to access another UE in the LIPA network
· LGW checks user CSG information provided within a Create Session Request by the SGW whether or not to allow access to other UEs attached in the LIPA network
Option 3 is the recommended approach since it allows the MME to make decisions based on operator requirements.  
3. Proposed addition in TR 23.859
It is proposed to add the following procedure within TR 23.859 v0.1.1
*****************  START OF CHANGE *******************

5.3
SIPTO at the local network

5.3.1
Key issue #S1: Principles for service continuity for SIPTO

-
Session continuity for SIPTO above the RAN with mobility within the macro network and between the macro network and H(e)NBs shall be supported with the existing mobility procedures defined in Rel-10 specifications.

-
The impact of mobility events can be managed based on operator policies using GW deployment and configuration with no impacts to the current specifications.

Editor's note:
It is FFS how to support session continuity for SIPTO with mobility between H(e)NBs where the breakout occurs in the residential/enterprise network, i.e., for SIPTO at the local network.

5.3.x
Key issue #xyz: MME decision to initiate SIPTO at the local network (offloading traffic to L-GW)
The UE/user or UE APN provided must have a LIPA subscription in order for the MME to initiate SIPTO offload at a LIPA-enabled local network. Therefore, with the current standardized procedures SIPTO at the local network cannot be carried out unless the user has a LIPA subscription (i.e. the user or the APN used for SIPTO have LIPA permissions set to “LIPA-only” or “LIPA-conditional”).  However there are cases where the user/operator/service provider may want to allow a UE supporting SIPTO to offload traffic in the LIPA local network for the case where the UE does not have a LIPA subscription.  In such a case the SIPTO UE should be able to attach to the LIPA-enabled local network but at the same time such UE should not be allowed to access other devices via the LIPA network.
Some options to allow a UE to carry out SIPTO at the local network are summarised below:

· Option 1: Permit offload to LGW only when UE has LIPA subscription 
· If LIPA permission is set to “LIPA-conditional” offload will be permitted only to HeNB with specific CSG

· There may be cases where the user/operator/local network provider may not want to give to a UE access to the internal LIPA network
· Does not provide flexibility to operators
· Option 2: MME is configured to allow offloading to LIPA network when UE indicates that it supports SIPTO (i.e. UE provides a SIPTO specific APN)
· Does not provide flexibility to the operator. An option to allow the MME to decide when offloading to L-GW is possible is required
· Option 3: Define a new subscription status in HSS (e.g. “LIPA-offload”)
· Such subscription status would allow the MME to offload traffic to the local network in the case where a UE and/or APN have SIPTO permissions enabled as well as the LIPA permissions are set to “LIPA-offload”
· LGW blocks access anytime the SIPTO UE tries to access another UE in the LIPA network
· LGW checks user CSG information provided within a Create Session Request by the SGW whether or not to allow access to other UEs attached in the LIPA network
Option 3 is the recommended approach. This option requires a new subscription tag within the LIPA Permissions subscription configuration on the HSS. When the UE attaches to an H(e)NB subsystem and/or provides a SIPTO APN the MME checks with HSS whether SIPTO is allowed for this APN as well as if the LIPA permissions for this user/UE and/or APN is set to “LIPA-offload”.  The MME would not initiate SIPTO if there are no LIPA permissions or the LIPA permissions for this UE or APN are set to “LIPA-Prohibited”
NOTE1
MME initiates SIPTO at the local network if the UE and/or UE provided APN is subscribed for LIPA (i.e. LIPA Permissions are LIPA-only or LIPA-conditional)
NOTE2 
When the LIPA permissions are “LIPA-conditional” the MME may initiate SIPTO at the local network if the UE is part of a specific CSG group
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