SA WG2 Temporary Document

Page 2

3GPP TSG SA WG2 Meeting #84
TD S2-111582
11 - 15 April 2011, Bratislava, Slovakia

Source:
Qualcomm Incorporated 
Title:
Justification and scenarios for the DIDA TR
Document for:
Approval

Agenda Item:
9.10
Work Item / Release:
DIDA / Rel-11
Abstract of the contribution: This contribution proposes content for the justifications and scenarios of the DIDA TR (TR 23.8xy). 
First change

4
Justification and Scenarios

4.1
Justification 

Editor's note: this clause describes the shortcomings of current ISRP design and the justifications of DIDA work. 

In Release 10 simultaneous network connections to multiple radio access technologies have been enabled by MAPCON, IFOM and non seamless WLAN offload. To take this into account, the ANDSF framework has been enhanced with the introduction of Inter System Routing Policies (ISRP), allowing the operator to provide policies based on the traffic exchanged by the UE. 

Based on the current Release 10 specification the operator can indicate different preferred or forbidden radio access technologies as a function of the type of traffic the UE sends. Specifically an ISRP can be based on:

· The APN the UE uses for a given connection;

· The destination IP address the UE sends traffic to;

· The destination port number the UE connects to;

· A combination of the three elements above.

The current specification has limitations on how the traffic is identified, e.g. due to the growing aggregation of Internet traffic onto few transport port numbers. This trend negatively impacts the ability of an ANDSF policy to specify how traffic should be routed. For example the operator with the current framework is not able to discriminate between video streaming (e.g. www.youtube.com) and web browsing (e.g. www.google.com) based on the port number because both are carried over HTTP.

4.2
Scenarios

Editor's note: this clause describes the scenarios to be taken into account for the definition of solutions.

The various scenarios that need a better identification of classes of data are: 

· The operator may want to define a policy to prefer the usage of WLAN for high-throughput traffic (e.g. HD video streaming).

· The operator may want to set the preferred or restricted access technology for specific applications (e.g., a specific video streaming application such as YouTube, or Netflix).

· The operator may want to set the preferred or restricted access technology for a specific class of applications (e..g all video streaming applications).

· With the advent of virtual hosts and Content Delivery Networks, a single IP address can actually host different services. The operator may want instead to set distinct preferred and restricted access technology for each of these services. 
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