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Introduction

This discussion document addresses which IMS entities should be responsible for retrieving network location and how the retrieved network location can be distributed to other IMS entities. It includes an examination of the ICS scenarios and how they impact the choice of entity. It includes a proposed new clause for the TR describing how the location information is distributed to IMS entities.
Location information retrieval in IMS

There has been some discussion about which IMS entities should be involved in obtaining the location information. Our belief is that the number of entities that interact with the PS domain should be minimized, and this is indeed one of the requirements in clause 5.2. The ideal, from this perspective is then that only one IMS entity should obtain the location information, so the question is whether there is an IMS entity that is involved in every scenario (and for all signalling flows) for which network-provided location is required.
The obvious starting point is the P-CSCF since it is the proxy for the UE, and in general all SIP signalling to and from the UE passes through the P-CSCF. In general, yes, but for ICS this isn’t necessarily the case. I2-mode ICS doesn’t involved the P-CSCF since the MSC Server takes that role, and I1-mode ICS doesn’t involve the P-CSCF since the I1 signalling path is between the UE and the SCC AS and the CS call for the voice media is interworked into IMS at the I-CSCF. 
For I2-mode ICS, the MSC Server is able to obtain the location information, and could pass it into IMS. As long as it is able to do this for session origination, session release and session modification then it can be the IMS Retrieve Location Function.
For I1-mode ICS the situation appears more complicated. I1 signalling is used for the first phase of session establishment, and this is routed to the SCC AS (the SCC AS is the entry point to IMS for I1 signalling). The second phase of session establishment is to originate a CS voice call, and this is interworked into IMS, routing via the I- and S-CSCF before being correlated with the I1 signalling in the SCC AS. At this point the INVITE is routed towards the far party. We see then that the P-CSCF isn’t involved. This procedure has a commonality with I2-mode ICS since an MSC Server is involved (due to establishment of a CS call to carry the voice media). As with I2-mode ICS, the MSC Server is able to obtain the location information, and could pass it into IMS. As long as it is able to do this for session origination, session release and session modification then it can be the IMS Retrieve Location Function.
We can discount the I-CSCF for location retrieval as it isn’t involved in all sessions, so that seems to leave the choice for IMS Retrieve Location Function location to be the P-CSCF for almost all scenarios and the MSC Server for ICS.
Location information distribution in IMS

If location retrieval is to be limited to only a few entities (P-CSCF and the MSC Server) there is a need to ensure that the retrieved information reaches any other entities that need it. In order to minimize any additional signalling, a solution that uses existing SIP signalling should be investigated.
From the P-CSCF
In most cases the P-CSCF should be the entity that retrieves the location information from the PS domain. A number of scenarios have been described in clause 5.3 for when location information may be needed in the IMS nodes: -

-
Session establishment (e.g. during the SIP INVITE for IMS Voice);
-
Session release;

-
Session modification (e.g. addition / removal of a media component during an MMTel session);

-
SIP MESSAGE for SMS.
The P-Access-Network-Info header is already defined for SIP messages and this is the obvious way of carrying the location information from node to node, so we need to investigate whether by inserting the PANI into all SIP messages the P-CSCF is able to distribute the information to all the nodes that require it.

Originating session establishment

When the INVITE from the originating UE is received at the P-CSCF the location information is retrieved and inserted in the PANI header of the INVITE. All nodes in the signalling path will therefore receive the location information.
Terminating session establishment

When the INVITE destined for the terminating UE is received at the P-CSCF the location information is retrieved. It is not sent to the UE, but instead the PANI is populated in the first SIP response. This response message will carry the location information to the other nodes in the signalling path.
Session modification

Session modification by the originating or terminating party will result in similar behaviour as for session establishment. For example, if the originating UE puts a media stream on hold the P-CSCF, when it receives the SIP message (INVITE), will retrieve the location information and populate the PANI. If it is the terminating party that puts the media stream on hold the P-CSCF will retrieve the location info and populate the PANI when it receives the response (200OK) from the originating UE.
Session release

Session release by the originating or terminating party will result in similar behaviour as for session establishment, but the SIP messages involved will be different.

If the session is released by the network (eg initiated by the S-CSCF) the originating party’s P-CSCF will retrieve location information and insert it in the first response message received from the UE.
SIP MESSAGE for SMS

Similar procedures will apply for sending SM’s via IMS and the IP-SM-GW. The SM is encapsulated in the SIP MESSAGE and when the P-CSCF receives it, it retrieves the location information and populates the PANI. SM terminations are similar, but in this case the P-CSCF populates the PANI in the response to the MESSAGE.
It is unclear whether there are requirements for location retrieval for eg delivery reports. This should be clarified.
Conclusion on distribution of location information
Population of the PANI in the appropriate messages is a viable solution for distributing location information from the P-CSCF to other IMS nodes.
It is worth noting, however, that a signalling delay will be incurred each time the P-CSCF needs to retrieve location information. The length of the delay will depend on the round-trip time for the location information retrieval procedure. 
Additional signalling delay could be reduced in two ways: -
· Select a retrieval procedure that involves the shortest possible round-trip time (or use a subscription-based procedure)

· Allow signalling to proceed while the location information is retrieved, and insert it in a subsequent message.
From the MSC Server
In the I1 and I2 ICS scenarios the MSC Server can be seen as taking the role of a P-CSCF, so the same procedures proposed above would apply for distributing network location to other IMS entities.
Conclusion

· The IMS Retrieve Location Function location should be the P-CSCF (for almost all scenarios) and the MSC Server for ICS

· The retrieved location information can be distributed to other IMS entities that need it through insertion of a PANI in SIP requests/responses
Proposed changes

The following changes are proposed for TR 23.842.
*** Start of changes ***

6.6
Correlation of IMS and IP-CAN CDRs

6.6.1
General

Per TS 23.228 clause 4.9, IMS and IP-CAN CDRs can be correlated:

"IM CN subsystem functional elements provide support for offline and online charging. This includes support for charging correlation, e.g. between IM CN subsystem and PS domain. The charging architecture, charging principles and charging data for IM CN subsystem are described in TS 32.240 [25] and TS 32.260 [26]. The charging correlation information between IM CN subsystem and PS domain are also described in TS 24.229 [10a] and TS 29.207 [11a]."

The following solutions are based on correlation between IMS and IP-CAN.
6.6.2
IP-CAN records all cell changes

Currently, the IP-CAN has the ability to record every cell change. This capability could be selectively activated for all connections to an IMS APN. This would ensure the serving Cell-ID is recorded the entire time the UE is active on packet services associated with IMS.  It may then be possible to determine the serving Cell-ID during IMS events from correlation between IMS CDRs and IP-CAN CDRs .  E.g., IMS CDRs indicate a UE established an IMS session at a certain time, with associated bearer(s) identification.  IP-CAN CDRs corresponding to this(ese) bearer(s) will have which cell the UE was on at that time, with associated IMS session identification.  Through correlation, it is known which cell was serving the UE at the start of the IMS session. Note: Recording every cell change can cause a significant increase in signalling. 

Editor’s Note:  IP-CAN recording of every cell change does not directly align with the objective of obtaining the serving Cell-ID for the identified IMS events.  It is FFS to determine if correlation of the CDRs of the IMS events with the IP-CAN CDRs that contain the serving Cell-ID meets the objective.

6.6.3
IP-CAN records serving Cell-ID for limited conditions
Having the IP-CAN record every cell change can have a significant signalling impact on the IP-CAN, since every change is requested to be reported to the PGW.  Signalling can be optimized if the serving cell is only requested to be reported during IP-CAN events that correspond to IMS events.  Some examples are:

· Establishment of IMS default bearer in IP-CAN may correlate with IMS Registration

· Establishment of dedicated bearer may correlate with IMS session establishment

· Release of dedicated bearer may correlate with IMS session end.

Editor’s Note:  It is FFS to determine if all IMS charging events that need Cell-ID can be correlated to IP-CAN events.
6.7
Distribution of location information

6.7.1
Overview

This architectural alternative describes how location information can be distributed to IMS entities once it has been retrieved. 
This architecture alternative assumes that in the general case, one IMS entity, the P-CSCF, is responsible for retrieving location information. It further assumes that for I1- or I2-based ICS, the entity responsible for providing the location information to IMS is the MSC Server.

The exact mechanism for how the location information is obtained is not described in this alternative, as it is in general independent of how the information is distributed to other IMS entities.
Simplified example call flows are provided. More detail on the existing origination and termination call flows can be found in TS 23.228 [xx].
6.7.2
Example call flows
The origination and termination call flows below also apply in the case of session modification (re-INVITE’s).
To simplify the call flows the AS shown in the figures can represent several AS’s. For example, in the case of the ICS scenarios it can represent the SCC AS and the TAS. The CSCF represents the I-CSCF and/or the S-CSCF.
6.7.2.1
Mobile origination (1)
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Figure 6.7.2.1-1: Mobile origination
1.
A UE sends a SIP INVITE request. It can contain a UE-originated P-Access-Network-Info (UE PANI) parameter.
2.
The P-CSCF obtains the location information provided by the access network. It discards the UE-originated PANI values.

3.
The P-CSCF populates the PANI parameter with the location information obtained from the access network and send the INVITE towards the next CSCF, containing the NW PANI.
4.
If an AS is to be invoked for this session the S-CSCF (or I-CSCF) sends the INVITE towards the AS, containing the NW PANI (assuming the AS is in the same trust domain).
5.
The AS sends the INVITE towards the S-CSCF, containing the NW PANI.

6.
The S-CSCF routes the INVITE towards the terminating side. The PANI is removed before routing outside the trust domain.
6.7.2.2
Mobile origination (2)
This procedure shows an alternative procedure where the retrieval of location information is performed by the P-CSCF in parallel with sending the INVITE towards the terminating side. The location information might be required by subsequent IMS entities during their processing of the INVITE (eg for routing purposes). If this is the case, the P-CSCF will need to obtain the location information and insert it in the PANI and so the procedure described in 6.7.2.1 would apply.
Editor’s Note: Whether the location information is required to be inserted in the initial INVITE is for further study.
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Figure 6.7.2.2-1: Mobile origination
1.
A UE sends a SIP INVITE request. It can contain a UE-originated P-Access-Network-Info (UE PANI) parameter.

2.
The P-CSCF starts procedures to obtain the location information provided by the access network. This is done in parallel with steps 3 to 8. It discards the UE-originated PANI values.

3.
The P-CSCF sends the INVITE towards the next CSCF.

4.
If an AS is to be invoked for this session the S-CSCF (or I-CSCF) sends the INVITE towards the AS.
5.
The AS sends the INVITE towards the S-CSCF.
6.
The S-CSCF routes the INVITE towards the terminating side.
7.
The terminating side sends an offer response (via the intervening nodes).

8.
The UE provides a response confirmation towards the P-CSCF.

9.
The P-CSCF inserts the location information in the response confirmation, and this is routed towards the terminating side in steps 10 – 12. The PANI is removed before routing outside the trust domain.
6.7.2.3
Mobile termination
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Figure 6.7.2.3-1: Mobile termination
1.
The CSCF receives an incoming INVITE.
2.
Depending on filter criteria, an AS can be invoked.
3.
The AS sends the INVITE to the CSCF.

4.
The CSCF send the INVITE to the P-CSCF. 
5.
The P-CSCF sends the INVITE to the UE.

6.
The UE sends a response to the INVITE. This can contain a UE-originated P-Access-Network-Info (UE PANI) parameter.
7.
The P-CSCF invokes procedures to obtain the location information. In some scenarios, and with some location retrieval alternatives, it might possible to obtain the location at step 5.
8.
The P-CSCF populates the PANI parameter with the location information obtained from the access network and send the INVITE towards the next CSCF, containing the NW PANI. The response is routed towards the originating party, as shown in steps 9, 10 and 11.
6.7.2.4
I2 ICS origination
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Figure 6.7.2.4-1: I2 ICS origination
1.
A UE sends a CS call setup message (as described in TS 23.292 [xx], clause 7.3.2.1.2).

2.
The MSC Server obtains the location information.
3.
The MSC Server populates the PANI parameter with the location information and sends the INVITE towards the next CSCF, containing the NW PANI.

4.
If an AS is to be invoked for this session the S-CSCF (or I-CSCF) sends the INVITE towards the AS, containing the NW PANI (assuming the AS is in the same trust domain).

5.
The AS sends the INVITE towards the S-CSCF, containing the NW PANI.

6.
The S-CSCF routes the INVITE towards the terminating side. The PANI is removed before routing outside the trust domain.
6.7.2.5
I1 ICS orgination
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Figure 6.7.2.5-1: I1 ICS origination
1.
The UE sends an ICS call initiation request via the I2 reference point, as described in TS 23.292 [xx], clause 7.3.2.2.2.
2.
The SCC AS responds with the I1 call initiation result message.
3.
The UE sends a CS call setup message to establish the CS bearer control signalling path.
4.
The MSC Server obtains the location information.

5.
The MSC Server populates the PANI parameter with the location information and sends the INVITE towards the next CSCF, containing the NW PANI. It is assumed here that the MSC Server supports the I2 reference point.
6.
If an AS is to be invoked for this session the S-CSCF (or I-CSCF) sends the INVITE towards the AS, containing the NW PANI (assuming the AS is in the same trust domain).

7.
The AS sends the INVITE towards the S-CSCF, containing the NW PANI.

8.
The S-CSCF routes the INVITE towards the terminating side. The PANI is removed before routing outside the trust domain.
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