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This document discusses the need of extending the ISRP policy types specified in Rel-10 in order to complete the policy based inter-system routing framework in the UE. 
1. Overview of Rel-10 Inter-System Routing Policies
Inter-System Routing Policies (ISRP) have been introduced in Rel-10 in order to enable UEs to apply operator-specific rules for routing traffic between different access systems. Different types of ISRP have been defined, namely “ISRP for IFOM”, “ISRP for MAPCON” and “ISRP for non-seamless WLAN (NSWLAN) offload”. In stage-3 specs, these different ISRP types correspond to different OMA DM branches inside the ISRP node (see TS 24.312).
Figure 1 below shows a possible UE logic that could be used to apply the different types of ISRP policies. The objective of this figure is not to define a favourable UE implementation but rather (i) to clarify that different ISRP policies are applied for different purposes (and possibly in different UE functional modules) and (ii) to indicate that some functionality is missing in order to provide a complete policy based inter-system routing framework in the UE. 
With reference to Figure 1, the following observations can be made:

-
When a new PDN Connection is required, it is established on the preferred access indicated by the “ISRP for MAPCON” policies.

-
The “ISRP for IFOM” policies can be applies by DSMIPv6 to determine which traffic (for the same APN) should be routed over 3GPP access and which should be routed over WLAN access.

-
The “ISRP for NSWLAN” offload policies can be applied at the IP level to determine which traffic can be directly offloaded to WLAN (i.e. without going through EPC/PS domain).

-
Traffic that is not offloaded directly to WLAN (i.e. does not match any “ISRP for NSWLAN” offload policy) and is not explicitly mapped to an APN (e.g. the application does not explicitly request an APN), is routed to an IP interface based on implementation specific means, most typically with conventional routing based on destination IP address.
-
To provide a complete policy based inter-system routing framework in the UE, there is need to define a new type of ISRP policies that could be used by the UE to decide how to route traffic that is not offloaded directly to WLAN and is not explicitly mapped to an APN (see the “Select an IP interface” block in Figure 1). 
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Figure 1: Example UE logic used to apply the different ISRP policies.
Another view of how ISRP policies can be used in a UE is depicted in Figure 2, which indicates the various routing decision points in the UE (MAPCON aspects are skipped for simplicity). This figure shows again what is missing for completing the policy based inter-system routing framework in the UE. The UE does not have any policies to decide how to route traffic that is not offloaded directly to WLAN and is not explicitly mapped to an APN. So, the UE selects an IP interface (corresponding to an APN) to route this traffic based on the destination IP address and the existing IP routing table. This is obviously a limitation since it does not allow an operator to fully control the inter-system routing behaviour of the UE.
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Figure 2: Another view of the missing inter-system routing policies in the UE.
2. Proposal

To complete the policy based inter-system routing framework in the UE, it is proposed to introduce a new type of ISRP policies, called “ISRP for IAR” (Inter-APN Routing). Figure 3 below illustrates how the “ISRP for IAR” can be applied. Essentially, the “ISRP for IAR” are very similar to the existing “ISRP for IFOM” and “ISRP for NSWLAN” offload policies. They are a list of operator defined rules that specify a prioritized list of APNs which should be used to route traffic that matches specific IP filters (for example, traffic that match IP filter3 should be routed to the IP interface that corresponds to APN1). With reference to Figure 2, it can be noted that the “ISRP for IAR” policies provide an operator controlled method for the IP layer to select an interface to route outgoing traffic. It is assumed that every IP interface can be associated with one and only one APN.
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Figure 3: Completing the ISRP framework with Inter-APN Routing (IAR) policies.

In order to complete the Rel-10 inter-system routing framework and specify the “ISRP for IAR” policies in TS 23.402, we believe a simple and straightforward CR against TEI11 is sufficient. This CR is implemented in S2-110587.
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