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Abstract of the contribution:

This contribution includes the Handover/Relocation call flows for the 3GPP-BBF interworking for the H(e)NB.
* * * Start of 1st Change * * *  
5.7.2.1.1
S9* Session Establishment Procedure

The procedure in this clause applies to S9* Session Establishment Procedure, initiated by the H(e)NB Policy Function during the H(e)NB Registration Procedure. 
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Figure 5.7.2.1.1-1: S9* Session Establishment Procedure
1. When the H(e)NB powers on, it receives a local IP address from the BBF Access Network. How this is done is out of 3GPP scope, but it may involve IP address assignment by an RG or a BNG. The local IP address will be the outer IP address of the IPSec tunnel between the H(e)NB and the SeGW.
2. The IKEv2 tunnel establishment procedure is started by the H(e)NB. The H(e)NB may indicate in a notification part of the IKEv2 authentication request that it supports MOBIKE. The SeGW IP address to which the H(e)NB needs to form IPSec tunnel is discovered via DNS query as specified in clause 5.1 in TS32.583 and TS32.593. A secure connection is established between the H(e)NB and Security Gateway. The SeGW assigns an IP address to the H(e)NB as the inner IP address of the IPSec tunnel.
3. The SeGW sends the Notify Request message to the H(e)NB Policy Function, which contains the IPSec Tunnel information (e.g. the outer IP address, the inner IP address, etc. ). 
4. The H(e)NB Policy Function shall store the IPsec Tunnel information and sends a Notify Response message to the SeGW.
5. The H(e)NB initiates the Registration to H(e)MS Procedure as specified in in clause 5.2.1 in TS32.583 and in clause 5.1.3 in TS32.593.
NOTE: Step 5 may happen before step 2.
6. The H(e)NB initiates the Registration to H(e)NB-GW, which is already defined in TS 25.467 section 5.2.2 and in TS36.413 section 8.7.3.
7. The H(e)NB initiates the T2 session establishment with H(e)NB Policy Function. The H(e)NB sends the H(e)NB ID and H(e)NB IP address (i.e. IPSec inner IP address) to the H(e)NB Policy Function. The H(e)NB Policy Function binds the T2 Session with the IPSec tunnel information sent by SeGW in step 3 by matching the H(e)NB IP address (i.e. IPSec inner IP address).
8. The H(e)NB Policy Function sends T2 session establishment response to the H(e)NB. 
9. Triggered by step7, the H(e)NB Policy Function initiates establishment of an S9*session by sending GW Control Session Establishment(IPSec Tunnel Information) message to BPCF. The BPCF stores the IPsec Tunnel information to identify the access point of the H(e)NB in the BBF Access network.
10. The BPCF acknowledges the Gateway Control Session Establishment message by sending an GW Control Session Establishment Ack message to the H(e)NB Policy Function.
11. 
12. 
* * * Next Change * * *  
5.6.2.1.x
H(e)NB Deregistration Procedure
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Figure 5.6.2.1.X-1: H(e)NB Deregistration
1. When the H(e)NB deregisters from the 3GPP network, the H(e)NB sends T2 Session Termination Request (H(e)NB ID, H(e)NB IP address) to the H(e)NB PF.
2.  The H(e)NB PF responds with T2 Session Termination Response.
3.  The H(e)NB may initiate IPSec tunnel release, which may trigger the SeGW to send Tunnel Release Notify to the H(e)NB Policy Function to remove the IPSec tunnel information in the H(e)NB Policy Function.
4.  The H(e)NB Policy Function sends Tunnel Release Notify Ack to the SeGW.
5.  Triggered by step 1, the H(e)NB Policy Function sends GW Control Session Termination (IPSec tunnel information) to the BPCF to terminate the S9* session.

6.  The BPCF sends GW Control Session Termination Ack to the H(e)NB Policy Function.
* * * End of Change * * *  
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6. H(e)NB Register with H(e)GW
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8. H(e)NB Register with H(e)GW
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