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Abstract of the contribution: The text in clause 5.6.2.1 makes the assumption that the HeNB provides the IPsec tunnelling information in the S1 Setup Request message. However, in presence of HeNB GW there are many different IPsec tunnels (one per HeNB), whereas there is only one S1 Setup message between the HeNB GW and the MME. It is proposed to capture this issue in an Editor’s note.
/************************ TEXT CHANGE IN TR 23.839 ************************/
5.6.2.1 
E-UTRAN Initial Attach 
NOTE 
Enhancements to the Initial Attach procedure rest on the assumption that the HeNB sends the tunnel information and the FQDN of the BPCF to the MME using the S1-Setup procedure defined in 3GPP TS 36.413

When the HeNB initiates the S1-Setup procedure with the MME per 3GPP TS 36.413, section 8.7.3.1, it includes in the   S1 Setup Request message the outer IP address of the IPSec tunnel, referred to as “Tunnel- Info”, and the FQDN of the BPCF in the BBF access network. The MME stores this information and then sends it towards the PCRF when a UE attaches to the network via the HeNB. 
Editor’s note: Providing tunnel information via S1 Setup Request is not suitable in presence of HeNB GW. It is FFS which S1 message(s) should be used instead.
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Figure 5.6.2.1-1: Attach procedure

This procedure is the same as described in 23.401, clause 5.3.2.1, with modifications to the following steps:

12.
This step is the same as step 12 in 23.401, with the addition that the MME also includes HeNB Tunnel-Info and FQDN of BPCF in the Create Session Request sent to the Serving GW.

14.
This step is the same as step 14 in 23.401, with the addition that the PDN GW also includes HeNB Tunnel-Info and FQDN of BPCF (when the HeNB connects to the BBF access network) is provided from the PDN GW to the PCRF if received in previous messages.

3GPP

SA WG2 TD


_1303032030.doc

[image: image2.bmp]

22. Attach Complete







21. Direct Transfer







(D)







23b. Modify Bearer Response







23a. Modify Bearer Request







6. Ciphered Options Response







6. Ciphered Options Request







14. PCEF Initiated IP-CAN Session Establishment/Modification 



















7. PCEF Initiated IP-CAN Session Termination



















10. PCEF Initiated IP-CAN Session Termination



















 







5b. Identity Request/Response







 







 







5b. ME Identity Check







EIR







(C)







First Downlink Data (if not handover)







7. Delete Sesion Request







7. Delete Session Response







15. Create Session Response







13. Create Session Request







10. Delete Session Response







 







10. Delete Session Request







9. Cancel Location Ack







11. Update Location Ack







9. Cancel Location







8. Update Location Request







12. Create Session Request







16. Create Session Response











(A)







(B)







26. Notify Response







25. Notify Request







First Downlink Data







23. Modify Bearer Request







24. Modify Bearer Response







20. Initial Context Setup Response







18. RRC Connection Reconfiguration







19. RRC Connection Reconfiguration Complete







First Uplink Data







17. Initial Context Setup Request  / Attach Accept







 







5a. Authentication / Security 







 







4. Identity Response







 







4. Identity Request







UE







eNodeB







Request







2. Attach







PDN GW







3. Identification Response







HSS







PCRF







Serving GW







MME/SGSN







Old







new MME







1. Attach Request







3. Identification Request







(E)







(F)











[image: image1]
